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1.0 INTRODUCTION

This document is the final report summarizing the work

performed by Delta Information Systems, Inc. for the Office of

Technology and Standards of the National Communications System

under Purchase Order No. DCAI00-80-M-0200. The Office of

Technology and Standards, headed by National Communications'

System Assistant Manager Marshall L. Cain, is responsible for

the management of the Federal Telecommunications Standards Pro-

gram, which develops telecommunication standards whose use is

mandatory by all Federal agencies.

The CCITT (International Telegraph and Telephone Consulta-

tive Committee) has classified all facsimile systems into four

categories or Groups in accordance with the parameters listed in

Table I-1. Groups 1 and 2 employ analog transmission and trans-

mit a page in a fixed period of time. The vast majority of fac-

simile units in the field today conform to Groups 1 and 2. In

Group 3 the page is digitally transmitted over the switched

telephone network. Compression techniques are employed to. re-

duce the transmission time. The recommended standards for

Group 3 were recently finalized by the CCITT.

According to the CCITT definition, Group 4 facsimile ap-

paratus "incorporates means for reducing the redundant informa-

tion in the document signal prior to transmission, mainly via

Public Data Networks (PDN). The apparatus will utilize pro-

cedures applicable to the PDN and will assume error-free recep-

tion of the document. The apparatus may also be used on the

public telephone network where an appropriate modulation process

1-1
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will be utilized." The process of standardization for Group 4

is in its very early formative stages. The purpose of this

study is to anticipate and support this standardization effort

to insure that future facsimile systems will be available to the

U.S. Government having a high level of reliability, inter-

operability, and overall performance. Specifically the purpose

of the study is to identify those facsimile parameters requir-

ing standardization, and the analysis of these parameters to

determine likely trends and options.

To provide a general background for the standardization

study, Section 2.0 reviews the general nature of data networks

with particular emphasis on Public packet switched networks.

Section 3.0 examines the generic structure of a Group 4 fac-

simile system and identifies those parameters which require

standardization, and those which do not. There are four major

characteristics of the Group 4 system which must be standard-

ized--resolution, compression technique, data rates, and com-

munications protocol. Each of these parameters is analyzed

independently in Sections 4.0, 5.0, 6.0, and 7.0 respectively.

Section 8.0 contains a summary and conclusion of the investi-

gation. Finally, recommendations for further study are included

in Section 9.0.

Delta Information Systems is greatly indebted to those

members of the facsimile and packet switching communities who

contributed information to this report. We also acknowledge the

support and guidance of Dennis M the Contractor's Tech-

nical Representative from the National Communications System.

1-3



2.0 DATA NETWORKS

A large demand for data communications has stemmed from com-

puter users accessing remote computers via the switched telephone

network.

Typically, a user would dial the computer over a switched

phone circuit which would be tied up for the entire period of the

data "conversation." The data interchange between the computer

and user terminal is usually very bursty. Consequently the cost

of the voice circuit is excessive relative to the typical amount

of data interchanged. In addition, when the telephone network

employs conventional modems for digital communications, a rela-

tively large number of transmission errors frequently occur.

Data networks have been developed during the 1970's to attack

these two critical problems which have plagued computer communi-

cations--excessive communication cost and excessive transmission

errors. Consequently the two most distinguishing characteristics

of the new data networks are 1) the efficient use of the communi-

cations resource by sophisticated switching, routing, and multi-
plexing techniques, and 2) the virtual elimination of end-to-end

errors by error-control procedures.

Table 2-1 is a summary of some of the key characteristics

of public data networks. Note that one way of describing a net-

work is by the type of switching employed. In the case of store-

and-forward message switching (e.g. Graphnet, Telex and Autodin)

the entire message is transmitted sequentially through the net-

work from node to node. In this way the entire message is received

and stored at a node before being relayed to the next node. The

2-1
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thruput of such a system becomes severely limited as the traffic

level increases and as the raw channel error rate increases.

Packet switched networks have been developed to achieve a higher

level of throughput and responsiveness to the user when compared

to message switching networks. In a packet switched network the

information to be transmitted is divided into packets, where a

typical packet may contain 1,024 bits. By reducing the size of

this basic transmitted unit of information from the entire mes-

sage to a small packet, the thruput of the network is greatly in-

creased.

By employing sophisticated switching, multiplexing, and

storage techniques at the network nodes, the data links which

interconnect the nodes are utilized with a very high level of

efficiency. In this way the communication costs have been sig-

nificantly reduced. For example: the basic cost element for

Telenet is 50¢ per kilopacket; and the basic rate for Tymnet is

3t per kilocharacter. Other advantages and characteristics of

the data networks are listed below.

-Transmission charges are independent of distance.

-Terminals having several optional bit rates may be con-

nected to the network. The network will automatically

adapt to the particular appropriate data rate which

the user has selected.

-The user pays only for the data which was transmitted.

-Some networks (e.g. Telenet) have a multipoint broadcast

capability. The user feeds the network only one mes-

sage along with a list of addresses.

2-3
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At this point it is useful to define several of the key terms

which are related to data networks.
1

Packet: A packet of information is a finite sequence of

bits, divided into a control header part and a data part. The

header will contain enough information for the packet to be routed

to its destination. There will usually be some checks on each

such packet, so that any switch through which the packet passes

may exercise error control. Packets are generally associated with

internal packet-network operation and are not necessarily visible

to host computers attached to the network.

Datagram: A finite length packet of data together with des-

tination host address information (and, usually, source address)

which can be exchanged in its entirety between hosts, independent

of all other datagrams sent through a packet switched network.

Typicaily, the maximum length of a datagram lies between 1000 and

8000 bits.

Gateway: The collection of hardware and software required

to effect the interconnection of two or more data networks, enabling

the passage of user data from one to another.

Host: The collection of hardware and software which utilizes

the basic packet-switching service to support end-to-end inter-

process communication and user services.

Packet Switch: The collection of hardware and software re-

sources which implements all intranetwork procedures such as rout-

ing, resource allocation, and error control and provides access to

network packet-switching services through a host/network interface.

Protocol: A set of communication conventions, including

formats and procedures which allow two or more end points to com-

2-4i I



municate. The end points may be packet switches, hosts, terminals,

people, file systems, etc.

Protocol Translator: A collection of software, and possibly

hardware, required to convert the high level protocols used in one

network to those used in another.

Terminal: A collection of hardware and possibly software ,

which may be as simple as a character-mode teletype or as complex

as a full scale computer system. As terminals increase in capa--

bility, the distinction between "host" and "terminal" may become

a matter of nomenclature without technical substance.

Virtual Circuit: A logical channel between source and des-

tination packet switches in a packet-switched network. A virtual

circuit requires some form of "setup" which may or may not be

visible to the subscriber. Packets sent on a virtual circuit are

delivered in the order sent, but with varying delay.

PTT: Technically PTT stands for Post, Telegraph, and Tele-

phone Authority; this authority has a different form in different

countries. In this paper, by PTT we mean merely the authority

(or authorities) licensed in each country to offer public data

transmission services.

One of the most critical issues in the development of data

networks is the standardization of the interface between the data

network and user systems such as data terminals and host computers.

The International Telegraph and Telephone Consultative Committee

(CCITT) has led the way in this standardization process. In 1976

the CCITT approved Recommendation X.2S which is entitled "Inter-

face between Data Terminal Equipment (DTE) and Data Circuit-

2-5
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Terminating Equipment (DCE) for terminals operating in the packet

mode on Public Data Networks." A copy of the recently revised

version of this recommendation is included in Appendix A.

Figure 2-1 is a block diagram which illustrates the three archi-

tectural levels of the X.25 interface standard.

-Level I - Physical level:- The mechanical, electrical,

functional and procedural characteristics to activate,

maintain and de-activate the physical link between the

DTE and the DCE. The X.25 standard recommends the use

of X.21 for the physical level standard. EIA Standards

RS232C and RS449 are also physical level standards which

are applicable.

-Level 2 - Link level: The link access procedure for re-

liable data interchange across the link between the DTE

and the data network; error handling, flow control; e.g.

"rcvr ready," "rcvr not ready." The X.25 standard recom-

mends the use of the HDLC/LAPB standard proposed by ISO.

-Level 3 - Network/Packet level: Defines the packet for-

mats and control prcoedures; controls the addressing,

switching, and routing of the information to establish

a virtual circuit connection through the network.

Table 1 points out that most of the major data networks pro-

vide an X.25 interconnect capability at the present time. Since

the X.25 interface is generally recognized as the primary standard

2-6
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for the data network interconnection, it is anticipated that this

standard will be selected for Group 4 facsimile. Section 7.0 of

this report discusses X.25 in more detail along with the higher

levels of interconnect architecture.

The reader will note in Figure 2-1 that the Group 4 facsimile

terminal may be viewed as any other user's data terminal connected

to a data network. Section 2.0 looks at the general nature of a

digital facsimile system from a Group 4 perspective.
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3.0 GENERAL DISCUSSION OF GROUP 4 FACSIMILE

Figure 3-1 is a functional block diagram illustrating the

general organization of Group 4 facsimile scanners/printers and

how they may relate to data networks and remote computer systems.

The key characteristic of the scanner and printer elements of the

facsimile units is their resolution. This parameter is discussed

in detail in Section 4.0 and will not be reviewed here. Similarly

the compressor/decompressor, communications interface, and data

rates are handled in Sections 5.0, 6.0, and 7.0 respectively.

The remaining elements--pre-processing, post-processing, storage,

and computer application processes are discussed below in Sec-

tions 3.1 through 3.4.

3.1 Pre-Processing

One fundamental pre-process which must be performed in alldigital

facsimile systems is the threshold operation where the analog

video output from the scanner is sampled and converted to a bi-

nary, black-white signal.

This threshold operation can vary widely in complexity from

a simple fixed-level slicing circuit to a sophisticated unit

which dynamically senses the document background level and adap-

tively controls the threshold level relative to that background.

Since there is no need to standardize this process, it will not

be discussed further in this report.

Figure 3-2 illustrates how digital facsimile systems generate

an inherent spatial noise pattern which has two disadvantages:

1) the output image appears noisy; 2) a reduction in the compres-

3-1
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sion ratio. Spatial noise filters such as that illustrated in

Figure 3-3 may be employed to reduce this distortion. This pro-

cess, like the threshold operation, need not be standardized to

achieve compatibility. Hence it will not be treated further in

this report.

3.2 Post-Proez s.ing

In some instances there are advantages to performing a post-

processing operation at the facsimile receiver just prior to

printin. Th process could have several possible functions,

two of which are listed below:

-Error processing -- It is not difficult for a facsimile

receiver to sense when a transmission error has occurred

in a particular scan line. It is then possible to process

the received data in such a manner as to minimize the sub-

jective effect of that error.

-Interpolation -- One may consider the general case where

the resolution of the printer is greater than that of the

scanner. In this situation it would be possible to

"interpolate" the likely colors of those printed pels

which were not transmitted. An intelligent interpolator

will usually be correct in its estimate.

Post-processing, like pro-processing is not an important'

parameter to be standardized since it need not be specified to

achieve interoperability. Therefore it will not be discussed

further in this report.

3-4 1
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3.3 Storage

The Group 4 facsimile scanner and printer units must store

a minimal amount of compressed data to accommodate the uncertain-

ties of the error control system in the data network and terminal/

network interface link. It is useful to consider two extreme

example of Group 4 facsimile terminals. The first operates at a

relatively slow speed (e.g. many seconds per page) such that, if

the network has problems, the paper transport in the scanner or

printer can be slowed/stopped until the network recovers.

On the other hand it is likely that some future Group 4

facsimile systems will be developed which will operate at suffi-

ciently high speed (e.g. one page per second) that the document

transport cannot be stopped/slowed within a document cycle. In

this case it is likely that digital storage must be provided for

at least one complete page. In either case the communication

takes the form of a memory-to-memory transfer. If one page or

less, is stored it is possible that a solid state memory could be

utilized. If several pages are to be stored it is likely that a

magnetic media would be used, e.g. hard or floppy disc.

3.4 Computer Applications

There are two general application areas for Group 4 facsimile.

The first is the conventional scanner-to-printer transmission as

is most commonly accomplished in facsimile today. The second ap-

plication is a relatively new one. It considers the use of a

facsimile terminal as an input/output device for a remote com-

puter. It is true that there is some limited degree of facsimile/

3-6
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computer interactions today--e.g. Graphnet. However it is anti-

cipated that the development of Group 4 facsimile will usher in

a totally new era in the facsimile business. A few of the poten-

tial computer applications are described below.

-Electronic Mail - A large fraction of business mail could

be potentially exchanged via the Public Data Network using

Group 4 facsimile terminals.

-Storage/Retrieval from Image Data Base - Large quantities

of documents could be stored in computer form so they

could readily be printed on a remote facsimile printer.

This is an example of what has been called the remote

copier application.

-Format Conversion - It is likely that Group 4 facsimile

units will be compatible with a wide range of other fac-

simile standards. In those instances where two image

communication devices were incompatible, an intermediate

computer process could effect an exchange of information.

-Integration of Text with Graphics - Graphic data could

be scanned by a Group 4 scanner and fed to a graphics/

word processing system. CRT operators would view the

scanned graphic data and add textual data. The combined

text/graphic data could then be stored and distributed to

Group 4 printers.

-OCR/Analysis of Graphic Data - Raw symbol/character data

could be scanned by a Group 4 facsimile device and sent

3



to a computer system where a pattern recognition function could

be performed.
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4.0 RESOLUTION

The resolution of the Group 4 facsimile system is one of

the most important parameters to be standardized because it is

the primary factor affecting the quality of the output page as

well as the number of bits required for transmission.

For reasons of compatibility it is logical to first con-

sider the adoption of the Group 3 resolution standards for

Group 4.

Group 3 Resolution

The horizontal resolution for Group 3 equipment is fixed at

7.7 samples/mm (nominally 200 samples/inch). The Group 3 verti-

cal resolution has been standardized at 3.85 lines/mm (nominally

100 li-Pqnch) with an option at 7.7 lines/mm. It is likely that

these two resolution standards will be included in the Group 4

standard. The reasons are twofold. First, these resolutions

have been found to be adequate for a wide range of applications

many of which will persist in the Group 4 environment. Second,

it is advantageous for Group 4 systems to be downward compatible

with Group 3.

Higher Resolution

There is some consideration in the facsimile community of

adding a third Group 4 resolution option which would be higher

than 200 lines/inch. The primary rationale for such a standard

is that the human observer,without benefit of optical magnifica-

tion, is capable of perceiving more detail than is provided by

200 lines/inch. There may be a significant market for a fac-

4-1 9,
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simile system which has sufficiently high resolution that the

output page could pass for an original to the casual observer.

Delta Information Systems is performing a study of resolu-

tion for Group 4 equipment for the National Communications Sys-

tem. The higher resolutions which are being examined include

240, 300, 400, and 480 lines/inch. One disadvantage of 240 lines/

inch is that if may not be a sufficient increase relative to

200 lines/inch. It is unlikely that 480 lines/inch will be chosen

due to the severe penalty in bits/document, and hardware cost to

implement such a high resolution. Further it is unlikely that

the image quality at 480 lines/inch would be significantly su-

perior to that at 400 lines/inch.

It is possible that a higher resolution other than 300 Ipi

or 400 lpimay be chosen--e.g. 360 ipi. Nevertheless it is useful

to focus our attention on the comparison bptwcen 3010 ond 400

lines/inch. These two resolutions are compared below from sev-

eral different points of view.

-Image Quality -- The perceived legibility/quality of a

facsimile image at 300 lines/inch is quite high. As an example

of this quality Addressograph Multigraph International has pro-

vided output copies of the 8 CCITT documents which have been

transmitted through their 300 lines/inch facsimile system.

Copies are included in Figures 4-1 through 4-8. Experiments

have been performed with 300 lines/inch output documents which

suggest the casual observer considers th,- o be "originals."

-Bits/Page - There are 78% more pels in a 400 lines/inch

page relative to a 300 lines/inch image. However, the compres-
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THE SLEREXE COMPANY LIMITED
SAPORS LANE. BOOLE - DORSET. Bi 25 8 ER

T!LEH mm (945 13) 51617 . Tn= 123456

Our Ref. 350/PJC/EAC 18th January, 1972.

Dr. P.N. Cundall,
Mining Surveys Ltd.,
Holroyd Road,
Reading,
Berks.

Dear Pete,

Permit me to introduce you to the facility of facsimile
transmission.

In facsimile a photocell is caused to perform a raster scan over
the subject copy. The variations of print density on the document
cause the photocell to generate an analogous electrical video signal.
This signal is used to modulate a carrier, which is transmitted to a
remote destination over a radio or cable connmunications link.

At the remote terminal, demodulation reconstructs the video
signal, which is used to modulate the density of print produced by a
printing device. This device is scanning in a raster scan synchronised
wiCh that at the transmitting terminal. As a result, a facsimile
copy of the subject document is produced.

Probably you have uses for this facility in your organisation.

Yours sincerely,

A-/i.
P.J. CROSS
Group Leader - Facsimile Research

Figure 4-1
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sion ratio is greater at 400 lpi than at 300 ipi so the net in-

crease in the bits/page is undoubtedly less than 50%. Neverthe-

less the penalty in bits/page for 400 ipi over 300 ipi would be

significant when considering the communication cost and computer

storage cost.

-Compatibility with 200 lpi - The 400 ipistandard is advan-

tageous since it is an integral multiple of 200 ipi--the antici-

pated lower resolution standard. One advantage stems from the

fact that it would be easy to interpolate a 400 lpi image at the

receiver from a transmitted 200 lpisignal. Another advantage is

the manufacturing compatibility at these two resolutions.

-Existing Equipment - In the United States there is much

more euipment in the marketplace operating at 300 ipi than at

400 lpi.

-Compatibility with Text - This text compatibility issue is

not a major point but it is worth mentioning. The most standard

spacing for text is 10 characters/inch horizontal and 6 charac-

ters/inch vertical. Therefore it would be desirable for the

pel resolution to be an integral multiple of 60 so that a charac-

ter space (1/10 inch horizontal x 1/6 inch vertical) could contain

an integral number of pels. This issue favors 3001pi. This issue

is obviously raised in anticipation of those situations where text

will be integrated with facsimile graphics.

4-11
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5.0 COMPRESSION TECHNIQUE

There are two broad classes of black-white graphic coding

techniques:

-Information preserving techniques - those which repro-

duce an exact replica of the original scanned and

thresholded binary image.

-Approximation techniques - those which knowingly repro-

duce an approximation of the original scanned,

thresholded binary image.

These two categories are discussed in Sections 5.1 and

5.2 respectively. A brief look at other coding techniques is

provided in Section 5.3.

5.1 Information Preserving Techniques

The standard compression technique for Group 3 facsimile

equipment is the Modified Huffman Code (MHC), a run length coding

algorithm which reduces redundancy in only one dimension. The

Group 3 standard also provides for an optional compression tech-

nique which reduces redundancy in two dimensions--the Modified
I

Read Code (MRC). Both of these coding techniques are exact com-

pression algorithms which preserve all the image information.

Table 5-1 is a summary of compression ratios for four of

the more prominent coding techniques--MHC, MRC,2 Ordering tech-3he

nique,3 and Symbol Matching.4 The compression data is provided

for the 8 CCITT test documents shown in Figure 5-1. The Ordering

5-1
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technique is a two-dimensional compression concept which yields

virtually the same compression as the Modified Read Code. Since

the MRC is the Group 3 standard there is little motive to choose

the Ordering technique for Group 4.

The standard Minimum Scan Line Time (MSLT) for Group 3

is 20 ms. The standard K-factor for the MRC at 200 lines/inch is

4 to 1. This means that every fourth line is transmitted with

the MHC to minimize the vertical propagation of transmission

errors. Under these operating conditions the average compression

ratio for the MHC and MRC is 7.07 and 9.44 respectively; i.e.,

the performance of the MRC is only 33% superior to the MHC. How-

ever, in Group 4, the error rate will be very low so the K-factor

can be made infinite. In addition, the limitations of the docu-

ment transport can be ignored in Group 4 so the NSLT can be con-

sidered to be zero. Under these conditions the MRC outperforms

the MHC by 81 . For the MRC, the compression ratio for document

number four, the full page of text, is 7.02. The average ratio

for all 8 documents is approximately 14 to 1.

The Group 3 standard requires the transmission of a 12-bit

End-of-Line code between scan lines. To further increase the

compression ratio it may be possible to delete these line syn-

chronization codes If this were done the compression ratio

would increase by approximately 101.

The data in Table 5-1 was measured for the Group 3 high

resolution of 200 lines/inch. Compression ratios have been re-

cently measured for the MRC, at 300 lines/inch, by AM Interna-

tional. The results are listed in Table 5-2. Data is included
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TABLE 5-2

COMPRESSION RATIOS FOR THE MODIFIED*

READ CODE AT 300 lines/inch

CCITT
Document Horizontal Vertical

No. Scan Scan

1 36.9 38.3

2 52.2 57.1

3 25.5 25.7

4 10.9 11.1

5 22.9 22.8

6 38.2 40.9

7 10.8 11.1

8 33.4 34.3

AVG. 21.7 22.3

K Infinity; MSLT - 0
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for the conventional horizontal scanning direction as well as for

the vertical mode, where the scan lines are parallel to the

11 inch dimension of the paper. Note that the compression ratio

in the vertical mode is slightly superior to that in the hori-

zontal mode. Also note the large increase in average compression

ratio at 300 lpi (21.7) relative to 200 lpi (13.92). This com-

pression increase of 56t reduces the 225% increase in the number

of pels for a net increase in the average-number of transmitted,

bits to be 44%.

In summary, an extension of the Modified Read Code

(K -00 , MSLT = 0, perhaps with the EOL codes eliminated) is a

strong candidate to be selected as a standard compression tech-

nique for Group 4.
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5.2 Approximation Techniques

Smoothing algorithms, as described in Section 3.0, in-

crease compression, and therefore could be considered a compres-

sion technique. However, in this section the discussion will be

limited to two different types of coding techniques which make

approximations--interpolation techniques and feature/symbol

recognition. These coding concepts are discussed in Sections

5.2.1 and 5.2.2 respectively.

5.2.1 Interpolation Techniques

Interpolation techniques may be employed at the receiver

if the resolution of the printer is greater than the resolution

of the scanner. A good example of interpolation is the case

where the scanner transmits alternate scan lines as shown in

Figure 5-2. Of course the advantage of this procedure is that

a compression ratio of 2 to 1 is achieved.

At the receiver those scan lines which were not trans-

mitted are "interpolated" from the adjacent transmitted data.

Figure 5-2 describes a possible algorithm for interpolating

alternate lines.

5.2.2 Feature/Symbol Recognition

A large fraction of the documents transmitted through

facsimile systems contain text as opposed to graphics. One fac-

simile compression technique involves the recognition of the text

characters and the transmission of a short ASCII-like code defin-

ing the particular character recognized. The compression for a
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FIGURE 5-2

ALTERNATE LINE INTERPOLATION

LINES OF r i 3- 2 -1 0 1 1311{T~L~TRANSMITTED xINEPO

PELS L-47Z _I=-I-I1 0 1 12 131 PL

DESIGNATION "_ _ __ _ _ __ _ _ __ _ __ _ _ __ _ _
OF PAIRS OF P- P - 4 P PP 2 P31
TRANSMITTED
PELS

The pel to be interpolated is designated as "x". The first step
in the interpolation process is to consider the pair of trans-
mitted pels (P0 ) which are adjacent to "x" in the line above and
below. If the P0 pels are both black interpolate "x" to be
black. If the P0 pels are both white interpolate "x" to be
white. If the two P0 pels are of different color, adjacent pairs
(P%*, P*2 , etc.) are examined to determine the color of the nearest
pair where both pels are black or white. Pel "x" is interpolated
to be the color of the nearest pair which is all black or all
white. For example, if pairs P-2, P-l, Po, and Pi all have
differing colored pels in each pair, but the pels in P2 are
both white then "x" is interpolated to be white. If opposite
colors are found equidistant from "x" then "x" is interpolated
to be white. For example, under the following conditions "x"
is. interpolated to be white.

P-2 - both blackP-Il

P0 - pairs have different colored pels
P1
P2 - both white
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system of this type is obviously very high. W. Pratt et al4

have analyzed a system of this type (Combined Symbol Matching

CSM), and the compression results are listed in Table S-1.

Note that the compression ratio for document number 4, the page

full of text, has a compression ratio of 22.4 for symbol match-

ing as opposed to 7.02 for the Modified READ.

If conventional "OCR" techniques were used to recognize

the symbols a prohibitive amount of logic would be required to

store the characteristics of all the possible text symbols which

might be encountered. The CSM system gets around this problem by

using the symbols in the input document itself as reference pat-

terns for subsequently scanned characters. When a new symbol is

encountered, the bit pattern is transmitted to the receiver and

stored, as well as being stored in a library in the transmitter.

When another symbol is encountered which is similar to that stored

(it need not be identical), a short ASCII-like code is transmitted

to the receiver. The appropriate bit pattern is retrieved from

the library and printed. Of course those parts of the page which

are not recognizable as symbols are transmitted by a conventional

compression technique,such as the MRC.

Other types of recognition systems are possible. For ex-

ample, it would be possible to recognize small "features'; which

are commonly found in documents, as opposed to complete charac-

ters. Possible features are short straight line segments at

various angles, arcs, etc. In this way, complex characters would

be synthesized from simple small features.

Recognition systems of this type are not without their

problems. One difficulty, of course, is their complexity. An-

5-9
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other is the potential substitution of one character for another--

(e.g. B/8, a/e, s/o, etc.). Nevertheless, the general concept

of recognition is very appealing for Group 4 operation since one

is beginning to create "data" for the data network. Another ad-

vantage of the recognition technique is that it is compatible

with the potential integration of facsimile and word processing

systems.

5.3 Other Coding Techniques

It is probably premature to seriously consider setting

standards for the transmission of continuous tone and color

imagery. Nevertheless it may be appropriate to give some thought

to these possible future requirements to avoid their exclusion

at a later date. For example, continuous-tone imagery could pos-

sibly be coded by pseudorandomly dithering the threshold level

in the transmitter.
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6.0 DATA RATES

CCITT Recommendation X.1 defines four data signalling

rates for packet switched networks--2.4, 4.8, 9.6, and 48.0 kbps.

Therefore it is likely that these rates will be chosen as stan-

dard data rates for Group 4 operation. The lower da, ites--

2.4, 4.8, 9.6 kbps--are particularly appropriate since they also

conform to the Group 3 standard.

There are two other data rates in the region of 48 kbps,

which will be considered for standardization--56 kbps and 64 kbps.

The 56 kbps is provided by AT & T as a switched data service

(Dataphone) in metropolitan areas. Hence, it may be wise to

select this rate as a standard. The INTELPOST electronic mail

system is an example of a facsimile system transmitting at

56 kbps. It is useful to examine the typical document transport

rates at 56 kbps. If one considers a resolution of 200 Ipi, and

an average compression of 14, the number of bits/page is approxi-

mately 300,000 bits. Such a document would be transmitted over

a 56 kbps channel in approximately 5 seconds, a very reasonable

time to mechanically transport a page.

There is some consideration of facsimile equipment operat-

ing at data rates even higher than 56 kbps. For example, Satel-

lite Business Systems offers data rates at 112, 224, and 448 kbps.

And of course the T-1 rate of 1.544 mbps is commonly available.
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7.0 COMMUNICATIONS PROTOCOL

As explained in Section 2.0 the CCITT has developed an

interface standard--X.2S--defining the interconnections between

a data terminal equipment and a packet switched network.

Figure 7-1 is a block diagram illustrating the three architec-

tural levels of the X.2S standard. Appendix A contains a copy

of the X.25 standard for reference purposes. It is clear that

the X.25 protocol will be adopted as part of the Group 4 fac-

simile standard. As shown in Figure 7-1 and Table 7-1, the

X.25 standard uniquely defines the third level--the network or

packet level. At the second level X.2S embraces the HDLC/LAPB

standard which has been promulgated by the ISO group. For the

first level--the physical level--it refers to X.21 as the stan-

dard. It is likely that the Group 4 standard will also include

two other commonly used physical standards as options--RS232C

and RS449.

Figure 7-1 illustrates a user terminal connected to the

data network via an external modem. It is possible that the

Group 4 facsimile unit, like the Group 3 unit, may be used on

the public telephone network. In these instances a new archi-

tectural layer--level 0--has been defined to specify the modem

to be a V.27ter or V.29 modem. This corresponds to the Group 3

standard. Another layer--level 00--has also been defined to

specify the means to interconnect the terminal to the telephone

network.

The National Communications System has developed a series

of Federal Standards which, in most instances, are closely re-

lated to certain CCITT and EIA standards. A list of the Federal

j 7-1
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TABLE 7-1
CC [4ICATICNS INIRFACE FOR aCUP 4 FACSIMILE

LAYER LAYER j APPLICABFU

NO. NAME ~ SAI_ _ __ _ __ _ __

I Defines a specific application; text editing, payroll
7 APPLICATIN I NONE i processing, electronic mail, information retrieval,

TELETEX Peripheral device coding; data transformation-code and
6 E TIO S. f character set translation; information formatting- od-

S. 61 (ification of data layout, page rotation, B4/A4;
eAncryipticn

TELETEX
5h DE S.d Document start/end; camittment unit

S.62

! Synchronization of the application; who talks first,
5 SESSICN S.d time, date, subscriber number; broadcast control

S.62

Assures end-to-end data integrity and provides for the
TELETEX required quality of service for exchanged information;

T S.h intelligent front end deciding on type of network
S.70

Controls the addressing, switching, and routing of the
S25 information to establish a virtual circuit connection;

defines packet formats and control procedures

LiN I4DThe link access procedure for reliable data interchange

2 LINKML across the link betwe-n the DTE and the data network;
Ferror handling; flow control; e.g. "rcvr ready",
"rc%-t not ready"

The physical, electrical, functional, and proceduralx.21 characteristics to establish, maintain, and disconnect
PHYSICAL FS449 the physical link between the DTE and the network~RS232

Used when the DIE is connected to the network via a
0 1 IATI(I v.27 ter ommnication chennelv.29

00 iM Part
Connection
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standards, which correspond to the standards mentioned above, are

listed below.

Federal Standard Equivalent Standard

1041 (Interim) X.25

1003 HDLC/LAPB

1040 (Proposed) X.21

1031 RS449

1006 V. 27ter

1007 V.29

The International Standards Organization (ISO) has developed

an architectural framework for defining standards for linking

heterogeneous computer networks. The proposed architecture--

the Open Systems Interconnection (OSI) reference model--provides

the basis for interconnecting "open" systems for distributed

applications processing. The term "open" denotes the ability

of an end-system (user terminal or host computer) of one manu-

facturer/design to connect with any other end-system conforming

to the reference model.

The OSI reference model contains the seven layers which

are listed in Table 7-1. Layers 00, 0, and S1 do not correspond

to the OSI model. If the Group 4 facsimile equipment is to take

full advantage of the flexibility and universality of the future

data networks it is clearly desirable to conform to the OSI

reference model as much as possible.

The CCITT is in the process of developing a series of stan-

dards to permit the exchange of correspondence between comanunicat-

ing office typewriters. This new service, where the basic ele-

ment of correspondence is the page, is called TELETEX. The

7-4



TELETEX standards are being developed to be as consistent as

possible with levels 4, S and 6 of the OSI model. It is recog-

nized that there is a great deal of similarity between textual

systems like TELETEX and facsimile systems. For this reason

there is a very active program to insure the TELETEX standards

are written such that facsimile systems are included. One ad-

vantage of this dual-purpose structure is that the integration

of facsimile graphics and work processing systems will be facili-

tated in the future.

The TELETEX standards have been recently consolidated into

a set of five temporary documents listed below:

f.x Teletex Service

s.c Terminal Equipment

s.d Control Procedures

s.f Character Repertoire and Coded

Character Sets

s.h Network Independent; Basic

Transport Service

The correspondence between these various documents and the

OSI reference model is shown in Table 7-1. The two most impor-

tant documents from a facsimile standards perspective are s.h

and s.d. These documents are included in Appendices B and C

respectively for reference purposes.

In summary, the trends for standardizing the communications

protocol for Group 4 are becoming clearly established. X.25 will

be the standard for levels 1, 2, and 3 of the OSI reference model.

7-5
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A version of the TELETEX standard will probably be adopted for

levels 4, 5, and 6.
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8.0 SUMMARY AND CONCLUSIONS

It is concluded that there is no need to standardize the

pre-processing, post processing, and storage functions of

the Group 4 facsimile equipment. On the other hand it is

concluded that the following parameters of the Group 4 apparatus

must be standardized to achieve interoperability.

o Resolution

o Compression technique

o Data rates

o Communications protocol

Each of these parameters has been separately discussed in

Sections 4.0, 5.0, 6.0, and 7.0 respectively. The results of

these investigations are summarized in Table 8-1. For each of

the four parameters those potential standards which are most

likely to be selected are highlighted along with those which are

secondary but receiving serious consideration.

8-1



TABLE 8-1

SUMMARY OF POTENTIAL GROUP 4 STANDARDS

POTENTIAL STANDARDS

PARAMETER
STRONG CANDIDATE OTHER

GROUP 3
300 lines/inch

RESOLUTION HORIZONTAL- 200 ipi 400

VERTICAL - 100, 200 Other

EXTENSION OF THE o Skip alternate lines/

COMPRESSION MODIFIED READ CODE Interpolate at Rcvr.

TECHNIQUE 0 K o Lymbol Recognition
o MSLT = 0 ms.

o Eliminate EOL Codes

56.0, 64.0

DATA RATES 2.4, 4.8, 9.6, 48.0 112, 224, 448

KBPS 1,544.0

OSI

LAYER #

1 X.21, RS 449, RS 232

2 HDLC/LAPB

COMMUNICATIONS 3 X.25
PROTOCOL ,_

4 TELETEX S.h/S.70

5, 5h TELETEX S.d/S.62

6 TELETEX S.f/S.61
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9.0 RECOMMENDATIONS FOR FURTHER STUDY

Based upon the results of this study it is concluded that

the Group 4 standardization process would be facilitated by ad-

ditional studies in the three particular areas described below:

-RESOLUTION -- It is likely that the Group 4 standard will

include a resolution higher than the 200 lpi Group 3 resolution.

Unfortunately there is little hard data .regarding the legibility/

quality of digital facsimile systems at varying resolutions.

It is recommended that such a study be undertaken covering the

resolutions range from 200 to 400 lines/inch or higher. Delta

Information Systems is now performing a contract (DCAI00-80-C-

0042) for the National Communications System to generate this

data. The final report is scheduled to be issued March 31, 1981.

-COMPRESSION BY SYMBOL RECOGNITION -- It is likely that

the basic compression algorithm for Group 4 will be an extensio

of the Modified READ code. However, as pointed out in Section

5.0, the feature/symbol recognition technique is very attractive

for operation over data networks and for future integration with

word processing systems. Unfortunately there has been relatively

little general analysis of this compression technique. It is

recommended that a very preliminary study be undertaken to in-

vestigate one of the fundamental issues in symbol recognition

system--i.e., how to segment the image into graphic and symbol

parts and how to form the structure of the transmitted signal.

Such a study would not answer all questions related to recogni-

tion coding techniques, but it is an important first step.

I



-THROUGHPUT ANALYSIS -- Packet switched networks have been

designed primarily to accommodate short bursty messages between

user data terminals and remote host computers. The network has

been designed to be very responsive to such short messages in

spite of the fact that the storage in the network node is some-

what restricted. Since the length of a facsimile message is

extremely large relative to the typical data message, there is

some concern about the potential throughput of Group 4 messages

through today's data networks. Another source of concern about

throughput stems from the potential use of the multi-level communi-

cations protocol. Since each protocol layer adds its own header

to a message there is a concern about the potential buildup of

the communication overhead. It is recommended that these con-

cerns be addressed in an analysis of the potential throughput of

Group 4 facsimile.

t
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Draft evised Recommenation X.:'5 X353 7-80-25
INTERFACE BETWEEN DATA TERMINAL EQUIPMENT (DTE) AND DATA
CIRCUIT-TERMINATING EQUIPMENT (DCE) FOR TERMINALS OPERATING

IN THE PACKET MODE Oi PUBLIC DATA NETWORKS

The establishment in various countries of public data networks providing
packet-switching data transmission services creates a need to produce standards
to facilitate international interworking.

The CCITT,

considerir.-j

a) that Recommendation X.1 includes specific user classes of service
for data terminal equipments operating in the packet mode, Recommendation X.2
defines user facilities, Recommendations X.21 and X.21 bis define DTE/DCE
physical level interface characteristics, Recommendation X.92 defines the
logical control links for packet-switching data transmission services and
Recommendation X.96 defines call progress signals;

b) that data terminal equipments operating in the packet mode will send
and receive networK contrc" information in the form of packets;

c) that certain data terminal equipments operating in the packet mode
will use a packet interleaved synchronous data circuit;

d) the desirability of being able to use a single data circuit to a
DSE for all user facilities;

e) that Recommendation X.2 designates virtual call and permanent virtual
circuit services as essential (L) services to be provided by all networks and
designates datagram service as an additional (A) service which may be provided
by some networks;

f) the need for defining an international reconmmendation for the exchange
between DTE and DCE of control information for the use of packet-switching data
transmission services;

g) that the necessary elements for an interface recommendation should be
defined independently as:

PhyjioaZ Level - The mechanical, electrical, functional and procedural
characteristics to activate, maintain and deactivate
the physical link between the DTE and the DCE.

Link LeveZ - The link access procedure for data interchange across
the link between the DTE and the DCE.

-"Not!
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Packct Lev'c? - The packet format and control procedures for the exchanve
of packets containing control information and user data
between the DTE and the DCE.

(unanmouZ!O) dcc.~ares the view

that for data terminal equipments operating in the packet mode:

1. The mechanical, electrical, functional and procedural characteristics
to activate, maintain, and deactivate the physical link between the DTE and the
DCE should be as specified in 1 belowDTE/DCE interface characteristics.

2. The link access procedure for data interchange across the link between
the OTE and the DCE should be as specified in 2 belowLink access procedure
across the DTE/DCE interface.

3. The packet level procedures for the exchange of control information
and user data at the DTE/DCE interface should be as specified in 3 below,
Description of the packet leveZ DTE/DCE interface.

4. The procedures for virtual call and permanent virtual circuit
services should be as specified in 4 below, Procedures for virtual cjcu-it
aervices.

5. The procedures for datagram service should be as specified in 5. below
Procedures for datagrm' 6ervice.

6. The format for packets exchanged between the DTE and the DCE should
be as specified in 6 belowPacket formats.

7. Procedures and formats for optional user facilities should be as
specified in 7 below.Procedures and formats for optional user facilities.

]!i
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1. DTE/DCE INTERFACE CHARACTERISTICS (PHYSICAL LEVEL)

The DTE/DCE physical interface characteristics defined as the
Physical Level element shall he in accordance with Recommendation
X.21. For an interim period, some Administrations or RPOAs may
offer a DTE/DCE interface at this level in accordance with Recom-
mendation X.21 bis. The exact use of the relevant sections is
detailed below.

1.1 The Interface Characteristics for a DTE Connected to a
Packet Switched Data Transmission Service by a Dedicated
Circuit

1.1.1 X.21

1.1.1.1 The DTE/DCE physical interface elements shall be accord-
ing to section 2 of Recommendation X.21.

1.1.1.2 The operation of test loops shall be according to sec-
tion 7 of Recommendation X.21.

1.1.1.3 The procedures for entering operational phases shall be
as follows:

a) When the DTE signals c - ON, signals on circuit T shall
be according to the higher level procedures described
in the following sections of this Recommendation.

b) When the DCE signals I a ON, signals on circuit R shall
be according to the higher level procedures described
in the following sections of this Recommendation.

c) The DTE/DCE interface should normally remain in the
operational condition with both c - ON and I = ON to
enable proper operation of the higher level procedures
described in the following sections of this Recommenda-
tion.

d) If a situation necessitates the DTE to signal DTE ready
or DTE uncontrolled not ready, or the DCE t- signal DCE
ready or DCE not ready, the interface should return to
the operational condition with both c a ON and I - ON
when the situation is appropriate to enable normal
operation of higher level procedures described in the
following sections of this Recommendation.

1.1.2 X.21 bis

1.1.2.1 The DTE/DCE physical interface elements shall be accord-
ing to section 1 of Recommendation X.21 bis.

• - - - -- e m -lmm mm,
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1.1.2.2 Fa!lure detection and fault Isolation shall be according
to section 3 of Recommendetion X.21 bis.

1.1.2.3 When circuits 105, 10f;, 107, 10 and 109 are in the ON
condition, signals on circuits 103 and 104 shall be according to
the higher level procedures described in the following sections
of this Recommendation.

1.2 The Interface Characteristics and Procedures for a DTE Con-
nected to a Packet Switched Data Transmission Service
through a Circuit Switched Data Transnission Service

Note: The full interworking regarding the user facilities and
architectural aspects of the following interface charac-
terilatics and procedures are a subject of further study.

1.2.1 X.21

1.2.1.1 The DTE/DCE physical interface elements shall be accord-
ing to section 2 of Recommendation X.21. The procedures for cir-
cuit switched access shall be according to sections 3, 4, 5.1 and
6 of Recommendation X.21.

1.2.1.2 The operation of test loops shall be according to sec-
tion 7 of Recommendation X.21.

1.2.1.3 When c - ON and I a ON (X.21 state 12 or 13), signals on
circuits T and R shall be according to the higher level pro-
cedures described in the following sections of this Recommenda-
tion.

1,2.2 X.21 bis

1.2.2.1 The D'rE/DCE physical interface elements and call estab-
lishment procedures shall be according to section 2 of Recommen-
dation X.21 bis.

1.2.2.2 Failure detection and fault isolation shall be according
to section 3 of Recommendation X.21 bis.

1.2.2,3 When circuits 105, 106, 107, 108 and 109 are in the ON
condition, signals on circuits 103 and 104 shall be according to
the higher level procedures described in the following sections
of this Recommendation.



2. LINK ACCESS PROCEDURE ACROSS THE DTE/DCE INTERFACE

2.1 Scope and Field of Application

2.1.1 The link access procedures (LAP and LtPB a-e described as
the Link Level elements and are used for data interchange between
a DCE and a DTE operating in user classes of service 8 to 11 as
indicated in Recommendation X.1.

2.1.2 The procedures use the principle and terminology of the
High Level Data Link Control (HDLC) procedure specified by the
International Organization for Standardization (ISO).

2.1.3 The transmission facility is duplex.

2.1.4 DCE compatibility of operation with the ISO balanced class
of procedure (Class BA, options 2,S) is achieved using the provi-
sions found under the headings annotated as "applicable to LAPB*
in this Recommendation.

DTE manufacturers and implementors must be aware that the pro-
cedure hereunder described as LAPB will be the only one available
in all networks.

Likewise, a DTE may continue to use the provisions found under
the heading annotated as wapplicable to LAP" in this Recommenda-
tion (in those networks supporting such a procedure), but for new
DTE implementations, LAPS should be preferred.

Note: Other possible zipplications for further study are, for

example:

- two-way alternate, asynchronous response mode

- two-way simultaneous, normal response mode

- two-way alternate, normal response mode

2.2 Frame Structure

2.2.1 All transmissions are in frames conforming to one of the
formats of Table 2.1/X.25. The flag preceding the address field
is defined as the opening flag.

".



-A9 8-

TABLE 2.1/X.25 - Frame formats

Bit
order
of
trans-
mission ]2345rIP 1234507P 123d5'7R 1A to 1 123AS7P

Flai Address Control PCS Flaq

F A C FCS F

1111110 P-bits 8-bits 16-bits 01111110

FCS-frame checking sequence

Bit
order
of
trans-
mission 12345678 1234567P 12345978 16 to 1 12345978

Flag Address Control Information FCS Flag

F A C I FCS F

01111110 8-bits 8-bits N-bits 16-bits 01111110

FCS-frame checking sequence

2.2.2 Flag Sequence

All frames shall start and end with the flag sequence consisting
of one 0 followed by six contiguous Is and one 0. A single flag
may be used as both the closing flag for one frame and the open-
ing flag for the next frame.

2.2.3 Address Field

The address field shall consist of one octet. The coding of the
address field is described in 2.4.2 below.

94.
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2.2.4 Control Field

The control field shall consist of one octet. The content of
this field is described in 2.3.2 below.

Note: The use of the extended control field is a subject for
further study.

2.2.5 Information Field

The information field of a frame is unrestricted with respect to
code or grouping of bits except for the packet formats specified
in 3 below.

See 2.3.4.10 and 2.4.11.3 below with regard to the maximum infor-
mation field length.

2.2.6 Transparency

The DTE or DCE, when transmitting, shall examine the frame con-
tent between the two flag sequences including the address, con-
trol, information and FCS sequences and shall insert a 0 bit
after all sequences of 5 contiguous I bits (including the last 5
bits of the FCS) to ensure that a flag sequence is not simulated.
The DTE or DCE, when receiving, shall examine the frame content
and shall discard any 0 bit which directly follows 5 contiguous 1
bits.

2.2.7 Frame Checking Sequence (FCS)

Tho FCS shall be a 16-bit sequence. It shall be the ones comple-
ment of the sum (modulo 2) of:

1. The remainder of xk(xlS + xl4 4. x13 + ... + x2 + x + 1)
divided (modulo 2) by the generator polynomial
xl6 + x 2 + x5 + 1, where k is the number of bits in
the frame existing between, but not including, the
final bit of the opening flag and the first bit of the
FCS, excluding bits inserted for transparen-,., and

2. the remainder after multiplication by x10 and then
division (modulo 2) by the generator polynomial
xlA + x1 2 + x5 + 1, of the content of the frame, exist-
ing between but not including, the final bit of the
opening flag and the first bit of the FCS, excluding
bits inserted for transparency.

As a typical implementation, at the transmitter, the initial
remainder of the division is preset to all ones and is then modi-
fied by division by the generator polynomial (as described above)
on the address, control and information fields; the ones comple-
,ment of the resulting remainder is transmitted as the 10 bit FCS
sequence.

t
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At the receiver, the initial remainder is preset to all ones, and
the serial Incoming protected bits and the FCS when divided by
the generator polynomial will result in a renainder of
onvllllol100if ]l ( x15 through xO, respectively) in the absence
of transmission errors.

2.2.P Order of Sit Transmission

Addresses, commands, responses and sequence numbers shall be
transmitted with the low order bit first (for example the first
bit of the sequence number that is transmitted shall have the
weight 20).

The order of transmitting bits within the information field is
not specified under 2 of this Recommendation. The FCS shall be
transmitted to the line commencing with the coefficient of the
highest term.

Note: The low order bit is defined as bit 1, as depicted in

Tables 2.1/X.25 to 2.4/X.25.

2.2.9 Invalid Frames

A frame not properly bounded by two flags, or having fewer than
32 bits between flags, is an invalid frame.

2.2.10 Frame Abortion

Aborting a frame is performed by transmitting at least seven con-
tiguous is (with no inserted Os).

2.2.11 Interframe Time Fill
nR

Interframe time fill is accomplished by transmitting contiguous
flags between frames.

2.2.12 Link Channel States

2.2.12.1 Active Channel State

A channel is in an active condition when the DTE or DCE is
actively transmitting a frame, an abortion sequence or interframe
time fill.

2.2.12.2 Idle Channel State

A channel is defined to be in an idle condition when a cori.igjous
is state is detected that persists for at least 15 bit times.

Mote It The action to be taken upon detection of the idle chan-
nel state is a subject for further study.
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Note 2: A link channel as defined here is the means of transmis-
sion for one direction.

2.3 Elements of Procedure

2.3.1 The elements of procedure are defined in terms of actions
thtat occur on receipt of commands at a DTE or DCE.

The elements of procedure specified below contain a selection of
commands and responses relevant to the link and system configura-
tion described in 2.1 above.

A procedure is derived from these elements of procedure and is
described in 2.4 below. Together 2.2 and 2.3 form the general
requirements for the proper management of the access link.

2.3.2 Control Field Formats and State Variables

2.3.2.1 Control Field Formats

The control field contains a command or a response, and sequence
numbers where applicable.

Three types of control field formats (see Table 2.2/X.2S) are
used to perform numbered information transfer (U frames), num-
bered supervisory functions (S frames) and unnumbered control
functions (U frames).

TABLE 2.2/X.25 - Control field formats

Control field bits 1 2 3 4 5 6 7 a

I frame 0 N(S) P/F N(R)

S frame 1 0 S S P/F N(R)

U frame 1 M M P/F M M M

N(S) a transmitter send sequence number (bit 2 n low order bit)
N(R) = transmitter receive sequence number (bit 0; - low order bit)
S - supervisory function bit
M - modifier function bit
P/F a poll bit when issued as a command, final bit when

issued as a response (1 w Poll/Final)

t-
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Information transfer format - I

The I format is used to perform an information transfer. The
functions of N(S), N(R) and P/F are independent; i.e., each I
frame has an N(S), an N(R) which may or may not acknowledge addi-
tional frames received by the DTE or DCE, and i P/F bit.

Supervisory format - S

The S format is used to perform link supervisory control func-
tions such as acknowledge I frames, request retransmission of I
frames, and to request a temporary suspension of transmission of
I frames.

Unnumbered format - U

The U format is used to provide additional link control func-
tions. This format contains no sequence numbers. The encoding
of the unnumbered commands is as defined in Table 2.3/X.25.

2.3.2.2 Control Field Parameters

Tht various parameters associated with the control field formats
are described below.

2.3.2.3 Modulus

Each I frame is sequentially numbered and may have the value 0
through modulus minus one (where *modulus' is the modulus of the
sequence numbers). The modulus equals 8 and the sequence numbers
cycle through the entire range.

2.3.2.4 Frame Variables and Sequence Numbers

2.3.2.4.1 Send State Variable V(S)

The send state variable denotes the sequence number of the next
in-sequence I frame to be transmitted. The send state variable
can take on the value 0 through modulus minus one. The value of
the send state variable is incremented by one with each succes-
sive I frame transmission, but at the DCE cannot exceed N(R) of
the last received I or S frame by more than the maximum number of
outstanding I frames (k). The value of k is defined in 2.4.11.4
below.

2.3.2.4.2 Send Sequence Number N(S)

Only I frames contain N(S), the send sequence number of transmit-
ted frames. Prior to transmission of an in-sequence I frame, the
value of N(S) is updated to equal the value of the send state
variable.
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2..2.4.3 Recezve State Variable V(R)

The receive state variable denotes the sequence number of the
next in-sequence r frane to be received. This receive state
variable can take on the values 0 through modulus minus one. The
value of the receive state variable is incremented by the receipt
of an error free, in-sequence I frame whose send sequence number
N(S) equals the receive state variable,

2.3.2.4.4 Receive Sequence Number N(R)

All I frames and S frames contain N(R), the expected sequence
number of the next received I frame. Prior to transmission of a
frame of the above types, the value of N(R) is updated to equal
the current value of the receive state variable. N(R) indicates
that the DTE or DCE transmitting the N(R) has correctly received
all I frames numbered up to and including N(R) - 1.

2.3.3 Punctions of the Poll/Final Bit

The poll/final (P/F) bit serves a function in both command frames
and response frames. In command frames the P/F bit is referred
to as the P bit. In response frames it is referred to as the F
bit.

The use of the P/F bit is described in 2.4.3 below.

2.3.4 Commands and Resp6nses

The followinq commands and responses will be used by either the
DTE or DCE and are represented in Table 2.3/X.25.

7.

A,
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TABLE 2.3/X.25 - Commands and responses

1 2 3 4 5 A 7

rormet Commands Responses Encoding

Information T (information) N(S) P N(R)
transfer

Supervisory RR (receive ready) RR (receive ready) 1 n 0 0 P/F N(R)
RNR (receive RNR (receive

not ready) not ready) 1 0 1 0 P/F N(R)
REJ (reject) RE3 (reject) 1 ( 0 1 P/F N(R)

Unnumbered SARM (set DM (disconnected
asynchronous mode)
response mode) 11 1 1 P/F 0 0

SARM (set
asynchronous
balanced mode) 

1 1 1 1 P 1 0

DISC (disconnect) 1 1 0 0 P 0 1 V

UA (unnumbered

acknowledge-

ment) 0 0 F

CMDR (command
reject) 11 1 0 10 0 11

FRMR (frame reject)

Note I: The need for, and use of, additional commands and
responses are for further study.

Note 21 DTEs do not have to implement both SARM and SASM; furth-
ermore DI and SASM need not be used if SARM only is
used.

Note 31 RR, RNR and REJ supervisory command frames are not used
by the XCE when SAR14 is used (LAP).
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The commands and responses are as follows:

2.3.4.1 Information (1) Command

The function of the information (I) command is to transfer across
a data link sequentially numbered frames containing an informa-
tion field.

2.3.4.2 Receive Ready (RR) Command and Response

The receive ready (RR) supervisory frame is used by the DTE or
DCE to:

1) Indicate it is ready to receive an I frame;

2) acknowledge previously received I frames numbered up to
and including N(R) - 1.

RR may be used to clear a busy condition that was initiated by
the transmission of RNR. The RR command with the P bit set to 1
may be used by the DTE or DCE to ask for the status of the DCE,
or DTE, respectively.

2.3.4.3 Reject (REJ) Command and Response

The reject (REJ) supervisory frame is used by the DTE or DCE to
request retransmission of I frames starting with the frame num-
bered N(R). I frames numbered N(R) - 1 and helow are ack-
nowledged. Additional T frames pending initial transmission may
be transmitted following the retransmitted I frame(s).

Only one REJ exception condition for a given direction of infor-
mation transfer may be established at any time. The REJ excep-
tion condition is cleared (reset) upon the receipt of an I frame
with an N(S) equal to the N(R) of the REJ. The REJ command with
the P bit set to 1 may be used by the DTE or DCE to ask for the
status of the DCE or DTE, respectively.

2.3.4.4 Receive Not Ready (RNR) Command and Response

The receive not ready (RNR) supervisory frame is used by the DTE
or DCE to indicate a busy condition; i.e., temporary inability to I
accept additional incoming I frames. I frames numbered up to and

including N(R) - I are acknowledged. I frame N(R) and subsequent
I frames received, if any, are not acknowledged; the acceptance
status of these I frames will be indicated in subsequent
exchanges.

An indication that the busy condition has cleared is communicated
by the transmission of a UA, RR, REJ or SASM. The RNR command
with the P bit set to 1 may be used by the DTIE or DCE to ask for
the status of the DCE or DT£, respectively.



2.3.4.5 Set Asynchronous Response Mode (SARM) Commane

The SARM unnumbered command is used to place the addressed DTE or
DCE in the asynchronous response mode (ARM) information transfer
phase.

No information field is permitted with the SARM command. A VTE
or !"E confirms acceptance of SARM by the transmission at the
first opportunity of a UA response. Upon acceptance of this com-
mend the DTE or DCE receive state variable V(R) is set to 0.

Previously transmitted r frames that are unacknowledged when this
command is actioned remain unacknowledged.

2.3.4.6 Set Asynchronous Balanced Mode (SARM) Command

The SABM unnumbered command is used to place the addressed DTE or
DCE in the asynchronous balanced mode (ABM) information transfer
phase.

No information field is permitted with the SABS command. A DTE
or DCE confirms acceptance of SABM by the transmission at the
first opportunity of a UA response. Upon acceptance of this com-
mand the DTE or DCE send state variable V(S) and receive state
variable V(R) are set to n.

Previously transmitted I frames that are unacknowledged when this

command is actioned remain unacknowledged.

2.3.4.7 Disconnect (DISC) Command

The DISC unnumbered command is used to terminate the mode previ-
ously set. It is used to inform the DTE or DCE receiving the
DISC that the DTE or DCE sending the DISC is suspending opera-
tion. No information field is permitted with the DISC command.
Prior to actioning the command, the DTE or DCE receiving the DISC
confirms the acceptance of DISC by the transmission of a UA
response. The DTE or bCE sending the DISC enters the discon-
nected phase when it receives the acknowledging UA response.

Previously transmitted I frames that are unacknowledged when this
command is actioned remain unacknowledged.

2.3.4.8 Unnumbered Acknowledge (UA) Response

The UA unnumbered response is used by the DTE or DCE to ack-
nowledge the receipt and acceptance of the U format commands.
Received U format commands are not actioned until the UA response
is transmitted. The UA response is transmitted as directed by
the received U format command. No information field is permitted
with the UA response.

L.



2.3.4.9 Disconnected Mode (DM) Resp je

The DM response is used to report a status where the DTE or DCE
is logically disconnected from the link, and is in the discon-
nected phase. The DM response is sent in this phase to request a
set mode command, or, if sent in response to the reception of a
set mode command, to inform the DT£ or OCE that the DCE or DTE,
respectively, is still in disconnected phase and cannot action
the set mode command. No information field is permitted with the
DM response.

A DTE or DCE in a disconnected phase will monitor received com-
mands, and will react to SABM as outlined in 2.4.5 below and will
respond DM to any other command received with the P bit set to 1.

2.3.4.10 Command Reject (CMDR) Response
Frame Reject (FRMn) Resonse

The CMDR (FRMR) response is used by the DTE or DC£ to report an
error condition not recoverable by retransmission of the identi-
cal frame; i.e., one of the following conditions, which results
from the receipt of a frame without FCS error:

1. the receipt of a command or response that is invalid or
not implemented;

2. the receipt of an I frame with an information field
which exceeds the maximum established length;

3. the receipt of an invalid N(R). (In the case of L',P,
see 2.4.8.1)

4. the receipt of a frame with an information field which
is not permitted or the receipt of an S or U frame with
incorrect length.

An invalid N(R) is defined as one which points to an r frame
which has previously been transmitted and acknowledged or to an I
frame which has not been transmitted and is not the next sequen-
tial I frame pending transmission.

An information field which immediately follows the control field,
and consists of 3 octets, is returned with this response and pro-
vides the reason for the CMDR (FRMR) response. This format is
given In Table 2.4/X.25.

-t
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TABLE 2.4/X.25 - CMDR (FRMR) information field format

Information field bits

1 2 3 4 5 6 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

Rejected frame 0
control field 0 V(S) VCR) W X Y Z 0 0 0 0

a,

- Rejected frame control field is the control field of the
received frame which caused the command (frame) reject.

V(S) is the current send state variable value at the DTE or
DCE reporting the rejection condition (bit 10 - low order
bit).

- V(R) is the current receive state variable value at the DTE
or DCE reporting the rejection condition (bit 14 a low order
bit).

- W set to 1 indicates that the control field received and
returned in bits I through 8 was invalid or not implemented.

- X met to 1 indicates that the control field received and
returned in bits 1 through 8 was considered invalid because
the frame contained an information field which is not per-
mitted or is an S or U frame with incorrect length. Bit W
must be set to I In conjunction with this bit.

- Y set to I indicates that the information field received
exceeded the maximum established capacity of the DTE or DCE
reporting the rejection condition.

- Z set to I indicates that the control field received and
returned in bits I through 8 contained an invalid N(R).

Note: Sits 9, 13, 21 to 24 shall be set to 0 for CMDR. For
FRMR, bits 9# 21 to 24 shall be set to 0. Bit 13 shall be
set to 1 if the frame rejected was a response, and set to
0 if the frame rejected was a command.

-n
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2.3.5 Exception Condition Reporting and Recovery

The error recovery procedures which are-available to effect
recovery followinq the detection/occurrence of an exception con-
dition at the link level are described below. Exception condi-
tions described are those situations which may occur as the
result of transmission errors, DTE or DCE malfunction or opera-
tional situations.

2.3.5.1 Busy Condition

The husy condition results when a DTE or DCE is temporarily
unable to continue to receive I frames due to internal con-
straints, e.g., receive buffering limitations. In this case an
RNR frame is transmitted from the busy DCE or DTE. I frames
pending transmission may be transmitted from the busy DTE or DCE
prior to or following the RNR. Clearing of the busy condition is
indicated as described in 2.3.4.4 above.

2.3.5.2 N(S) Sequence Error

The information field of all I frames whose N(S) does not equal
the receive state variable V(R) will be discarded.

An N(S) sequence exception condition occurs in the receiver when
an I frame received error-free (no FCS error) contains an N(S)
which is not equal to the receive state variable at the receiver.
The receiver does not acknowledge (increment its receive state
variable) the I frame causing the sequence error, or any I frame
which may follow, until an I frame with the correct N(S) is
received.

A DTE or DCE which receives one or more I frames having sequence
errors but otherwise error-free shall accept the control informa-
tion contained in the N(R) field and the P bit to perform link
control functions; e.g., to receive acknowledgement of previously
transmitted I frames and to cause the DTE or DCE to respond (P
bit set to 1). Therefore, the retransmitted I frame may contain
an M(R) field and P bit that are updated from, and therefore dif-
ferent from, the ones contained in the oriqinally ti,. ax!tted I
frame.

2.3.5.3 REJ Recovery

The REJ is used to initiate an exception recovery (retransmis-

sion) following the detection of a sequence error.

Only one "sent REJ exception condition from a DTE or OCE is
established at a time. A sent REJ exception condition is cleared
when the requested I frame is received.

A DTE or DCE receiving REJ initiates sequential (re-)transmission
of I frames starting with the I frame indicated by the N(R)
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obtained in the REJ frame.

2.3.5.4 Time-out Recovery

If a DTE or DCE, due to a transmission error, does not receive
(or receives and discards) a single I frame or the last I frame
In a sequence of I frames, It will not detect an out-of-sequence
exception condition and therefore will not transmit REJ. The DTE
or DCE which transmitted the unacknowledged I frame(s) shall,
following the completion of a system specified time-out period
(see 2.4.11.1 below), take appropriate recovery action to deter-
mine at which I frame retransmission must begin.

2.3.5.5 FCS Error and Invalid Frame

Any frame received with an FCS error or which is invalid (see
2.2.9 above) will be discarded and no action Is taken as the
result of that frame.

2.3.5.6 Rejection Condition

A rejection condition is established upon the receipt of an error
free frame which contains an invalid command/response in the con-
trol field, an invalid frame format, an invalid N(R) (however see
2.4.8.1 below for LAP application) or an information field which
exceeds the maximum Information field length which can be accom-
modated.

At the DTE or DCE, this exception is reported by a CMDR (FRMR)
response for appropriate DCE or DTE action, respectively. Once a
DCE has established a CMDR (FRMR) exception, no additional I
frames are accepted, until the condition is reset by the DTE,
except for examination of the P bit (LAPB) or examination of the
P bit and N(R) (LAP). The CMDR (FRMR) response may be repeated
at each opportunity until recovery is effected by the DYE, or
until the DCE initiates its own recovery.

2.4 Description of the Procedure

2.4.1 Procedure to Set the Mode Variable B (Applicable if Both
LAP and LAPB are Implemented)

The DCE will maintain an internal mode variable B, which it will
set as follows:

- to 1, upon acceptance of an SABM command from the DTE

- to 0, upon acceptance of an SARM command from the DTE.

Changes to the mode variable B by the DTE should occur only when
the link has been disconnected as described in 2.4.4.3 or 2.4.5.3
below.

.- .-- --- .. -
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Should a DCE malfunction occur, the internal mode variable B will
upon restoration of operation, but prior to link set-up hy the
DTE, be initially set to 1.

Whenever P is 1, the DCE will use the LAPS link set-up and
disconnection procedure and is said to be in the LAPB (balanced)
mode.

Whenever B Is 0, the DCE will use the LAP link set-up and discon-
nection procedure, and is said to be In the LAP mode.

The following are applicable to both LAP and LAPS modes: 2.4.2,
2.4.3g 2.4.6, 2.4.11.

The following are applicable only to the LAP mode: 2.4.4, 2.4.7,
2.4.0.

The following are applicable only to the LAPB mode: 2.4.5, 2.4.9,
2.4.10.

2.4.2 Procedure for Addressing (Applicable to Both LAP and LAPB)

Frames containing commands transferred from the DCE to the DTE
will contain the address A.

Frames containing responses transferred from the DIE to the DCE
shall contain the address A.

Frames containing commands transferred from the DTE to the DCE
shall contain the address B.

Frames containing responses transferred from the DCE to the DTE
will contain the address B.

A and B addresses are coded as follows:

Address 1 2 3 4 5 6 7 P

A 110 0 0 0 0 0

B 10000000

Note: The DCE will discard all frames receive with an address
other than A or B; the DTE should do the same.

2.4.3 Procedure for the Use of the P/F Bit (Applicable to Both
LAP and LAPB)

The DTE or DE receiving a SARM, SARM, DTSC, supervisory command
or an I frame with the P bit set to 1, will set the F bit to 1 in
the next response frame it transmits.

* _~ _
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The response frame returned by the DCE to a SARM, SABM or DTS07
cohmand with the P bit set to 1 will he a UA (or rDM) response
with the F bit set to 1. The response frame returned by the D-FE
to ar I frame with the P bit set to I will be an RR, REJ or RNR
or CMDR or FRMR response format with the F bit set to 1.

The response frame returned by the DrE to a supervisory comman,3

frame with the P bit set to 1 will he an RR, RNR or CMDR or FRMR
response with the F bit set to 1.

The P bit may be used by the DCE in conjunction with the timer
recovery condition (see 2.4.6.8 below).

Note Other use of the P bit by the DCE is a subject for further
stud y.

2.4.4 Procedure for Link Set-up and Disconnection (Applicable to

LAP)

2.4.4.1 Link Set-up

The DCE will indicate that it is able to set up the link by
transmitting contiguous flags (active channel state).

The DTE shall indicate a request for setting up the link by
transmitting a SARM command to the DCE.

Whenever receiving a SARM command, the DC£ will return a UA
response to the DTE and set its receive state variable V(R) to D.

Shoild the DCE wish to indicate a request for setting up the
link, or after transmission of a UA response to a first SARM com-
mand from the DE as a request for setting up the link, the bCE
will transmit a SARM command to the DT and start Timer Ti (see
2.4.11.1 below). The DTE will confirm the reception of the SARM
command by transmitting a UA response.

When receiving the UA response the DCE will set its send state
variable to n and stop its Timer Ti. If Timer T1 runs out before
the UA response is received by the DCE, the DC£ will retransmit a
SARM command and restart Timer T1.

After transmission of SARM N2 times by the DCE, appropriate
recovery action will be initiated.

The value of N2 is defined in 2.4.11.2 below.

2.4.4.2 Information Transfer Phase

After having both received a UA response to a SARM command
transmitted to the OTE and transmitted a UA response to a SARM
command received from the DTE, the DCE will accept and transmit I
and S frames according to the procedures described in 2.4.;
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bel ow.

When receiving a SARM command, the DC£ will conform to the reset-
ting procedure described in 2.4.7 below. The DTE may also
receive a SARM command according to this resetting procedure.

2.4.4.3 Link Disconnection

During the information transfer phase the DTE shall indicate a
request for disconnecting the link by transmitting a DISC command
to the DCE.

Whenever receiving a DISC command, the DCE will return a UA
response to the DTE.

During an information transfer phase, should the DCE wish to
indicate a request for disconnecting the link, or when receiving
from the DTE a first DISC command as a request for disconnecting
the link, the DCE will transmit a DISC command to the DTE and
start Timer T1 (2.4.11.1 below). The DTE will confirm reception
of the DISC command by returning a UA response. After transmit-
ting a SARM command, the DCE will not transmit a DISC command
until a UA response is received for this SARM command or until
Timer TI runs out.

When receiving a UA response to the DISC command, the DCE will
stop its Timer T1. If Timer Ti runs out before a UA response is
received by the DCL, the DCE will transmit a DISC command and
restart Timer T1. After transmission of DISC N2 times by the
DCE, appropriate recovery action will be initiated. The value of
N2 is defined in 2.4.11.2 below.

2.4.5 Procedures for Link Set-up and Disconnection (Applicable

to LAPB).

2.4.5.1 Link Set-up

The DCE will indicate that it is able to set up the link by
transmitting contiguous flags (active channel state).

Whenever receiving an SABM command, the DCE will return a UA
response to the DTE and set both its send and receive state vari-
ables V(S) and V(R) to nl.

Should the DCE wish to set-up the link, it will send the SASM
comwand and start Timer TI (see 2.4.11.1 below). Upon reception
of the UA response from the DTE the DCE resets both its send and
receive state variables V(S) and V(R) to 0 and stops its Timer
Ti.

Should Ti expire before reception of the UA response from the
DTE, the DCE will retransmit the SABM command and restart Timer
TI. After transmission of the SABM command N2 times by the DCE,
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appropriate recovery action will be initiated. The value of N2
is defined in 2.4.11.2 below.

2.4.5.2 Information Transfer Phase

After having transmitted the UA response to an SABM command or
having received the UA response to a transmitted SAB m commend,
the D"E will accept and transmit .1 and S frames according to the
procedures described in 2.4.6 below.

When receiving an SARM command while In the information transfer
phase, the DCE will conform to the resetting procedure described
in 2.4.9 below.

2.4.5.3 Link Disconnection

During the information transfer phase, the DTE shall indicate
disconnecting of the link by transmitting a DISC commanl to the
DCE.

When receiving a DISC command, the DCE will return a UA response
to the DTE and enter the disconnected phase.

Should the DCE wish to disconnect the link, it will send the DISC
command and start Timer TI (see 2.4.11.1 below). Upon reception
of the UA response from the DTE, the OCE will stop its Timer TI.

Should Timer T1 expire before reception of the UA response from
the DTE, the OCE will retransmit the DISC command and restart
Timer Ti. After transmission of the DISC command N2 times by the
DCE, appropriate recovery action will be initiated. The value of
N2 is defined in 2.4.11.2 below.

2.4.5.4 Disconnected Phase

2.4.5.4.] After having received a DISC command from the DTE and
returned a UA response to the DTE, or having received the UA
response to a transmitted DISC command, the DCE will enter the
disconnected phase.

In the disconnected phase, the DCE may initiate link set-up. In
the disconnected phase, the DCE will react to the receipt of an
SABM command as described in 2.4.5.1 above and will transmit a DM
response in answer to a received DISC command.

When receiving any other command frame with the P bit set to 1,
the DCE will transmit a DM response with the F bit set to 1.

Other frames received in the disconnected phase will be ignored
by the DCE.



2.4.5.4.2 When the DCE enters the disconnected phase after
detecting error conditions as listed in 2.4.10 below, or excep-
tionally after recovery from an internal temporary malfunction it
may also indicate this by sending a DM response rather than a
DISC command. In these cases, the DCE will transmit DM and start
its Timer TI (see 2.4.11.1 below). If Timer Tl runs out before
the reception of an SABM or DISC command from the DTE, the DCE
will retransmit the DM response and restart Timer Tl.

After transmission of the DM response N2 times, the DCE will
remain in the disconnected phase and appropriate recovery actions
will be initiated. The value of N2 is defined in 2.4.11.2 below.

2.4.5.5 Collision of Unnumbered Commands

Collision situations shall be resolved in the following way.

2.4.5.5.1 If the sent and received U commands are the same, the
DTE and DCE shall send the UA response at the earliest possible
opportunity. The DCE shall enter the indicated phase after
receiving the UA response.

2.A.5.5.2 If the sent and received U commands are different, the
DTE and DCE shall enter the disconnected phase and issue a DM
response at the earliest possible opportunity.

2.4.5.6 Collision of DM Response with SABM or DISC Command

When a DM response is issued by the DCE as an unsolicited
response to request t .e DTE to issue a mode-setting command as
described in 2.4.5.4.2, a collision between a SABM or DISC com-
mand issued by the DTE and the unsolicited DM response issued by
the DCE may occur. In order to avoid misinterpretation of the DM
received, it is suggested that the OTE always will send its SABN
or DISC command with the P bit set to 1.

2.4.9 Procedures for Information Transfer (Applicable to Both

LAP and LAPS)

The procedures which apply to the transmission of r frames in
each direction during the information transfer phase are
described below.

In the following, Onumber one hiqherO is in reference to a con-
tinuously repeated sequence series, i.e., 7 is one higher than 6
and 0 is one higher than 7 for modulo eight series.

2.4.6.1 Sending I Frames

Wh-n the DCE has an I frame to transmit (i.e., an I frame not
already transmitted, or having to be retransmitted as described
in 2.4.06.5 below), it will transmit it with an N(S) equal to its
current send state variable V(S), and an N(R) equal to its

t



current receive state variable V(R). At the end of the transmis-
sion of the T frame, it will increment its send state variable
V(S) by one.

If the Timer Ti is not running at the instant of transmission of
an I frame, it will be started.

If the send state variable V(S) is equal to the last value of
N(R) received plus k (where k is the maximum number of outstand-
ino I frames - see 2.4.11.4 below) the DCE will not transmit any
new I frames, but may retransmit an I frame as describei in
2.4.6.5 or 2.4.0.e below.

Note: In order to ensure security of information transfer, the
DTE should not transmit any I frame if its send state
variable V(S) is equal to the last value of N(R) it has
received from the DCE plus 7.

When the DCE is in the busy condition it may still transmit I
frames, provided that the DTE is not busy itself. When the DCE
is in the command rejection condition (LAP), it may still
transmit I frames. When the DCE is in the frame rejection condi-
tion (LAPB), it will stop transmitting I frames.

2.4.6.2 Receiving an I Frame

2.4.6.2.1 When the DCE is not in a busy condition and receives
with the correct FCS an r frame whose send sequence number is
equal to the DCE receive state variable V(R), the DCE will accept
the information field of this frame, increment by one its receive
state variable V(R), and act as follows:

1) If an I frame Is available for transmission by the DCIE,
it may act as in 2.4.6.1 above and acknowledge the
received I frame by setting N(R) in the control field
of the next transmitted r frame to the value of the DCE
receive state variable V(R). The DCE may also ack-
nowledge the received I frame by transmitting an RR
with the N(R) equal to the value of the DCE receive
state variable V(R).

ii) If no I frame is available for transmission by the DCE,
it will transmit an RR with the N(R) equal to the value
of the DCE receive state variable V(R).

2.4.6.2.2 When the DCE is in a busy condition, it may ignore the
information field contained in any received I frame.

Note,: Zero length information fields shall not be passed to the
Packet Level and this situation should be indicated to the
Packet Level.

4.



2.4.6.3 Reception of Incorrect Frames

When the DCE receives a frame with an incorrect FCS or receives
an invalid frame (see 2.2.9), this frame will be discarded.

When the DCE receives an I frame whose FCS is correct, but whose
send sequence number is incorrect, i.e., not equal to the current
DCE receive state variable V(R), it will discard the information
field of the frame and transmit an REJ response with the N(R) set
to one higher than the N(S) of the last correctly received I
frame. The DCE will then discard the information field of all I
frames until the expected I frame is correctly received. When
receiving the expected I frame, the DCC will then acknowledge the
frame as described in 2.4.6.2 above. The DCE will use the N(R)
and P bit indications in the discarded I frames.

2.4.6.4 Receiving Acknowledgement

When correctly receiving an I or S frame (RR, RNR or RE3), even
in the busy or command rejection condition, the DCE will consider
the N(R) contained in this frame as an acknowledgement for all
the I frames it has transmitted with an N(S) up to and including
the received N(R) minus one. The DCIE will reset the Timer T1
when it correctly receives an I or S frame with the N(R) higher
than the last received N(R) (actually acknowledging some I
frames).

If the timer has been reset, and if there are outstanding I
frames still unacknowledged, it will restart the Timer T1. If
the timer then runs out, the DC£ will follow the retransmission
procedure (in 2.4.6.5 and 2.4.6.8 below) with respect to the
unacknowledged I frames.

2.4.6.5 Receiving Reject

When receiving an 14£J, and DCE will set its send state variable
V(S) to the N(R) received in the RE control field. It will
transmit the corresponding I frame as soon as it is available or
retransmit it. (Re)transmission will conform to the follcwing:

ii If the DCE is transmitting a supervisory or unnumbered
command or response when it receives the REJ, it will
complete that transmission before commencing transmis-
sion of the requested r frame.

ii) If the DCE is transmitting an I frame when the REJ is
received, it may abort the I frame and commence
transmission of the requested I frame immediately after
abortion.

iII) If the DCE is not transmitting any frame when the REJ
is received, it will commence transmission of the
requested I frame immediately.



In all cases, If other unacknowledgeA I frames had already been
transmitted following the one indicated in the REJ, then those I
frames will be retransmitte by the DCE following the retransmis-
sion of the requestee I frame.

If the REJ frame was received from the DTE as a commanl with the
P bit set to 1, the DrE will transmit an RR or RNR response with
the F bit set to 1 before transmitting or retransmitting the
corresponding I frame.

2.4.6.4 Receivino RNR

After receiving an ANR, the DCE may transmit or retransmit the I
frahie with the send sequence number equal to the N(R) indicated
in the RNR. If the Timer TI runs out after the reception of RNR,
the DCE will follow the procedure described in 2.4.9.8 below. In
any case the DCE will not transmit any other I frames before
receiving an RR or REJ.

2.4.6.7 DCE Busy Condition

When the DCE enters a busy condition, it will transmit an RNR
response at the earliest opportunity. While in the busy condi-
tion, the DCE will accept and process S frames and return an RNR
response with the F bit set to 1 if it receives an S or I command
frame with the P bit set to 1. To clear the busy condition, the
DCE will transmit either an REJ response or an RR response with
N(R) set to the current receive state variable V(R) depending on
whether or not it discarded information fields of correctly
received I frames.

Notes The DTE when encountering a DCE busy condition, may send
supervisory command frames with the P bit set to 1. In
the event that the DTE has not implemented supervisory
commands, it may follow the procedures of the DCE (see
2.4.S.0;) (applicable to LAPB).

2.4.6.8 Waiting Acknowledgement

The DCE maintains an internal retransmission count variable which
Is set to 0 when the DCE receives a UA or RNR, or when the DCE
correctly receives an I or S frame with the N(R) higher than the
last received N(R) (actually acknowledging some outstanding I
frames).

If the Timer T1 runs out, the DCE will (re-)enter the timer
recovery condition, add one to its retransmission count variable
and set an internal variable X to the current value of its send
state variabl e.

The DCE will restart Timer Tl, set its send state variable to the
last N(R) received from the DTE and retransmit the corresponding
I frame with the P bit set to I (LAP or LAPB) or transmit an
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appropriate supervisory command with the P bit set to 1 (LAPB
only).

The timer recovery condition is cleared when the DCE receives a
valid S frame from the DTE, with the F bit set to 1.

If, while in the timer recovery condition, the DCE correctly
receives a supervisory frame with the F bit set to 1 and with the
N(R) within the range from its current send state variable to X
Included, it will clear the timer recovery condition and set its
send state variable to the received N(R).

If, while in the timer recovery condition, the DCE correctly
receives a supervisory frame with the F bit set to 0 and with an
N(R) within the range from its current send state variable to X
included, it will not clear the timer recovery condition. The
received N(R) may be used to update the send state variable.
However, the DCE may decide to keep the last transmitted I frame
in store (even if it is acknowledged) In order to be able to
retransmit it with the P bit set to I when Timer T1 expires at a
later time.

If the retransmission count variable is equal to N2, the DCE ini-
tiates a resetting procedure for the direction of transmission
from the DCE as described in 2.4.7.3, 2.4.9.2 or 2.4.9.3 below.
N2 is a system parameter (see 2.4.11.2 below).

Note: Although the DCr will implement the internal variable X,
other mechanisms do exist that achieve the identical func-
tions. Therefore, the internal variable X is not neces-
sarily implemented in the 0?!.

2.4.7 Procedures for Resetting (Applicable to LAP)

2.4.7.1 The resetting procedure is used to reinitialize one
direction of information transmission, according to the procedure
described below. The resetting procedure only applies during the
information transfer phase.

2.4.7.2 The 0?! will indicate a resetting of the information
transmission from the DTE by transmitting an SARRM command to the
DCE. When receiving an SARM command, the DCE will return, at the
earliest opportunity, a UA response to the DT[ and set its
receive state variable VIR) to 0. This also indicates a clear-
ance of the DCE busy condition, if present.

2.4.7.3 The DC£ will indicate a resetting of the information
transmission from the DCE by transmitting an SARM command to the
DT0 and will start Timer T1 (see 2.4.11.1 below). The DTE will
confirm reception of the SARM command by returning a UA response
to the DC£. When receiving this UA response to the SARM command,
the DCE will set its send state variable to 0 and stop its Timer
T1. If Timer TI runs out before the UA response is received by
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the DCE, the DCE will retransmit an SARM command and restart
Timer Ti. After transmission of SARM N2 times, appropriate
recovery action will he initiated. The value of N2 is deFlinel in
2.4.11.2 below.

The DCE will not act on any received response frame which arrives
before the UN response to the SARm command. The value of N(R)
containe:! in any correctly received T commend frames arriving
before the UA response will also be ignored.

2.4.7.4 When receiving ("mDR response from the DTE, the DCE
will initiate a resetting of the information transmission fron
the DCE as described in 2.4.7.3 above.

2.4.7., If the DCE transmits a CMDR response, it enters the com-
mand rejection condition. This command rejection condition is
cleared when the DC£ receives an SARM or DISC command. Any other
compand received while in the command rejection condition will
cause the DCE to retransmit this CMDR response. The coding of
the CMDR response will be as described in 2.3.4.10 above.

2.4.8 Rejection Conditions (Applicable to LAP)

2.4.8.1 Rejection Conditions Causing a Resetting of the
Transmission of Information from the DCE

The DCE will initiate a resetting procedure as described in
2.4.7.3 above when receivinq a frame with the correct FCS, with
the address A (coded 1 1 0 0 0 0 0 0) and with one of the follow-
ing conditions:

- the frame type is unknown as one of the responses used;

- the information field is invalidi

- the N(R) contained in the control field is invalidi

- the response contains an P bit set to I except during a
timer recovery condition as described in 2.4.6.8 above.

The DCI will also initiate a resetting procedure as described in
2.4.7.3 above when receiving an I frame with correct IPCS, with
the address B (coded 1 0 0 0 0 0 0 0) and with an invalid N(R)
contained in the control field.

A valid N(R) must be within the range from the lowest send
sequence number N(S) of the still unacknowledqed frame(s) to the
current DCE send state variable Included# even If the DCE is in a
rejection condition, but not if the DCE is in the timer recovery
condition (see 2.4.6.8 above).

'S -
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2.4.P.2 Rejection Conditions Cpusina the DCE to Request a Reset-
tn of the Information from the DT£

The DC£ will entpr the command rejection condition as described
in 2.4.7.5 above when receiving a frame with the correct FCS#
witt the address B (coded 1 0 0 0 0 0 0 0) and with one of the
following conditions:

- the frame type is unknown as one of the commands used;

- the information field is invalid.

2.4.9 Procedures for Resetting (Applicable to LAPS)

2.4.9.1 The resetting procedures are used to initialize both
directions of information transmission according to the procedure
described below. The resetting procedures only apply during the
information transfer phase.

2.4.9.2 The DTE or DCI shall indicate a resetting by transmit-
ting an SASM command. After receiving an SABM command, the DCI
or DTE, respectively, will return, at the earliest opportunity, a
UA response to the DTE or DC£, respectively, and reset its send
and receive state variables V(S) and V(R) to 0. This also clears
a DCI and/or DTE busy condition, if present. Prior to initiating
this link resetting procedure, the DTE or DCI may initiate a
disconnect procedure as described in 2.4.5.3 above.

2.4.9.3 Under certain rejection conditions listed in 2.4.6.8
above and 2.4.10.2 below, the DCI may ask the DI to reset the
link by transmitting a DM response.

AfLer transmitting a DM response, the DCE will enter the discon-
ne-ted phase as described in 2.4.5.4.2 above.

2.4.9.4 Under certain rejection conditions listed in 2.4.10.1
below, the DCE may ask the DT£ to reset the link by transmitting
a rRMR response.

After transmitting a FRMR response, the DC£ will enter the frame
rejection condition. The frame rejection condition is cleared
when the DCE receives an SASM or DISC command or DM response.
Any other command received while in the frame rejection condition
will cause the DC£ to retransmit the FRMR response with the same
information field as originally transmitted.

The DC may start a Timer TI on transmission of the FRMR
response. If Timer T1 runs out before the reception of an SASM

or DISC command from the DT£, the DC may retransmit the FRMR
response and restart Timer T1. After transmission of the FRMR
response N2 times the DCE may reset the link as described in
2.4.9.2 above. The value of N2 is defined in 2.a.11.2 below.

- -*
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2.4.10 Rejection Conditions (Applicable to LAPR)

2.4.10.1 The DCE will initiate a resetting procedure as
described in 2.A.9.A above, when receiving, during the inform,-
tion transfer phase, a frame with the correct FCS, with the
address A or B, and with one of the following conditions:

- the frame is unknown as a command or as a response;

- the information field is invalid;

- the N(R) contained in the control field is invalid as
described in 2.4.8.1 above.

The coding of the information field of the FRMR response which is
transmitted is given in 2.3.A.10 above. Bit 13 of this informa-
tion field is set to 0 if the address of the rejected frame is S.
It is set to 1 if the address is A.

2.4.10.2 The DCE will initiate a resetting procedure as
described in 2.4.9.2 or 2.4.9.3 above when receiving during the
inlormation transfer phase a DM response or a FRMR response.

The DCE may initiate a resetting procedure as described in
2.4.9.2 or 2.4.9.3 above when receiving during the information
transfer phase a UA response or an unsolicited response with the
F bit set to 1.

2.4.11 List of System Parameters (Applicable to Both LAP and

LAPS)

The system parameters are as follows:

2.4.11.1 Timer TI

The period of the Timer TI will take into account whether the
timer is started at the beginning or the end of the frame in the
DC E.

The period of the Timer TI, at the end of which retransmission of
a frame may be initiated according to the procedures described in
2.4.4 to 2.4.6 ablve, is a system parameter agreed for a period
of time with the Administration.

The proper operation of the procedure requires that Timer TI be
greater than the maximum time between transmission of frames
(SARM, SASM, DM, DISC, FRMR, I or supervisory commands) and the
reception of the corresponding frame returned as an answer to
this frame (UA, D or acknowledging frame). Therefore, the DTE
should not delay the response or acknowledging frame returned to
the above frames by more than a value T2 less than TI, where T2
is a system parameter.

* -, a a -....- .....
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The DrE will not delay the response or aeknowledginq frame
returned to a command by more than T2.

2.4.11.? Maximum Number of Transmissions N2

The value of the maximum number N2 of transtission and
retransmissions of a frame following the runninq out of Timer TI
is a system parameter agreed for a period of time with the
Ada, inist rat ion.

2.4.11.3 Maximum Number of Bits in an I Frame N1

The maximum number of bits in an I frame is a system parameter
which depends upon the maximum length of the information fields
transferred across the DTE/DCE interface.

2.4.11.4 Maximum Number of Outstanding I Frames k

The maximum number (k) of sequentially numbered I frames that the
DTE or DCE may have outstanding (i.e., unacknowledged) at any
given time is a system parameter which can never exceed seven.
It shall be agreed for a period of time with the Administration.

Note: As a result of the further study proposed in 2.2.4 above,
the permissible maximum number of outstanding I frames may
be increased.

3. DESCRIPTION OF THE PACKET LEVEL DTE/T)CE INTERFACE

This and subsequent sections of the recommendation relate to the
transfer of packets at the DTE/DCE interface. The procedures
apply to packets which are successfully transferred ar'oss the
DTE/DCE interface.

Each packet to be transferred across the DTE/DCE interface shall
be contained within the link level information field which will
delimit its length, and only one packet shall be contained in the
information field.

Note 1: Possible insertion of more than one packet in the link
level information field is for further study.

Note 2: At present, some networks require the data fields of
packets to contain an integral number of octets. The
transmission by the DTE of data fields not containing an
integral number of octets to the network may cause a
loss of data integrity.

Under urgent study are further considerations regarding
the trends of future requirements and implementations
toward either bit-orientation (any number of bitsl or
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octet-orientation (an integral number of octets) for
data fields in X.25 packets.

VTEs wishin,7 universal operation on all networks shoul ,'
transmit all packets with data fields containing only an
integral number of octets. Full data inteirity can only
be assurel by exchange of octet-oriented data fields in
both directions of transmission.

This section covers a description of the packet level interface
for virtual call, permanent virtual circuit anA datagram ser-
vices. As designated in Recommendation X.2, virtual call and
permanent virtual circuit services are essential (E) services to
be provided by all networks. Datagram service is designated as
an additional (A) service which may be provided by some networks.

Note: Under study are considerations regarding the amount of
possible duplication between datagram, fast select and
possible additional virtual call enhancements with the
objective to minimize the variety of interfaces.

Procedures for virtual circuit service (i.e., virtual call and
permanent virtual circuit services) are specified in section 4.
Procedures for the datagram service are specified in section 5.
Pactet formats for all services are specified in section A. Pro-
cedures and formats for optional user facilities are specified in
section 7.

3.1 Logical Channels

To enable simultaneous virtual calls and/or permanent virtual
circuits and/or datagrams, logical channels are used. Each vir-
tual call, permanent virtual circuit, and datagram channel is
assigned a Logical Channel Group Number (less than or equal to
15) and a Logical Channel Number (less than or equal to 255).
For virtual calls, a Logical Channel Group Number and a Logical
Channel Number are assigned during the call set-up phase. The
range of logical channels used for virtual calls is agreed with
the Administration at the time of subscription to the service
(see Annex 1). For permanent virtual circuits and datagram chan-
nels, Logical Channel Group Numbers and Logical Channel Numbers
are assigned in agreement with the Administration at the time of
subscription to the service (see Annex 1).

3.2 Basic Structure of Packets

Every packet transferred acros the DTE/DCE interface consists of
at least 3 octets. These three octets contain a general format
identifier, a logical channel identifier and a packet type iden-
tifier. Other packet fields are appended as required (see sec-
tion 5).

Packet types and their use in association with various services
are given in Table 3.1/X.25.

I
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TABLE 3.l/X.25

PACKET TYPES AND THEIR USE IN
VARIOUS SERVICEq

PACKET TYPE SERVICE

FROM DCE TO DTE FROM DTE TO DCE VC PVC DG*

CALL SET-UP AND CLEARING (Note 1)

INCOMING CALL CALL REQUEST X
CALL CONNECTED CALL ACCEPTED X
CLEAR INDICATION CLENR REQUEST X
DCE CLEAR CONFIRMATION DTE CLENR CONFIRMATION X

DATA AND INTERRUPT (Note 2)

DCE DATA DTE DkTA X X
DCE INTERRUPT DTE INTERRUPT X X
DCE INTERRUPT DTE INTERRUPT
CONFIRMATION CONFIRMATION X X

DATAGRA4 (Note 3)

DCE DATAGRAM DTE DXTAGRAMI X
DA'TAGRAM SERVICE SIGNAL x

FLOW CONTROL AND RESET (Note 4)

DCE RR DTE RR X X X
DCE RNR DTE RNR X X X

DTE REJ* X X X
RESET INDICATION RESET REQUEST X X X
DCE RESET CONFIRMATION DTE RESET CONFIRMATION X X X

RESTART (Note 5)

RESTART INDICATION RESTART REQUEST X X X

DIAGNOSTIC (Note 6)

DIAGNOSTIC*,. X

Not necessarily available on all networks.

VC u Virtual call
PVC u Permanent virtual circuit
DG a Datagram

I .
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Note .: See sections 4.1 and 7.2.4 for procedures and sections
6.2 and 6.P.2 for formats.

Note 2: See section 4.3 for procedures and section A.3 for for-
mats.

Note 1: See section 5.1 for procedures and section 0.4 for for-
mets.

Note 4: See sections 4.4, 5.2 and 7.1.4 for procedures and seT-
tion 6.5 and A.P.] for formats.

Note 5: See section 3.3 for procedures and section A., for for-
mats.

Note 6: See section 3.4 for procedures and section 6.7 for for-

mats.

3.3 Procedure for Restart

The restart procedure is used to initialize or re-initialize the
packet level DTE/DCE interface. The restart procedure simultane-
ously clears all the virtual calls and resets all the permanent
virtual circuits and datagram channels at the DTE/DCE interface
(see sections 4.5 and 5.3).

Annex 2, Figure A2.1/X.25 gives the state diagram which defines
the logical relationships of events related to the restart pro-
ced ure.

Annex 3, Table A3.2/X.25 specifies actions taken by the DCE on
the receipt of packets from the DTE for the restart procedure.
Details of the action which should be taken by the DTE are for
further study.

3.3.1 Restart by the DTE

The DTE may at any time request a restart by transferring across
the DTE/DCE interface a RESTART REQUEST packet. The interface
for each logical channel is then in the DTE RESTART REQUEST state
(r2).

The DCE will confirm the restart by transferring a DCE RESTART
CONFIRMATION packet placing the logical channels used for virtual
calls in the READY state (pl), and the logical channels used for
permanent virtual circuits and datagrams in the FLOW CONTROL
READY state (dl).

Notes States pl and dl are specified in sections 4 and 5.

The DCE RESTART CONFIRMATION packet can only be interpreted
universally as having local significance. The time spent in the
DTE RESTART REQUEST state (r2) will not exceed time-limit T20
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(see Annex 4).

3.".2 Restart by the DCE

The DCE may indicate a restart by transferring across the DTE/DCE
interface a RESTART INDICATION packet. The interface for each
logical channel is then in the DCE RESTART INDICATION state (r3).
In this state of the DTE/DCE Interface, the DCE will iqnore all
packets except for RESTART REQUEST and DTE RESTART CONFIRMATION.

The DTE will confirm the restart by transferring a DTE RESTART
CONFIRMATION packet placing the logical channels used for virtual
calls in the READY state (pl), and the logical channels used for
permanent virtual circuits and datagrams in the FLOW CONTROL
READY state (dl).

The action taken by the DCE when the DTE does not confirm the

restart within time-out T10 is given in Annex 4.

3.3.3 Rstart Collision

Restart collision occurs when & DTE and a DCE simultaneously
transfer a RESTART REQUEST and a RESTART INDICATION packet.
Under this circumstance, the DCE will consider that the restart
is completed. The DCE will not expect a DTE RESTART CONFIRMATION
packet and will not transfer a DCE RESTART CONFIRMATION packet.
This places the logical channels used for virtual calls in the
READY state (pl), and the logical channels used for permanent
virtual circuits and datagrams in the FLOW CONTROL REkDY state
(d').

3.4 Error Handling

Table A3.1/X.25 specifies the reaction of the DCE when special
error conditions are encountered. Other error conditions are
discussed in sections 4 and 5.

3.4.1 Diagnostic Packet

The DIAGNOSTIC packet is used by some networks to indicate error
conditions under circumstances when the usual methods of indica-
tion (i.e., reset, clear and restart with cause and diagnostic)
are inappropriate (see Tables A3.1/X.;5 and A4.1/X.25). The
DIAGNOSTIC packet from the DCE supplies information on error
situations which are considered unrecoverable at the packet level
of X.25; the information provided permits an analysis of the
error and recovery by higher levels at the DTE if desired or pos-
sible.

A DIAGNOSTIC packet is issued only once per particular instance
of an error condition. No confirmation is required to be issued
by the Dl'E on receipt of a DIAGNOSTIC packet. After issuance of
a DIAGNOSTIC packet, the DCE maintains the logical channel(s) to
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which the [PTAGNOSTTC packet is related in the same state as that
when the DIAGNOSTTC packet was generated.

3.5 Effects of the Physical Level and the Link Level on the
Packet Level

Chanqes of operational states of the physical level and the link
level of the DTE/DCE interface do not implicitly chanqe the state
of each logical channel at the packet level. Such changes when
they occur are explicitly indicated at the packet level by the
use of restart, clear or reset procedures as approprite.

A failure on the physical and/or link level is defined as a con-
dition in which the DCE cannot transmit and receive any frames
because of abnormal conditions caused by, for instance, a line
fault between DTE and DCE.

Wh.n a-failure on the physical and/or link level is detected,
virtual calls will be cleared, permanent virtual circuits will be
declared out of order and queued datagrams will be discarded.
Further actions are specified in section 4.6 for virtual circuit
services and in section 5.4 for the datagram service.

When the failure is recovered on physical and link levels, the
DCE will send a RESTART INDICATION packet with the cause "Network
operational" to the local DTE. Further actions are specified in
section 4.9 for virtual circuit services and in section 5.4 for
the datagram service.

In other out of order conditions on the physical and/or link
level, including transmission of a DISC command by the DTE, the
behavior of the DCE is for further study.

4. PROCEDURES FOR VIRTUAL CIRCUIT SERVICES

4.1 Procedures for Virtual Call Service

Annex 2, Figures A2.1/X.25, A2.2/X.25 and A?.3/X.25 show the
state diagrams which give a definition of events at the packet
level DTE/DCE interface for each logical channel used for virtual
calls.

Annex 3 gives details of the action taken by the DCE on receipt

of packets in each state shown in Annex 2. Details of theactions which should be taken by the DTE are for further study.

The call set-up and clearing procedures described in the follow-
ing sections apply independently to each logical channel assigned
to virtual call service at the DTE/DCE interface.

- -
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4.1.] Ready State

If there is no call in existence, a logical channel is in the
READY state (p]).

4.1.2 Call Request Packet

The calling DTE shall indicate a call request by transferring a
CALL REQUEST packet across the DTE/DCE interface. The logical
channel selected by the DTE is then in the DTE WAITING state
(p2). The CALL REQUEST packet includes the called DTE address.
The calling DTE address field may also be used.

Note 1: A DTE address may be a DTE network address, an abbrevi-
ated address or any other DTE identification agreed for
a period of time between the DTE and the DCE.

Note 2: The CALL REQUEST packet should use the logical channel
in the READY state with the highest number in the range
which has been agreed with the Administration (see Annex
1). Thus the risk of call collision is minimized,

4.1.3 Incoming Call Packet

The DCE will indicate that there is an inroming call by transfer-
ring across the DrE/DCE interface an INCOMING CALL packet. This
places the logical channel in the DCE WAITING sLate (p3).

The INCOMING CALL packet will use the logical channel in the
READY state with the lowest number (see Annex 1). The INCOMING
CALL packet includes the calling DTE address. The called DTE
address field may also be used.

Note: A DTE address may be a DTE network address, an abbrevi-
- ated address or any other DTE identification agreed for

a period of time between the DTE and the DCE.

4.1.4 Call Accepted Packet

The called DTE shall indicate its acceptance of the c31l by
transferring across the DTE/DCE interface a CALL ACCEPTED packet
specifying the same logical channel as that of the INCOMING CALL
packet. This places the specified logical channel in the DATA
TRANSFER state (p4).

If the called DTE does not accept the call by a CALL ACCEPTED
packet or does not reject it by a CLEAR REQUEST packet as
described in section 4.1.7 within time-out Tll (see Annex 4), the
DCE will consider it as a procedure error from the called DTE and
will clear the virtual call according to the procedure described
in section 4.1.8.

4 - __ .. _. ..
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4.1.5 rall Connected Packet

The receipt of a CALL CC"INFCTEn packet by the calling DTE spet-i-
fyinq the same logical channel as that specified in the CALL
REQUEST packet indicates that the call has been accepted by th-
called DTF by means of a CALL ACCEPTED packet. This places th
specified logical channel in the DATA TRANSFER state (p4).

The time spent in the DTE WAITING state (p2) will not exceel
time-limit T21 (see Annex 4).

4.1.r Call Collision

Call collision occurs when a DTF and DCE simultaneously transfer
a CALL REQUEST packet and an INCOMING CALL packet specifying the
same logical channel. The DCE will proceed with the call request
and cancel the incoming call.

4.1.7 Clearing by the DTE

At Lny time the DTE may indicate clearing by transferring across
the DTE/DCE interface a CLEAR REQUEST packet (see section 4.5).
The logical channel is then in the DTE CLEAR REQUEST state (pA).
When the DCF is prepared to free the logical channel, the DCE
will transfer across the DTE/DCE interface a DCE CLEAR CONFIRMA-
TION packet specifying the logical channel. The logical channel
is now in the READY state (pl).

The DCE CLEAR CONFIRMATION packet can only be interpreted univer-
sally as having local significance, however within some
Administration's networks clear confirmation may have end to end
significance. In all cases the time spent in the DTE CLEAR
REQUEST state (p6) will not exceed time-limit T23 (see Annex 4).

It is possible that subsequent to transferring a CLEAR REQUEST
packet the DI'E will receive other types of packets, dependent on
the state of the logical channel, before receiving a DCE CLEAR
CONFIRMATION packet.

Note: The calling D'E may abort a call by clearing it before
it has received a CALL CONNECTED or CLEAR INDICATION
packet.

The called DIrE may refuse an incoming call by clearing it as
described in this section rather than transmitting a CALL
ACCEPTED packet as described in section 4.1.4.

4.1.8 Clearing by the DC!

The DCE will indicate clearing by transferring across the DTE/DCE
interface a CLEAR INDICATION packet (see section 4.5). The logi-
cal channel is then in the DCE CLEAR INDICATION state (p7). The
DTE shall respond by transferring across the DTE/DCE interface a

t.
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DTE CLEAR CONFIRMATIrN packet. The logical channel is now in the
READY state (p]).

The action taken by the DCE when the DTE does not confirm clear-
ing within time-out T1? is given in Annex 4.

4.1.9 Clear Collision

Clear collision occurs when a DTE and a DCE simultaneously
trnrsfer a CLEAR REOUEST packet and a CLEAR INDICATION packet
specifying the same logical channel. Under this circumstance the
DCE will consider that the clearing is completed. The DCE will
not expect a DTE CLEAR CONFIRMATION packet and will not transfer
a DCE CLEAR CONFIRMATION packet. This places the logical channel
in the READY state (pl).

4.1.10 Unsuccessful Call

If a call cannot be established, the OCE will transfer a CLEAR
INDICATION packet specifying the logical channel indicated in the
CALL REQUEST packet.

4.1.11 Call Progress Signals

The DCE will be capable of transferring to the DTE clearing call
progress signals as specified in Recommendation X.96.

Clearing call progress signals will be carried in CLEAR INDICA-
TION packets which will terminate the call to which the packet
refers. The method of coding CLEAR INDICATION packets containing
call progress signals is detailed in section At.2.3.

4.1.12 Data Transfer State

The procedures for the control of packets between DTE and DCE
while in the DATA TRANSFER state are contained in section 4.3.

4.2 Procedures for Permanent Virtual Circuit Service

Annex 2, Figures A2.1/X.25 and A2.3/X.2S show the state diagrams
which give a definition of events at the packet level DTE/DCE
interface for logical channels assigned for permanent virtual
circuits.

Annex 3 gives details of the action taken by the DCE on receipt
of packets in each state shown in Annex 2. Details of the action
which should be taken by the DTE are for further study.

For permanent virtual circuits there is no call set-up or clear-
ing. The procedires for the control of packets between DTE and
DCE while in tlu1 DATA TRANSFER state are contained in section
4.3.

L
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4.3 Procedures for Data and Interrupt Transfer

The data transfer and interrupt procedures described in the fol-
lowing subsections apply independently to each logical channel
assigned for virtual calls or a permanent virtual circuit exist-
ing at the DTE/DCE interface.

Normal network operation dictates that user data in date and
interrupt packets are all passed transparently, unaltered through
the network in the case of packet DTE to packet DTE communica-
tions. Order of bits in data packets is preserved. Packet
sequences are delivered as complete packet sequences. TE Diag-
nostic Codes are treated as described in sections 6.2.3, r.5.3
and 5. 6. 1.

4.3.1 States for Data Transfer

A virtual call logical channel is in the DATA TRANSFER state (p4)
after completion of call establishment and prior to a clearing or
a restart procedure. A permanent virtual circuit logical channel
is continually in the DATA TRANSFER state (p4) except during the
restart procedure. Data, interrupt, flow control and reset pack-
ets may be transmitted and received by a DTE in the DATA TRANSFER
state of a logical channel at the DTE/DCE interface. In this
stnte, the flow control and reset procedures described in section
4.4 apply to data transmission on that logical channel to and
from the DTE.

When a virtual call Is cleared, data and interrupt packets may be
discarded by the network (see section 4.5). In addition data,
interrupt, flow control and reset packets transmitted by a DTE
will be ignored by the DCE when the logical channel is in the DCE
CLEAR INDICATION state (p7). Hence it Is left to the DTE to
define DTE to DTE protocols able to cope with the various possi-
ble situations that may occur.

4.3.2 User Data Field Length of Data Packets

The standard maximum User Data field length is 128 octets.

In addition, other maximum User Data field lengths may be offered
by Administrations from the following list: 16, 32, 64, 256, 512
and 1024 octets. An optional maximum User Data field length may
be selected for a period of time as the default maximum User Data
field length common to all virtual calls at the DTE/DCE interface
(see section 7.2.1). A value other than the default may be
selected for a period of time for each permanent virtual circuit
(see section 7.2.1). Negotiation of maximum User Data field
lengths on a per call basis may be made with the Flow Control
Parameter Negotiation facility (see section 7.2.2).

Tho User Data field of data packets transmitted by a DTE or DCE
may contain any number of bits up to the agreed maximum.
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Note: At present, some networks require the User Data field to
contain an inteqral number of octets (see section 3, Note
2).

If the User Data fie]i in a data packet exceeds the locally per-
mitted maximum User DAta field length, then the D.E will reset
the virtual call or permanent virtual circuit with the resetting
cause "Local procedure error".

4.3.3 Delivery Confirmation Bit

The setting of the Delivery Confirmation bit (D bit) is used to
inlicate whether or not the DTE wishes to receive an end-to-end
acknowledgment of delivery, for data It is transmitting, by means
of the packet receive sequence number P(R) (see section 4.4).

Note 1: The use of the D bit procedure does not obviate the need
for a higher level protocol agreed between the communi-
cating DTEs which may be used with or without the D bit
procedure to recover from user or network generated
resets and clearings.

Note 2: After January 1982, the D bit procedure should be con-
sidered an integral part of this Recommendation. In the
interim period, the D bit procedure will be available on
some Public Data Networks and between some pairs of Pub-
lic Data Networks on a bilateral basis.

During the interim period, Administrations of networks
which do not provide the D bit procedure should be con-
sulted to determine whether the significance of P(R) is
a local updating of the window across the packet level
DTE/DCE interface or conveys an end-to-end acknowledge-
ment of delivery of data.

In order to facilitate the orderly introduction of the D bit pro-
cedures in DTEs andi DCEs, the.following mechanisms are provided.

The calling DTE can ascertain during call establishrent that the
D bit procedure can be used for the call by setting bic 7 in the
General Format Identifier of the CALL REOUEST packet to I (see
section 6.1.1). Every network or part of international network
where the D bit procedure is available will pass this bit tran-
sparently. If the remote DTE is able to handle the D bit pro-
cedure, it should not regard this bit being set to 1 in the
INCOMING CALL packet as invalid.

Likewise, the called DTE can set bit 7 in the General Format
Identifier of the CALL ACCEPTED packet to 1. Every network or
part of international network where the D bit is available will
pass this bit transparently. If the calling DTE is able to han-
dle the D bit procedure, it should not regard this bit being set
to l-in the CALL CONNECTED packet as invalid.

i L * --
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If any network along the path does not support the D bit pro-
cedure, this would be indicated by call clearing by the DCE with
a cause indicating "Tncompatible destination" and the diagnostic
"Invalid aeneral format identifier" or by any other means to
indicate an invalid general format identifier at a DTE/DCE inter-
face (see Table AI.l/X.25).

The use by the DTEs of the above mechanism in the CALL REQUEST
and ('ALL ACCEPTED packets is recommended but is not mandatory for
using the D bit procedure during the virtual call.

If a D bit is set to 1 in a data packet on a virtual call or per-
manent virtual circuit where the D bit is not available, this
will be indicated to both DTEs by a RESET INDICATION packet with
the cause "Incompatible destination" and the diagnostic "Invalid
general format identifier", or by any other means to indicate an
invalid general format identifier at a DTE/DCE interface (see
Table A3.1/X.25).

4.3.4 More Data Mark

If a DTE or DCE wishes to indicate a sequence of more than one
packet, it uses a More Data mark (M bit) as defined below.

The M bit can be set to 1 in any data packet. When it is set to
I in a full data packet or in a partially full data packet also
carrying the D bit set to 1, it indicates that more data is to
follow. Recombination with the following data packet may be only
performed within the network when the M bit is set to 1 in a full
data packet which also has the D bit set to 0.

A sequence of data packets with every M bit set to 1 except for
the last one will be delivered as a sequence of data packets with
the M bit set to 1 except for the last one when the original j
packets having the M bit set to 1 are either full (irrespective
of the setting of the D bit) or partially full but have the D bit
set to 1.

Two categories of data packets, A and B, have been defined as
shown in Table 4.l/X.25. Table 4.1/X.25 also Illustrates the
network's treatment of the M and D bits at both ends of a virtual
call or permanent virtual circuit.

I. _
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TABLE 4.1/X.25

DEFTNITION OF TWO CATEGIRIES OF DATA PACKETS
hND NETWORK TREATMENT OF THE M and D BITS

Data Packet Combining Data Packet*
Sent by with Received by

Source DTE Subsequent Destination DTE
Packet(s) is
Performed by
the Network

Category M D Pull when Possible M D

B Oor 1 A1 No No 0 '

B 0 1 No No 0 1

B 1 1 No No 1 1

B 0 0 Yes No 0 0

B 0 1 Yes No 0 1

A 1 n Yes Yes (see Note) 1 0

B 1 1 Yes No 1 1

* Refers to the delivered data packet whose last bit of user data
corresponds to the last bit of user data, if any, that was
present in the data packet sent by the source DTE.

Note: If the data packet sent by the source DTE is combined with
other packets, up to and including a category B packet,
the M and D bit settings in the data packet received by
the destination DTE will be according to that given in the
two right hand columns for the last data packet sent by
the source DTE that was part of the combination.

4.3.5 Complete Packet Sequence

A complete packet sequence is defined as being composed of a sin-
gle category B packet and all contiguous preceeding category A
packets (if anyl. Category A packets have the exact maximum User
Data field length with the M bit set to I and the D bit set to 0.
All other data packets are category B packets.

When transmitted by a source DTE, a complete packet sequence is
always delivered to the destination DTE as a single complete
packet sequence.
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Thus, if the receivinq ene has a larqer maximum data field lenqth
than the transnittina end, then packets within a complete p3cket
sequence will be combined within the network. They will be
tieljvereA in a complete packet sequence where each packet, exce-pt
the last one, has the exact maximum data field length, the M bit
set to 1, and the D bit set to n. The User Data field of the
last packet of the sequence may have less than the maximum length
an(' the M an, P hits are set as described in Table 4.1/X.25.

If the maximum data field length is the same at both ends, then
data fields of dpta packets are delivered to the receiving DTF
exactly as they have been receive. by the network, except as fol-
lows. If a full packet with the M bit set to 1 and the D bit set
to 0 is followed by an empty packet, then the two packets may be
merged so as to become a single category B full packet. If the
last packet of a complete packet sequence transmitted by the
source DT£ has a User Data field less than the maximum length
with the M bit set to I and the D bit set to 0, then the last
packet of the complete packet sequence delivered to the receiving
DTE will have the M bit set to n.

If the receiving end has a smaller maximum data field length than
the transmitting end, then packets will he segmented within the
network, and the M and D bits set by the network as described to
maintain complete packet sequences.

4.3.5 Qualifier Bit

A complete packet sequence may be on one of two levels. If a DTE
wishes to transmit data on more than one level, it uses an indi-
cator called the Qualifier bit (0 bit).

When only one level of data is being transmitted on a logical
channel, the Qualifier bit is always set to 0. If two levels of
data are being transmitted, the transmitting DTE should set the
Qualifier bit in all data packets of a complete packet sequence
to the same value, either 0 or 1. A complete packet sequence,
which is transmitted with the Qualifier bit set to the same value
in all packets, is delivered by the network as a complete packet
sequence with the Qualifier bit set in all packets to the value
assigned by the transmitting DTE.

The action of the network when the Qualifier bit is not set to
the same value by the transmitting DTE within a complete packet
sequence is left for further study.

Recommendation X.29 gives an example of the procedures to be used
when the Qualifier bit is set to 1.

Packets are numbered consecutively (see section 4.4.1.1) regard-
less of their data level.

_ ___ __
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4.3.7 Interrupt Procedure

The interrupt procedure allows a DTE to transmit data to the
rei;.ote DTE, without followinq the flow control procedure applying
to data packets (see section 4.4). The interrupt procedure can
only apply in the FLOW CONTROL READY state (dl) within the DATA
TRANSFER state (p4).

The interrupt procedure has no effect on the transfer and flow
control procedures applying to the data packets on the virtual
call or permanent virtual circuit.

To transmit an interrupt, a DTE transfers across the DTE/DCE
interface a DTE INTERRUPT packet. The DTE should not transmit a
second DTE INTERRUPT packet until the first one is confirmed with
a DCE INTERRUPT CONFIRMATION packet (see Note 2 to Table
A3.4/X.25). The DCE, after the interrupt procedure is completed
at the remote end, will confirm the receipt of the interrupt by
transferring a DCE INTERRUPT CONFIRMATION packet. The receipt of
a DCE INTERRUPT CONFIRMATION packet indicates that the Interrupt
has been confirmed by the remote DTE by means of a DTE INTERRUPT
CONFIRMATION packet.

The DCE indicates an interrupt from the remote DTE by transfer-
ring across the DTE/DCE interface a DCE INTERRUPT packet contain-
Ing the same data field as in the DTE INTERRUPT packet transmit-
ted hy the remote DTE. A DCE INTERRUPT packet is delivered at or
before the point in the stream of data packets at which the DTE
INTERRUPT packet was generated. The DTE will confirm the receipt
of the DCE INTERRUPT packet by transferring a DTE INTERRUPT CON-
FTIRMATION packet.

4.4 Procedures for Flow Control

This subsectiorn only applies to the DATA TRANSFER state (p4) and
specifies the procedures covering flow control of data packets
and reset on each logical channel used for a virtual call or a
permanent virtual circuit.

4.4.1 Flow Control

At the DTE/DCE interface of a logical channel used for a virtual
call or permanent virtual circuit, the transmission of data pack-
ets is controlled separately for each direction and is based on
authorizations from the receiver.

On a virtual call or permanent virtual circuit, flow control also
allows a DTE to limit the rate at which the remote DTE can
transmit data packets. This is achieved by the receiving DTE
coistrolling the rate at which it accepts packets across the
DTE/DCE interface, noting thab there ii a network-dependent limit
on the number of data packpte ahech nt be in the network on the
virtual call or permanent virtox €..cuit.
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4.4.1.1 Nurherinq of Data Packets

Each data packet transmitted at the DTE/ r.E interface for each
direction of transmission in a virtual call or permanent virtup!
circuit is sequentially numbered.

The spetuence numbering scheme of the packets is performed modulo
8. The packet sequence numbers cycle through the entire range 0
to 1. Some Administrations will provide the Extended Packet
Sequence Numbering facility (see section 7.1.1) which, if
seltcted, provides a sequence numbering scheme for packets being
per'ormed modulo 128. In this case, packet sequence numbers
cycle through the entire range 0 to 127. The packet sequence
numbering scheme, modulo 8 or 128, is the same for both direc-
tions of transmission and is common for all logical channels at
the DTE/DCE interface.

Only data packets contain this sequence number called the packet
send sequence number P(S).

The first data packet to be transmitted across the DTE/DCE inter-
face for a given direction of data transmission, when the logical
channel has just entered the FLOW CONTROL READY state (dl), has a
packet send sequence number equal to 0.

4.4.1.2 Window Description

At the DTE/DCE interface of a logical channel used for a virtual
call or permanent virtual circuit and for each direction of data
transmission, a window is defined as the ordered set of W con-
ser-,tive packet send sequence numbers of the data packets author-
ized to cross the interface.

The lowest sequence number in the window is referred to as the
lower window edge. When a virtual call or permanent virtual cir-
cuit at the DTE/DCE interface has just entered the FLOW CONTROL
READY state (dl), the window related to each direction of data
transmission has a lower window edge equal to 0.

The packet send sequence number of the first data packet not
authorized to cross the interface is the value of the lower win-
dow edge plus W (modulo 8, or 128 when extended).

The standard window size W is 2 for each direction of data
transmission at the DTE/DCE interface. In addition, other window
sizes may be offered by Administrations. An optional window size
may be selected for a period of time as the default window size
common to all virtual calls at the DTE/DCE interface (see section
7.1.2). A value other than the default may be selected for a
period of time for each permanent virtual circuit (see section
7.1.2). Negotiation of window sizes on a per call basis may be
made with the Flow Control Parameter Negotiation facility (see
section 7.2.2).
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4.4.1.3 Flow Control Principles

When the sequence number P(S) of the next packet to be transmit-
ted by the MECF is within the window, the DC£ is authorized to
transmit this data packet to the DTE. When the sequence number
P(S) of the next data packet to be transmitted by the DCE is out-
side of the window, the DCE shall not transmit a data packet to
the D'rE. The DTE should follow the same procedure.

When the sequence number P(S) of the data packet received by the
DCE is the next in sequence and is within the window, the DCF
will accept this data packet. A received data packet containing
a P(S) that is out of sequence (i.e., there is a duplicate or a
gap in the P(S) numbering), outside the window, or not equal to fl
for the first data packet after entering the FLOW CONTROL READY
state (dl) is considered by the DCE as a local procedure error.
The DCE will reset the virtual call or permanent virtual circuit
(see section 4.4.3). The DTE should follow the same procedure.

Some networks do not invoke the error procedure on receipt of a
data packet containing a P(S) that is out of sequence but is
within the window. These networks may pass on such packets to
the remote DTE in order to make it possible for the local DTE to
retransmit packets on virtual calls or permanent virtual circuits
(within the national network).

A ninnber (modulo 8, or 128 when extended), referred to as a
packet receive sequence number P(R), conveys across the DTE/DCE
interface information from the receiver for the transmission of
data packets. When transmitted across the DTE/DCE interface, a
P(R) becomes the lower window edge. In this way, additional data
packets may be authorized by the receiver to cross the DTE/DCE
interface.

The packet receive sequence number, P(R), is conveyed in data,
receive ready (RR) and receive not ready (RHR) packets.

The value of a P(R) received by the DCE must be within the range
from the last P(R) received by the DCE up to and including the
packet send sequence number of the next data packet to be
transmitted by the DC£. Otherwise, the DCE will consider the
heceipt of this P(R) as a procedure error and will reset the vir-
tual call or permanent virtual circuit. The DTE should follow
the same procedure.

The receive sequence number P(R) is less than or equal to the
sequence number of the next expected data packet and implies that
the DTE or DCE transmitting P(R) has accepted at least all data
packets numbered up to and incluling P(R)-1.

t
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4.4.1.4 Delivery "onfirmation

When the D bit is set to n In a data packet having P(S) u p, the
slqnificr.ce of the returned P(R) corresponding to .that data
packet fi.e., P(R) > p+l1 is a local updating of the window
across the packet level interface so that the achievable
throuihput Is not constrained by the DTE-to-DTE round trip delay
across the network(s).

When the D bit is set to I in a data packet having P(S) - p, the
significance of the returned P(R) corresponding to that data
packet ti.e , P(R) > p+l1 is an indication that a P(R) has been
received ft i the rimote DTE for all data hits in the data packet
in which the D bit had originally been set to 1.

Note 1: A DTE, on receiving a data packet with the D bit set to
1, should transmit the corresponding P(R) as soon as
possible in order to avoid the possibility of deadlocks
(e.g., without waiting for further data packets). A
data, RR or RNR packet may be used to convey the P(R)
(see Note to section 4.4.1.6). Likewise, the DCE is
required to send P(R) to the DTE as soon as possible
from when the P(R) Is received from the remote DTE.

Note 2: In the case where a P(R) for a data packet with the D
bit set to 1 is outstanding, local updating of the win-
dow will be deferred for subsequent data packets with
the D bit set to 0. Some networks may also defer updat-
ing the window for previous data packets (within the
window) with the D bit set to 0 until the corresponding
P(R) for the packet with the outstanding D bit set to 1
is transmitted to the DTE.

Note 3: P(R) values corresponding to the data contained in data
packets with the D bit set to 1 need not be the same at
the DTE/DCE interfaces at each end of a virtual call or
a permanent virtual circuit.

4.4.1.5 DTE and DCE Receive Ready (RR) Packets

RR packets are used by the DTE or DCE to indicate that it is
ready to receive the W data packets within the window starting
with P(R), where P(R) is indicated in the RR packet.

4.4.1.6 DTE and DCE Receive Not Ready (RNR) Packets

RNR packets are used by the DTE or DCE to indicate a temporary
inability to accept additional data packets for a given virtual
call or permanent virtual circuit. A DTE or DCE receiving an RNR
packet shall stop transmitting data packets on the indicated log-
Ical channel, but the window is updated by the P(R) value of the
RNR packet. The receive not ready situation indicated by the
transmission of an RNR packet is cleared by the transmission in

r ~ --
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the same direction of an R packet or by a reset procedure beinq
initiated.

The transmission of an RR packet after an RNR packet at the
packet level is not to he taken as a demand for retransmission of
packets which have already been transmitted.

Note: The RNR packet may he used to convey across the DTE/YTE
interface the P(R) value corresponding to a data packet
which had the D bit set to 1 in the case that additional
data packets cannot be accepted.

4.4.2 Throughput Characteristics and Throughput Classes

The attainable throughput on virtual calls and permanent virtual
circuits carried at the DTE/DCE interface may vary due to the
statistical sharing of transmission and switch resources and is
constrained by:

(i) the access line characteristics, local window size and
traffic characteristics of other logical channels at
the local DTE/DCE interface,

(ii) the access line characteristics, local window size and
traffic characteristics of other logical channels at
the remote DTE/DCE interface, and

(iii) the throughput achievable on the virtual call or per-
manent virtual circuit through the network(s) indepen-
dent of interface characteristics including number of
active logical channels. This throughput may be depen-
dent on network service characteristics such as window
rotation mechanisms and/or optional user facilities
requested on national/international calls. f

The attainable throughput will also be affected by:

(i) the receiving DTE flow controlling the DCE,

(ii) the transmitting DTE not sending data packets which
have the maximum data field length,

(iii) the local DTE/DCE window and/or packet sizes, and

(iv) the use of the D bit.

A throughput class for one direction of transmission is an
inherent characteristic of the virtual call or permanent virtual
circuit relatee to the amount of resources allocated to this vir-
tual call or permanent virtual circuit. This characteristic is
meaningful when the D bit is set to n in data packets. It is a
measure of the throughput that is not normally exceeded on the
virtual call or permanent virtual circuit. However, due to the

*.."
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statistical shariny of transnission and switching resources, it
is not guaranteed that the throughput class can be reached lOnt
of the time.

Depending on the network and the applicable cond!itions at the
considered moment, the effective throuqhput may excee, the
throughput class.

Note- The definition of throughput class as a grade of service
parameter is for further study. The grade of service
might he specified when the D bit is set to 0 or over a
time period between the completion and initiation of suc-
cessive D bit procedures.

The throug-hput class may only be reached if the following condi-
tions are met:

(a) the access data links of hoth ends of a virtual call or
permanent virtual circuit are engineered for the
throughput class;

(b) the receiving DTE is not flow controlling the DCE such
that the throughput class is not reachable;

(c) the transmitting DTE is sending data packets which have
the maximum data field length; and

(d) all data packets transmitted on the virtual call or
permanent virtual circuit have the D bit set to 0.

The throughput class is expressed in bits per second. At a
DTE/DCE interface, the maximum data field length is specified for
a virtual call or permanent virtual circuit, and thus the
throughput class can be interpreted by the DTE as the number of
full data packets/second that the OTE does not have a need to
exceed.

In the absence of the Default Throughput Class Assignment facil-
tiy (see section 7.1.3), the default throughput classes for both
directions of transmission correspond to the user class of ser-
vice of the MTE (see section 7.4.2.6) but do not exceed the max-
imum throughput class supported by the netWork. Negotiation of
throughput classes on a per call basis may be made with the
Throughput Class Negotiation facility (see section 7.2.3).

Note,: The summation of throughput classes of all virtual calls,
permanent virtual circuits and datagram logical channels
supported at a DTE/DCE interface may be greater than the
data transmission rate of the access line.
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4.4.3 Procecdure for Reset

The reset procedure is used to re-initialize the virtual call or
permanent virtual circuit and in so doing removes in each direc-
tion all data and interrupt packets which may be in the network
(se. section 4.5). When a virtual call or permanent virtual cir-
cuit at the DTE/DCE interface has just been reset, the window
related to each direction of data transmission has a lower window
edge equal to 0, and the numbering of subsequent data packets to
cross the DTE/DCE interface for each direction of data transmis-
sion shall start from 0.

The reset procedure can only apply in the DATA TRANSFER state
(p4) of the DTE/DCE interface. In any other state of the DTE/DCE
interface, the reset procedure is abandoned. For example, when a
clearing or restarting procedure is initiated, RESET REQUEST and
RESET INDICATION packets can be left unconfirmed.

For flow control, there are three states dl, d2 and d3 within the
DATA TRANSFER state (p4). They are FLOW4 CONTROL READY (dl), DTE
RESET REOUEST (d2), and DCE RESET INDICATION (d3) as shown in the
state diagram in Annex 2, Figure A2.3/X.25. When entering state
p4, the logical channel is placed in state dl. Annex 3, Table
A3.4/X.25 specifies actions taken by the DCE on the receipt of
packets from the DTE.

4.4.3.1 Reset Request Packet

The DTE shall indicate a request for reset by transmitting a
RESET REQUEST packet specifying the logical channel. This places
the logical channel in the DTE RESET REQUEST state (d2).

4.4.2.2 Reset Indication Packet

The DCE shall indicate a reset by transmitting to the DTE a RESET
INDICATION packet specifying the logical channel and the reason
for the resetting. This places the logical channel in the DCE
RESET INDICATION state (d3). In this state, the DCE will ignore
data, interrupt, RR and RNR packets.

4.4.3.3 Reset Collision

Reset collision occurs when a DTE and a DCE simultaneously
transmit a RESET REQUEST packet and a RESET INDICATION packet
specifying the same logical channel. Under this circumstance the
DCE will consider that the reset is completed. The IDCE will not
expect a DTE RESET CONFIRMATION packet and will not transfer a
DCE RESET CONFIRmATION packet. This places the logical channel
in the FLOW CONTROL READY state (dl).

L

iI
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4.4.3.4 Reset Confirmation Packets

When the logical channel is in the DTE RESET REQUEST state (?),
the DCE will confirm reset by transmitting to the DTF a DCE R SET
CO'JFIRmATION packet. This places the logical channel in the FLV"
CONTROL REAY state (dl).

The DE RFSET CONFIRMATION' packet cen only he interpreted univer-
sally as havinq local significance, however within some
Administration's networks reset confirmation may have end to end
significance. In all cases the time spent in the DTE RESET
REQUEST state (d2) will not exceed time-limit T22 (see Annex 4).

When the logical channel is in the DCE RESET INDICATION state
fd3), the DTE will confirm reset by transmitting to the DCE a PTE
RESET CONFIRMATION packet. This places the logical channel in
the FLOW CONTROL READY state (dl). The action taken by the DCE
when the DTE does not confirm the reset within time-out T12 is
given in Annex 4.

4.5 Effects of Clear, Reset and Restart Procedures on the
Transfer of Packets

All data and interrupt packets generated by a DTE (or the net-
work) before initiation by the DTE or the DCE of a clear, reset
or restart procedure at the local interface will either be
delivered to the remote DTE before the DCE transmits the
corresponding indication on the remote interface, or be discarded
by the network.

No data or interrupt packets generated by a DTE (or the network)
after the completion of a reset (or for permanent virtual cir-
cuits also a restart) procedure at the local interface will be
delivered to the remote DTE before the completion of the
corresponding reset procedure at the remote interface.

When a DTE Initiates a clear, reset or restart procedure on its
local interface, all data and interrupt packets which were gen-
erated by the remote DTE (or the network) before the correspond-
ing indication is transmitted to the remote DTE will be either
delivered to the initiating DTE before DCE confirmation of the
Initial clear, reset or restart request, or be discarded by the
network.

Note: The maximum number of packets which may be discarded is a
function of network end-to-end delay and throughput
characteristics and, in general, has no relation to the
local window size. Provision of more precise information
is for further study. For virtual calls and permanent
virtual circuits on which all data packets are transferred
with the D bit set to 1, the maximum number of packets r
which may be discarded in one direction of transmission is
not larger than the window size of the direction of

7
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transmission.

4.9 Effects of Physical and Link Level Failures

When a failure on the physical and/or link level is detected, the
DCE will transmit to the remote end:

(1) a reset with the cause "Out of order" for each permanent
virtual circuit and

(2) a clear with the cause "Out of order" for each existing
virtual call.

During the failure, the DCE will clear any incoming virtual
calls.

When the failure is recovered on the physical and link levels,
the restart procedure will be actioned (see section 3.5) and a
reset with the cause "Remote DTE operational" will be transmitted
to the remote end of each permanent virtual circuit.

5. PROCEDURES FOR DATAGRAM SERVICE

Annex 2 shows the state diaqrams which give a definition of
events at the packet level DTE/DCE interface for each logical
channel. Figures A2.1/X.25 and A2.3/X.75 apply to dataqram logi-
cal channels.

Annex 3 gives details of the action taken by the DCE on receipt
of packets in each state shown in Annex 2. Details of actions
which should be taken by the DTE are for further study.

There is no call set-up or clearing for dataqrams.

A DTE DATAGRAM packet includes the destination DTE address; the
sourre DTE address may also be used.

A DCE DATAGRAM packet includes the source DTE address; the desti-
nation DTE address may also be used.

Note: A DTE address may be a DTE network address, an abbreviated
address or any other DTE identification agreed for a period
of time between the DTE and the DCE.

5.1 Procedures for Datagram Transfer

The data transfer procedure applies independently to each
datagram logical channel existing at the DTE/DCE interface.

Normal network operation dictates that user data in dataqram
packets-are all passed transparently, unaltered through the net-
work in the case of packet 07E to packet DTE communications.
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Order of bits of user data is preserved within a dataqram.

5.1.1 States for Data Transfer

Datagram logical channels are continually in the DATA TRANSFER
state (pr) except during the restart procedure. Datacram,
datagran service signal, flow control, and reset packets npy he
transnitted and receivee by a DTE in the DATA TRANSFER state o f a
datagra, logical channel at the tITE/1V E interfae-e. In this
state, the flow control and reset procedures 4escribed. in section
r.2 apply to data transmission on that dataqram logical channel
to and from the DIE.

5.1.2 User Data Field Lenath

The maximum User Data field length for datagrams is 12P octets.

The data field of datagram packets transmitted by a DTE or DCE
may contain any number of bits up to the maximum.

Note: At present, some networks require the data field to con-
tain an integral number of octets (see section 3, Note 2).

5.1.3 Datagram Identification

Each datagram transmitted at the DTE/DCE interface for each
direction of transmission may be uniquely numbered with a
datagram identification number. Assignment of the values to the
datagram identification is a DTE responsibility and may be
assigned according to any algorithm. The network will not
operate on the datagram identification except to return the
information in the appropriate network generated datagram service
signal packet.

5.1.4 Datagram Service Signals

The DCE will be capable of transferring to the DTE service sig-
nals as specified in Recommendation X.94. The detagram service
signals will be carried in datagram service signal packeis.
Datagram service signals are of two types - specific and general.

5.1.4.1 Datagram Service Signal - Specific

This is a service signal generated by the network relative to a
specific datagram issued by the DTE. There are three classes for
this type of service signal:

(a) Dataoram riected - datagram discarded by network; a
correction_5aisie on the received cause, is required
before trying again.

b Datcram non-delivery indication - datagram discarded
bynetwor rF-t ryaigain later based on the received



cause, next time may be successful.

Note: This class of service signa] is only issued by
the network when the non-delivery indication
facility (see section 7.3.4) has been requested.

(c) Dataoram delivery confirmation - datagram has been
accepted by the destination DTE.

Note: This class of service signal is only issued by
the network when the delivery confirmation
facility (see section 7.3.5) has been requested.

Datagram service signal - specific packets will include the
address information, if valid, and the datagram identification
associated with the original datagram for which the service sig-
nal applies. The original destination address is provided in the
datagran service signal packet as the source address while the
original source address is shown as the destination address, when
present.

5.1.4.2 Datagram Service Signal - General

This is a service signal generated by the network relative to
datagram operation but not to any specific datagram issued by the
DTE.

5.2 Procedures for Flow Control

This subsection only applies to the DITA TRANSFFR state (pe) and
specifies the procedures covering flow control of deatagram ane
datagram service signal packets and reset on each datagram logi-
cal channel.

5.2.1 Flow Control

At the DTE/DCE interface of a datagram logical channel, the
transmission of datagram anI datagram service sign-' nackets is
controlled separately for each direction and is based cn achori-
zations from the receiver. Datagram and datagram service signal
packets are referred to below as flow controlled packets.

5.2.1.1 Numbering of Packets

Each datagram anI dataqram service signal packet transmitted at
the DTE/DrE interface for each direction of transmission on a
given datagram logical channel is sequentially numbered.

The sequence numbering scheme of the packets is performed modulo
P. The packet sequence numbers cycle through the entire range n
to 7. Some Administrations will provide the Extended Packet
Sequence Numbering facility (see section 1.1.1) which, if
selected, provides a sequence numbering scheme for packets being

4 - -,
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r,.rformed modulo 12P. In this case, packet sequence numbers
cycle throuih the entire range 0 to 127. The packet sequence
nu-iherinq scheme, mo.iulo P or 12P, is the sane for both direc-
tiorns o f transmission and Is conmon for all logicil channels at
the DTF/D"F interface.

For dptaoram service, only dataqram and datagram service signal
packets contain this sequence number called the packet send
sequence number P(S).

The first datagram or datagram service slgna packet to be
transmitted across the DTE/DCtE interface for a given direction of
data transmission, when the datagram loqical channel has just
entered the FLOW CONTROL REkPY state O'r), J'as a packet send
sequence number equal to n.

5.2.1.2 Window Description

At the DTE/1CE interface of a datagraw. logical channel, and for
earh direction of data transmissimn, a window is defined as the
ordered set of W consecutive packet send sequence numbers of the
flow controlled packets authorized to cross the interface.

The lowest sequence number in the window is referred to as the
lower window edge. When the datagram logical channel has just
entered the FLOW CONTROL READY state (dl), the window related to
each direction of data transmission has a lower window edge equal
to n.

r
The packet send sequence number of the first flow controlled
packet not authorized to cross the interface is the value of the
lower window edge plus W (modulo 8, or 128 when extended).

The standard window size W is 2 for each direction of data
transmission at a DTE/DCE interface. In addition, other window
sizes may be offered by Administrations and may be selected for a
period of time for each datagram logical channel (see section.1.2).

5.2.1.3 Flow Control Principles

When the sequence number of the next flow controlled packet to be

transmitted by the DCE is within the window, the DCE is author-
ized to transmit this flow controlled packet to the DTE. When
the sequence number P(M) of the next flow controlled packet to be
transmitted by the DCE is outside of the window, the DCE shall
not transmit a flow controlled packet to the DTE. The DTE should
follow the same procedure.

When the sequence number P(S) of the flow controlled packet
received by the DCE is the next in sequence and is within the
window, the DCE will accept this flow controlled packet. Areceived flow controlled packet containing a P(S) that is out of

widw h Ciwl cetthsfo'otrle akt
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sequence (i.e., there is a duplicate or a gap in the P(S) number-
ing), outside the window, or not equal to zero for the first flow
controlled packet after entering the FLOW CONTROL READY state
(dl) is considered hy the DCE as A local procedure error. The
DCE will reset the datagram logical channel (see section 5.2.3).
The DTE should follow the same procedure.

A number (modulo P, or 128 when extended), referred to as a
packet receive sequence number P(R), conveys across the DTE/DrE
interface information from the receiver for the transmission of
flow controlled packets. When transmitted across the DTE/OCE
interface, a P(R) becomes the lower window edge. In this way,
additional flow controlled packets may be authorized by the
receiver to cross the DTE/DCE interface.

The packet receive sequence number, P(R), is conveyed in
datagram, datag ran service signal, receive ready (RR) and receive
not ready (RNR) packets.

The value of a P(R) received by the DCE must be within the range
from the last P(R) received by the DCE up to and includinq the
packet send sequence number of the next flow controlled packet to
be transmitted by the DCE. Otherwise, the DCE will consider the
receipt of this P(R) as a procedure error and will reset the log-
ical channel. The DTE should follow the same procedure.

The receive sequence number P(R) is less than or equal to the
sequence number of the next expected flow controlled packet and
implies that the DTE or DCE transmitting P(R) has accepted at
least all flow controlled packets numbered up to and includTng
P(R)--- l.

The only significance of a P(R) value is a local updating of the
window across the packet level interface.

5.2.1.4 Datagram Queue

The network maintains a datagram queue for each datagram logical
channel at destination DI7E. The maximum length of the aueue for
each datagram logical channel is agreed for a period or L.,
between the DTE and the Administration (see section 7.3.2).

Datagram service signal packets have priority over other datagram
packets and are inserted at the beginning of the queue. This may
lead to the DCE discarding the last datagram packet of the queue
if the maximum queue length is exceeded. When the queue is full,
additional arriving datagrams are discarded.

By agreement for a period of time between the DTE and the
Administration (see section 7.3.3), a special datagram logical
channel may be assigned for the transmission of datagram service
signals. In this case, the maximum length of the queues for
datagrams and datagram service signals are independently agreed

4 _-_____ --



-60 -

between the DTE and the Administration.

If the DTF flow controls the receipt of datagram service siqnpl
packets, the DCE cannot guarantee to store an indefinite number
of service signals. Therefore, there is a possibility of loss of
service signal packets at the DCE. A possible coupling nechanism
to allow the MYE to regulate the number of dataqrams generated by
the DTE in relation to the capacity of the DCE to store the
datagram service signals will be studied to determine whether
such losses at the DCE should be prevented.

5.2.1.5 DTE and DCE Receive Reaey (RR) Packets

RR packets are used by the DTE or DCE to indicate that it is
ready to receive the W flow controlled packets within the window
starting with P(R), where P(R) is indicated in the RR packet.

5.2.1.6 DTE and DCE Receive Not Ready (RNR) Packets

RNR packets are used by the DTE or DCE to indicate a temporary
inability to accept additional flow controlled packets for a
given datagram logical channel. A DTE or DCE receiving an RNR
packet shall stop transmitting flow controlled packets on the
indicated datagram logical channel, but the window is updated by
the P(R) value of the RNR packet. The receive not ready situa-
tion indicated by the transmission of RNR packet is cleared by
the transmission in the same direction of an RR packet or by a
reset procedure being initiated.

The transmission of an RR after an RNR at the packet level is not
to he taken as a demand for retransmission of packets which have
already been transmitted.

5.2.2 Throughput Characteristics

Throughput is the effective data transfer rate measured in bits
per second.

For each datagram logical channel, a throughput class for each
direction of data transmission at the DTE/DCE interface is agreed
for a period of time between the Dl'E and the Administration (see
section 7.1.3).

Relating to datagram operation, the following has been identified
for further study:

(a) The attainment of throughput on a given datagram logi-
-cal channel.

(b) The necessity for discriminating between throughput on
detagram logical channels compared with logical chan-
nels used for virtual calls and permanent virtual cir-
cuits.

* - L
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5.2.3 Procedure for Reset

The reset procedure is used to re-initialize the dataqram logical
channel. When a datagram loqical channel at the DTE/DCE inter-
face has just been reset, the window related to each direction of
data transmission has a lower window edge equal to 0, and the
numbering of subsequent flow controlled packets to cross the
DTE/DCE interface for each direction of data transmission shall
start from 0.

For datagram logical channels, the reset procedure causes
datagrams and datagram service signals to be purged from the DCE
queue associated with that datagram logical channel. A datagram
service signal with the cause *Remote procedure error" will be
issued to the remote end for each datagram requesting the non-
delivery indication facility.

The reset procedure can only apply in the DATA TRANSFER state
(p4) of the DTE/DCE interface. In any other state of the DTE/DCE
interface, the reset procedure is abandoned. For example, when a
restarting procedure is initiated, RESET REQUEST and RESET INDI-
CATION packets can be left unconfirmed.

For flow control, there are three states dl, d2, and d3 within
the DATA TRANSFER state (p4). They are FLOW CONTROL READY (dl),
DTE RESET REQUEST (d2), and DCE RESET INDICATION (d3) as shown in
the state diagram in Annex 2, Figure A2.3/X.25. When entering
state p4, the datagram logical channel is placed in state dl.
Annex 3, Table A3.4/X.25 specifies actions taken by the DCE on
the receipt of packets from the OTE.

5.2.3.1 Reset Request Packet

The DTE shall indicate a request for reset by transmitting a
RESET REQUEST packet specifying the datagram logical channel.
This places the datagram logical channel in the DTE RESET REOUEST
state (d2).

5.2.3.2 Reset Indication Packet

The DCE shall indicate a reset by transmitting to the DTE a RESET
INDICATION packet specifying the datagram logical channel and the
reason for the resetting. This places the datagram logical chan-
nel in the DCE RESET INDICATION state (d3). In this state, the

DCE will ignore datagram, RR and RNR packets.

5.2.3.3 Reset Collision

Reset collision occurs when a DTE and a DCE simultaneously
transmit a RESET REOUEST packet and a RESET INDICATION packet
specifying the same datagram logical channel. Under this cir-
cumstance, the DCE will consider the reset completed. The DCE
will not expect a DTE RESET CONFIRMATION packet and will not
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transfer a DCE RESET CONFIRMATION packet. This places the
datagram logical channel in the FL(N4 CONTROL RE£DY state (dl).

5.2.3.4 Reset Confirmation Packets

When the datagran logical channel is in the DTE RESET REQUEST
state (2), the DCE will confirm reset by transmitting to the DTE
a DCF RESET CONFIRMATION packet. This places the datagram logi-
cal channel in the FLOW CONTROL READY state (dl).

The DCE RESET CONFIRMATION packet has local significance. The
time spent in the DTE RESET REQUEST state (d2) will not excee.
time-limit T22 (see Annex 4).

When the datagram logical channel is in the DE RESET INDICATION
state, the DTE will confirm reset by transmitting to the DC-E a
DTE RESET CONFIRMATION packet. This places the datagram logical
channel in the FLOW4 CONTROL READY state (dl). The action taken
by the DCE when the DTE does not confirm the reset within time-
out T12 is given in Annex 4.

5.3 Effects of Reset and Restart Procedures on the Transfer of
Packets

For datagram logical channels, the reset and restart procedures
cause datagrams and datagram service signals to be purged from
the DCE queue. A datagram service signal with the cause 'Remote
procedure errorm will be issued to the remote end for each
datagram requesting the non-delivery indication facility.

5.4 Effects of Physical and Link Level Failures

When a failure on physical and/or link level is detected, the DCE
will purge datagrams and datagram service signals from the DCE
queue associated with each datagram logical channel and, for each
datagram requesting the non-delivery indication facility,
transmit to the remote end a datagram service signal with the
cause 0Out of order*.

During the failure, the DCE will discard any incoming datagrams
and datagram service signals. A datagram service signal with the
cause 'Out of orderg will be sent to the remote end for each
datagram requesting the non-delivery indication facility.

When the failure is recovered on the physical and link levels,
the restart procedure will be actioned (see section 3.5). Upon
completion of this procedure, incoming datagrams and datagram
service signals will be handled in the normal manner.

7-
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6. PACKET FORMATS

6.1 General

The possible extension of packet formats by the addition of new
fields is for further study.

Note: Any such field:

(a) would only be provided as an addition following all pre-
viously defined fields, and not as an insertion between
any of the previously defined fields.

(b) would be transmitted to a DTE only when either the DCE
has been informed that the DTE is able to interpret this
field and act upon it, or when the DT. can iqnore the
field without adversely affecting the operation of the
DCE.

(c) would not contain any information pertaining to a user
facility to which the DTE has not subscribed.

Bits of an octet are numbered 8 to 1 where bit 1 is the low order
bit and is transmitted first. Octets of a packet are consecu-
tively numbered starting from 1 and are transmitted in this
order.

6.1.1 General Format Identifier

The General Format Identifier field is a four bit binary coded
field which is provided to indicate the general format of the
rest of the header. The General Format Identifier field is
located in bit positions 8, 7, 6 and 5 of octet 1, and bit 5 is
the low order bit (see Table 5.1/X.25).
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TABLE 6.I/X.25

GENERAL FORMAT IDENTIFIER

Ortet I
GENERAL FORMAT IDENTIFIER bits

P 7 6 5

Sequence numbering scheme n X 0 1
Call set-up modulo A
packets

Sequence numbering scheme 0 X 1 0
modulo 128

Sequence numbering scheme 0 0 0 1
Clearing, datagram, flow modulo 8
control, interrupt,
reset, restart and Sequence numbering scheme a 0 1 0
diagnostic packets modulo 128

Sequence numbering scheme X X 0 1

Data packets 
modulo 8

Sequence numbering scheme X X 1 0
modulo 12 _

Sequence numbering scheme 1 0 0 1
Dtagram service signal modulo 8
packets

Sequence numbering scheme 1 0 1 0
modulo 128

General Format Identifier extension * 1 1

*Undefined

Note: A bit which is indicated as "X" may be set to either "0" or
010 as discussed in subsequent sections.

Bit 8 of the General Format Identifier is used for the Qualifier
bit in data packets. It is set to 1 in datagram service signal
packets and is set to 0 in all other packets.

Bit 7 of the General Format Identifier is used for the delivery
confirmation procedure in data and call set-up packets and is set
to 0 in all other packets.

Bits 5 and 5 are encoded for four possible indications. Two of
the codes are used to distinguish packets using modulo 8 sequence
numbering from packets using modulo 128 sequence numbering. The
third code is used to indicate an extension to an expanded format

7_..
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for a family of General Format Identifier codes which are a sub-
ject of further study. The fourth code is unassigned.

Note 1: In the absence of the Extended Packet Sequence Numherinq
facility (see section 7.1.1), the sequence numbering
scheme is performed modulo 8.

Note 2: It is envisaged that other General Format Identifier
codes could identify alternative packet formats.

6.1.2 Logical Channel Group Number

The Logical Channel Group Number appears in every packet except
restart packets and diagnostic packets in bit positions 4, 3, 2
and 1 of octet 1. For each logical channel, this number has
local significance at the DTE/DCE interface.

This field is binary coded and bit 1 is the low order bit of the
Logical Channel Group Number. In restart and diagnostic packets,
this field is coded all zeros.

6.1.3 Logical Channel Number

The Log'ical Channel Number appears in every packet except restart
packets and diagnostic packets in all bit positioe:. of octet 2.
For aach logical channel, this number has local significance at
the DTE/DCE interface.

This field is binary coded and bit 1 is the low order bit of the
Logical Channel Number. In restart and diagnostic packets, this
field is coded all zeros.

6.1.4 Packet Type Identifier r_

Each packet shall be identified in octet 3 of the packet accord-
ing to Table 6.2/X.25.
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TABLE 6.2/X. 25

PACKET TYPE IDENTIFIER

PACKET TYPE OCTET 3
..... BITS

FROM DCE TO DTE FROM DTE TO DCE IP 7 f 5 4 3 2 1

CALL SET-UP AND CLEARING

INCOMING CALL CALL REQUEST 0 0 0 0 1 0 1 1

CALL CONNECTED CALL ACCEPTED 0 0 0 0 1 1 1 1

CLEAR INDICATION CLEAR REQUEST 0 0 0 1 0 0 1 1

DCE CLEAR CONFIRMATION DTE CLEAR CONFIRMATION 0 0 0 1 0 1 1 1

DATA AND INTERRUPT

DCE DATA DTE DATA X X X X X X X 0
DCE INTERRUPT DTE INTERRUPT 0 0 1 0 0 0 1 1 I
DCE INTERRUPT DTE INTERRUPT I

CONFIRMATION CONFIRMATION 0 0 1 0 0 1 1 1

DATAGRAM*

DCE DATAGRAM DTE DATAGRAM X X X X X X X 0
DATAGRAM SERVICE SIGNAL X X X X X X X 0

FLOW CONTROL AND RESET

RR (MODULO B) DTE RR (MODULE 8) X X X 0 0 0 0 1
DCE RR (MODULO 128)* DTE RR (MODULO 128)* 0 0 0 0 0 0 0 1

DCE RNR (MODULO 8) DTE RNR (MODULO 8) XX X 0 0 1 0 1
DCZ RNR (MODULO 128)0 DTE RNR (MODULO 128)* 0 0 0 0 0 1 0 1

DTE REJ (MODULO 8)* X XX 0 1 0 01
DTE REJ (MODULO 128)* 0 0 0 0 1 o 0 1

RESET INDICATION RESET REQUEST 0 0 0 1 1 0 1 1

DCE RESET CONFIRMATION DTE RESET CONFIRMATION 0 0 0 1 1 1 1 1

RESTART

RESTART INDICATION RESTART REQUEST 1 1 1 1 1 0 1 1
DCE RESTART CONFIRMATION DTE RESTART CONFIRMATION 1 I I 1 1 1 1 1

DIAGNOSTIC

DIAGNOSTIC* I I I 1 0 0 0 1

* Not necessarily available on every network.

Note: A bit which is indicated as "X" may be set to either "0' or

-- g1 as discussed in subsequent sections.

- - - - ~ - - -.
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6.2 Call Set-Up and Clearing Packets

6.2.1 Call Request and Incoming Call Packets

Figure 6.1/X.25 illustrates the format of CALL REQUEST and INCOM-
ING CALL packets.

General Format Identifier

Bit 7 of octet I should be set to 0 unless the mechanism defined
in section 4.3.3 is used.

Address Lengths Field

Octet 4 consists of field length indicators for the called and
calling DTE addresses. Bits 4, 3, 2 and 1 indicate the length of
the called DTE address in semi-octets. Bits 8, 7, 6 and 5 Indi-
cate the length of the calling DTE address in semi-octets. Each
address length indicator is binary coded and bit I or 5 is the
low order bit of the indicator.

Address Field

Octet 5 and the following octets consist of the called DTE
address when present, then the calling DTE address when present.

Each digit of an address is coded in a semi-octet in binary coded
decimal with bit 5 or 1 being the low-order bit of the digit.

Starting from the high order digit, the address is coded in octet
5 and consecutive octets with two digits per octet. In each
octet, the higher order digit is coded in bits 8, 7, 6 and S.

The Address field shall be rounded up to an Integral number of
octets by inserting zeros in bits 4, 3, 2 and 1 of the-last octet
of the field when necessary.

Note: This field may be used for optional addressing facilities
such as abbreviated addressing. The optional iddressing
facilities employed as well as the coding of those facili-
ties is for further study.

Facility Length Field

Bits 6, 5, 4, 3, 2 and 1 of the octet following the Address field
indicate the length of the Facility field in octets. The facil-
ity length indicator is binary coded and bit I is the low order
bit of the indicator.

Bits 8 and 7 of this octet are unassigned and set to 0.

... . ..
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Bits
6 7 6 5 3 2 1

General Format Logical Charnal
Idenifier Group Nut-her

oc'.e't I SeeNote,)I- - - - - -,

-'Logi cal
Channel Number

Packet Type Identifier
3 0 0 0 0 1 0 1 1

4 Calling DTE address Called DTE address
lenCth length

DTE Address (See Note 2)

0 0 0 0

0 0 Facility leng th

Facilities

Call User Data

(See Notes 3 andI ) ,

II

Note 1: Coded OX01 (modulo 8) or OXIO (modulo 128).
Note 2: The figure is drawn assuming a single address is |

present consisting of an odd number of digits.
Note 3: Bits 8 and T of the first octet of the Call

User Data field may have particular significance
(see section 6.2.1).

Note 4: Maximum length of the Call User Data field is
16 octets.

Figure 6.1/X.25 - Call request and incoming call packet format

i I.

* - ----.
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Facility Field

The Facility field is present only when the DTE is using an
optional user facility requiring some indication in the CALL
REQUEST and INCOMING CALL packets.

The codinq of the Facility field is defined in section 7.

The Facility field contains an integral number of octets. The
actual maximum length of this field depends on the facilities
which are offered by the network. However, this maximum does not
exceed 63 octets.

Call User Data Field

Following the Facility field, the Call User Data field may be
present and has a maximum length of 16 octets.

Note: At present, some networks require the Call User Data
field to contain an integral number of octets (see sec-
tion 3, Note 2).

If the Call User Data field is present, the use and format of
this field is determined by bits 8 and 7 of the first octet of
this field (see Note).

If bits 8 and 7 of the first octet of the Call User Data field
are 00, a portion of the Call User Data field is used for proto-
col identification in accordance with other CCITT Recommendations
such as Recommendation X.29.

If bits 8 and 7 of the first octet of the Call User Data field
are 01, a portion of the Call User Data field may be used for
protocol identification in accordance with specifications of
Administrations.

If bits 8 and 7 of the first octet of the Call User Data field
are 10, a portion of the Call User Data field may be used for
protocol identification in accordance with specificAtions of
international user bodies.

If bits 8 and 7 of the first octet of the Call User Data field
are 11, no constraints are placed on the use by the DTE of the
remainder of the Call User Data field.

Users are cautioned that if bits R and 7 of the first octet of
the Call User Data field have any value other than 11, a protocol
may be identified that is implemented within public data net-
works.

Note: When a virtual call is being established between two packet
mode DTEs, the network does not act on any part of the Call
User Data field, unless required to do otherwise by an
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appropriate request for an optional user facility on a per
call basis. Such a facility is for further study.

6.2.2 Call Accepted and Call Connected Packets

Figure #.2/X.25 illustrates the format of CALL ACCEPTED and CALL
CONNECTED packets.

General Format Identifier

Bit 7 of octet 1 should be set to 0 unless the mechanism defined
in section 4.3.3 is used.

Address Lengths Field

Octet 4 consists of field length indicators for the called and
calling DTE addresses. Bits 4, 3, 2 and 1 indicate the length of
the called DTE address in semi-octets. Bits 8, 7, 6 and 5 indi-
cate the length of the calling DTE address in semi-octets. Each
address length indicator is binary coded and bit 1 or 5 is the
low order bit of the indicator.

The use of the Address Lengths field in CALL ACCEPTED packets is
only mandatory when the Address field or the Facility Length
field is present.

Address Field

Octet 5 and the following octets consist of the called DTE
address when present, then the calling DTE address when present.

Each digit of an address is coded in a semi-octet in binary coded
decimal with bit 5 or 1 being the low-order bit of the digit.

Starting from the high order digit, the address Is coded in
octet 5 and consecutive octets with two digits per octet. In
each octet, the higher order digit is coded in bits 8, 7, 6 and
5.

The Address field shall be rounded up to an integral number of
octets by inserting zeros in bits 4, 3, 2 and 1 of the last octet
of the field when necessary.

Note: This field may be used for optional addressing facilities

such as abbreviated addressing. The optional addressing
facilities employed as well as the coding of those facili-
ties is for further study.
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Bits

8 7 6 5 3 2 1

General Format Logical Channel
dentifier Group Number

Oct.et 1 (See Note 1}- - - - -0 -

2 Logical
Channel Number

Packet Type Identifier

3 0 0 0. 0 1 1 1 1

Calling DTE address Called DTE adiress

length* length*
,, I

DTE Address (See Note 2)*

,0 0 0 0

0 Facility leng*h*

Facilities*

Note 1: Coded 0X01 (modulo 8) or OX10 (modulo 128).

Note 2: The figure is drawn assuming a single address
Is present consisting of an odd number of digits.

These fields are not mandatory in CALL ACCEPTED packets
(see section 6.2.2).

Figure 6.2/X.25 - Call accepted and call connected packet format
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Facility Lenath Field

Bits 5, 5, 4, 3, 2 and 1 of the octet following the Address field
indicate the length of the Facility field in octets. The facil-
ity length indicator is binary coded and bit 1 is the low order
bit of the indicator.

Bits 8 and 7 of this octet are unassigned and set to 0.

The use of the Facility Length field in CALL ACCEPTED packets is
only mandatory when the Facility field is present.

Facility Field

The Facility field is present only when the DTE is using an
optional user facility requiring some indication in the CALL
ACCEPTED and CALL CONNECTED packets.

The coding of the Facility field is defined in section 7.

The Facility field contains an integral number of octets. The
actual maximum length of this field depends on the facilities
which are offered by the network. However, this maximum does not
exceed 63 octets.

6.2.3 Clear Request and Clear Indication Packets

Figure 6.3/X.25 illustrates the format of CLEAR REQUEST and CLEAR
INDICATION packets.

Clearing Cause Field

Octet 4 is the Clearing Cause field and contains the reason for
the clearing of the call.

The bits of the Clearing Cause field in CLEAR REQUEST packets
should be set to 0 by the DTE. It is for further study whether
other values of these bits are ignored or processed by the DCE.

The coding of the Clearing Cause field in CLEAR INDICATION pack-

ets is given in Table 4.3/X.2S.

I
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Bits
8 7 6 5 L 3 2 1

General Format Logical Channel
Iden.tifier Group Number

O:tet 1 See Note .

Logical
Channel Nuzber

Packet Type Identifier

0 0 1 0 0 1 1

4Clearing Cause

5 Diagnostic Code

Note: Coded 0001 (modulo 8) or 0010 (modulo 128)
Tri.c field is not mandatory in CLEA REQUEST packets.

Figure 6.3/X.25 - Clear request and clear indication packet format

Bits

8 7 6 5 4 3 2 1

General Format Logical Channel
Identifier Group NumberOctet See Note "j

Logical
2 Channel Number

Packet Type Identifier

0 0 1 0 1 1 1

Note: Coded 0001 (m=dulo 8) or 0010 (modulo 128)

Figure 6.4/X.25- DTE and DCE clear confirmation packet format
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TABLE 6.3/X.25

CODING OF CLEARING CAUSE FIELD IN CLEAR INDICATION PACKET

8 7/ t 5 4 3 2 11

DTE originated 
0 0 0 0 0 0 0 0

Number busy' 0 0 0 0 0 0 0 1
Out of order 0 0 0 0 1 0 0 1
Remote procedure error 0 0 0 1 0 0 0 1
Reverse charging acceptance

not subscribed* 0 n 0 1 1 0 0 1
Incompatible destination 0 0 1 0 0 0 0 1
Fast select acceptance

not subscribed* 0 0 1 0 1 0 0 1

Invalid facility request 0 0 0 0 0 0 1 1
Access barred 0 0 0 0 1 0 1 1
Local procedure error 0 0 0 1 0 0 1 1

Network congestion 0 0 0 0 0 1 0 1
Not obtainable 0 0 a 0 1 1 0 1
RPOA out of order* 0 0 0 1 0 1 0 1

M May be received only if the corresponding optional user facil-
ity is used.

Diagnostic Code

Octet S is the Diagnostic Code and contains additional informa-

tion on the reason for the clearing of the call.

In a CLEAR REQUEST packet, the Diagnostic Code is not mandatory.

In a CLEAR INDICATION packet, if the Clearing Cause field Indi-
cates QDTE originatedO the Diagnostic Code is passed unchanged
from the clearing DTE. If the clearing DTE has not provided a
Diagnostic Code in its CLEAR REQUEST packet, then the bits of the
Diagnostic Code in the resulting CLEAR INDICATION packet will all
be zero.

When a CLEAR INDICATION packet results fram a RESTART REQUEST
packet, the value of the Diagmestic Code will be that specified
in the RESTART REUS packet, or all zeros in the case where no
Diagnostic Code has been specified in RESTART REQUEST.

When the Clearing Cause field does not indicate ODTE originat-
ed,' the Diagnostic Code In a CLEAR INDICATION packet is network
generated. Annex S lists the codings for network generated

I - --- -
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diagnostics. The bits of the Diagnostic Code are all set to 0
when no specific additional information for the clearing Is sup-
plied.

Notes The contents of the Diagnostic Code field do not alter the
meaning of the Cause field. A ITE is not required to
undertake any action on the contents of the Diagnostic
Code field. Unspecified code combinations in the Diagnos-
tic Code field shall not cause the lTV to not accept the
Cause field.

6.2.4 DYE and DC! Clear Confirmation Packets

rigure 4,4/X.25 illustrates the format of the DTE and DC CLEAR
CONFIRMATION packets.

6.3 Data and Interrupt Packets

6.3.1 WTE and DCE Data Packets

figure 6.5/X.25 illustrates the format of the MM and OCZ DATA
packets.

Qualifier Bit

Sit S of octet I is the Qualifier bit.

Delivery Confirmation Sit

Sit 7 of octet I Is the Delivery Confirmation bit.

Packet Receive Sequence Number

Sits 8, 7 and 6 of octet 3 or bits 8 through 2 of octet 4, when
extended, are used for indicating the Packet Receive Sequence
Number P(R). P(R) is binary coded and bit 6, or bit 2 when
extended, Is the low order bit.

ore Data Bit

Sit S in octet 3, or bit 1 In octet 4 when extended, is used for
the More Data mark: 0 for no more data and 1 for more data.

Packet Send Sequence Number

Bits 4, 3 and 2 of octet 3, or bits 8 through 2 of octet 3 when
extended, are used for indicating the Packet Send Sequence Number
PIS). P(S) is binary coded and bit 2 is the low order bit.
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Bits

7 6 5 L 3 2
General Format . Logical Channel
Identifier Group Number

Octet I D 0 1 1-

Logical

Channel Num-ber

3 M P(S) 0

User Data

Bits

7 6 5 h 3 2
General Format Logical Channel

Identifier Group Number
Octet I D 1 0

2 Logical
Channel Number

3 P(S) 0

P(R) M

I() User Data

(When extended to modulo 128)

D a Delivery Confirmation bit

M a More Data bit

Q a Qualifier bit

Figure b.5/X.25 -DTE and DCE data packet format
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User Data Field

Bits following octet 3, or octet 4 when extended, contain user
data.

Note: At present, some networks require the User Data field to
contain an Integral number of octets (see section 3, Note
2).

6.3.2 DTE and DCE Interrupt Packets

Figure 6.6/X.25 illustrates the format of the DTE and DCE INTER-
RUPT packets.

Interrupt User Data Field

Octet 4 contains user data.

6.3.3 DTE'and DCE Interrupt Confirmation Packets

Figure 6.7/X.25 illustrates the format of the DYE and DCE INTER-
RUPT CONFIRMATION packets.

6.4 Datagram and Datagram Service Signal Packets

6.4.1 DTE and DCE Datagram Packets

Figure 6.8/X.25 illustrates the format of DTE and DCE DATAGRAM
packets.

Packet Receive Sequence Number

Rits 8, 7 and 6 of octet 3, or bits B through 2 of octet 4 when
extended, are used for indicating the Packet Receive Sequence
Number P(R). P(R) is binary coded and bit 6, or bit 2 when
extended, is the low order bit.

Packet Send Sequence Number

Bits 4, 3 and 2 of octet 3, or bits 8 through 2 of octet 3 when
extended, are used for indicating the Packet Send Sequence
Number P(S). P(S) is binary coded and bit 2 is the low order
bit.

Address Lengths Field

The octet following the sequence numbers consists of field length
indicators for the destination and source DTE addresses. Bits 4,
3, 2 and 1 indicate the length olf the destination DYE address in
semi-octets. Bits 8, 7, 6 and S indicate the length of the
source DT address in semi-octet,. Each address length indicator
is binary coded and bit 1 or 5 us the low order bit of the indi-
cator.
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Bits

7T 6 5 4 3 2

General Format Logical Channel
Identifier

Octet I See Note Group I;umbe r

Logical
2 Channel N-ber

Packet Type Identifier

0 0 1 0 0 0 1

4 Interrupt User Data

Note: Coded 0001 (modulo 8) or 0010 (modulo 128)

Figure 6.6/X.25 - DTE and DCE interrupt packet f!rrst

Bits

8 7 6 5 4 3 2 1

General Format Logical Channel
IdentifierOctet 1 See note - Group Number

Logical
2 Channel Number

Packet Type Identifier

3 0 0 1 0 0 1 1 1

No le coded 0001 (modulo 8) or 0010 (modulo 128)
Figure6.7/X.25 - DTE and DCE interrupt confirmation packet format

- --
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Address Field

The octets following the Address Length field consist of the des-
tination DTE address when present, then the source DTE address
when present.

Each digit of an address is coded in a semi-octet in binary coded
decimal with bit 5 or 1 being the low-order bit of the digit.

Starting from the high order digit, the address is coded in con-
secutive octets with two digits per octet. In each octet, the
higher order digit is coded in bits 8, 7, 6 and 5.

The Address field shall be rounded up to an integral number of
octets by inserting zeros in bits 4, 3, 2 and 1 of the last octet
of the field when necessary.

Note: This field may be used for optional addressing facilities
such as abbreviated addressing. The optional addressing
facilities employed as well as the coding of those facili-
ties is for further study.

Facility Length Field

Bits 6, 5, 4, 3, 2 and 1 of the octet following the Address field
indicate the length of the Facility field in octets. The facil-
ity length indicator is binary coded and bit I is the low order
bit of the indicator.

Bits 8 and 7 of this octet are unassigned and set to 0.

Facility Field

The Facility field is present only when the DTE is using an
optional user facility requiring some indication in the datagram
packet.

The coding of this Facility field is defined in section 7.

The Facility field contains an integral number of octets. The
actual maximum length of this field depends on the facilities
which are offered by the network. However this maximum does not
exceed 63 octets.

User Data Field

Following the Facility field, the User Data field may be present
and has a maximum length of 128 octets. The first two octets of
the User Data field are called the datagram identification.

Note: At present, some networks require the User Data field to
contain an integral number of octets (see section 3, Note
2),
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6.4.2 Datagram Service Signal Packets

Figure 6.9/X.25 illustrates the format of DATAGRAM SERVICE SIGNAL

packets.

Packet Receive Sequence Number

Bits 8, 7 and 6 of octet 3, or bits 8 through 2 of octet 4 when
extended, are used for indicating the Packet Receive Sequence
Number P(R). P(R) is binary coded and bit 6, or bit 2 when
extended, is the low order bit.

Packet Send Sequence Number

Bit 4, 3 and 2 of octet 3, or bits 8 through 2 of octet 3 when
extended, are used for Indicating the Packet Send Sequence
Number P(S). P(S) is binary coded and bit 2 is the low order
bit.

Address Lengths Field

The octet following the sequence numbers consists of field length
indicators for the destination and source DTE addresses. Bits 4,
3, 2 and 1 indicate the length of the destination DTE address in
semi-octets. Bits 8, 7, 6 and 5 indicate the length of the
source DTE address in semi-octets. Each address length indicator
is binary coded and bit 1 or 5 is the low order bit of the indi-
cator.

The source DTE address length indicator is coded all zeros for
datagram service signal - general packets.

Address Field

The octets following the Address Length field consist of the des-
tination DT9 address when present, then the source DE address
when present (see section 5.1.4.1).

Each digit of an address is coded in a semi-octet in binary coded
decimal with bit 5 or 1 being the low-order bit of the digAt.

Starting from the high order digit, the address is coded in con-
secutive octets with two digits per octet. In each octet, the
higher order digit is coded in bits 8, 7, 6 and 5.

The Address field shall be rounded up to an integral number of
octets by inserting zeros in bits 4, 3, 2 and 1 of the last octet
of the field when necessary.

it
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Data ram Identification Field

The Datagram Identification field of datagram service signal -
specific packets contains the first two octets of the User Data
field from the original datagram to which the datagram service
signal packet applies. If the User Data field of the original
datagram is less than two octets, the Datagram Identification
field in the datagram service signal packet will be padded out to
two octets by inserting the appropriate number of 0 bits.

The Datagram Identification field of datagram service signal -
general packets is coded with all zeros.

Cause Field

The octet immediately following the Datagram Identification field
is the Cause field and contains the reason for the datagram ser-
vice signal.

The coding of the Cause field is given in Table 6.4/X.25.

J
it
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TABLE 6.4/x.25

CODING OF CAUSE FIELD IN DATAGRAM SERVICE SIGNAL PACKET

P 7 1 5 4 3 2 1

Datagram Service Signal - Specific

Datagram Rejected

Local procedure error 0 0 0 1 0 0 1 1
Invalid facility request 0 0 0 0 0 0 1 1

Access barred 0 0 0 0 1 0 1 1
Not obtainable 0 0 0 0 1 1 0 1
Incompatible destination 0 0 1 0 ( 0 0 1

Reverse charging acceptance 0 0 0 1 1 0 0 1

not subscribed

Datagram Non-Delivery Indication (Note 1)

Network congestion .0 0 0 0 0 1 0 1

Out of order 0 0 0 0 1 0 0 1

Number busy (destination queue full) 0 0 0 0 0 0 0 1

Remote procedure error 0 0 0 1 0 0 0 1

Datagram Delivery Confirmation (Note 2)

Delivery confirmation 0 0 1 1 0 0 0 1

Datagram Service Signal -General

Local DCE queue overflow (Note 3) 0 1 1 1 1 1 1 1
Network congestion 0 1 0 0 0 1 1 1

Network operational 0 1 0 0 1 1 1 1

Note 1: Issued only when the Non-delivery Indication facility
(see section 7.3.4) has been requested.

.Note 2, Issued only when the Delivery Confirmation facility (see

section 7.3.5) has been requested.

Note 3: For further study.

Diagnostic Code

The octet immediately following the Cause field contains addi-
tional information on the reason for the datagram service signal.



The coding of the Diagnostic Code field is given in Annex 5.
Assigned Diagnostic Codes applicable to datagram service signal
packets include decimal 33, 38, 39, 40, 65, 66, 67 and 68. The
bits of the Diagnostic Code in a datagram service signal packet
are all set to zero when no specific additional information for
the service signal is supplied.

Note: The contents of the Diagnostic-Code field do not alter the
- meaning of the Cause field. A DTE is not required to

undertake any action on the contents of the Diagnostic
Code field. Unspecified code combinations in the Diagnos-
tic Code field shall not cause the DTE to not accept the
Cause field.

Network Information Field

Following the Diagnostic Code field, the Network Information
field may be present and has a maximum length of 16 octets.

If the Diagnostic Code field designates Facility Code Not Allowed
or Facility Parameter Not Allowed, then the Network Information
field will contain the octets associated with the facility code
and its associated parameter field. If the Diagnostic Code field
designates Invalid Address, then the Network Information Field
will contain the octets associated with the two Address Length
fields and the octets associated with the Address field.

The information content of this field for other Diagnostic Codes

is for further study.

6.5 Flow Control and Reset Packets

6.5.1 DTE and DC£ Receive Ready (RR) Packets

Figure #;.1O/X.25 illustrates the format of the DYE and DCZ RR
packets.

Packet Receive Sequence Number

Bits 8, 7 and 6 of octet 3, or bits 8 through 2 of octet 4 when
extended, are used for indicating the Packet Receive Sequence
Number P(R). P(R) is binary coded and bit 6, or bit 2 when
extended, is the low order bit.

6.5.2 DTE and DCE Receive Not Ready (RNR) Packets

Figure 6.11/X.25 illustrates the format of the DTE and DCE RNR
packets.

'I,
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Bits

8 7 6 L 2 *

General Forr-at Logica C:.nn&I

Identifier Group ?,_-ber
Octet 1 0 0 0 1

Logical
2Channel Number

Packet Type Identifier

31 P(R) 0 o 0 0 1

(Modulo 8)

Bits

7 6 5 4 3 2

General Format Logical Uhannel

Octet 1 Identifier Group Number

Logical
2 Channel Number

Packet Type Identifier

3 0 0 0 0 0 0 0

4 W0

(vhen extended to Modulo 128)

Figure 6.10/X. 25 -DT and DCI RR packet format

f~~i -
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Bits

8 7 6 5 14 3 2

General format Logical1 Chan~nel
Identifier Group Number

Oc-t et 1 0 0 0 r e

Logical
2 Channel Number

Packet Type Identifier

3 F(PF) 0 0 1 0

(Modulo 8)

Bits

8 7 6 5 14 3 2
'eneral Forat Logieal Cha-el

Identifier
Octet: 1 0 0 r~ifie 0 Group Number

2 Logical
Chmel Number

Packet Type Identifier
0 0 0 0 0 1 0

1 0l

'4P(B) 0

(vhe, extended to Modulo 128)

Figure 6.11/X.25 - DTE and DCE RNR packet format

2i
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Packet Receive Sequence Number

Bits 8, 7 and 6 of octet 3, or bits 8 through 2 of octet 4 when
extended, are used for indicating the Packet Receive Sequence
Number P(R). P(R) is binary coded and bit 6, or bit 2 when
extended, is the low order bit.

6.5.3 Reset Request and Reset Indication Packets

Figure 6.12/X.25 illustrates the format of the RESET REQUEST and
RESET INDICATION packets.

Resetting Cause Field

Octet 4 is the Resetting Cause field and contains the reason for
the reset.

The bits of the Resetting Cause field in a RESET REQUEST packet
should be set to 0 by the DTE. It is for further study whether
other values of these bits are ignored or processed by the DCE.

The coding of the Resetting Cause field in a RESET INDICATION
packet is given in Table 6.5/X.25.

TABLE 6.5/X.25

CODING OF RESETTING CAUSE FIELD IN RESET INDICATION PACKET

87654321

DTE originated** 0 0 0 0 0 a 0 0

Out of order* 0 0 0 0 0 0 0 1
Remote procedure error** 0 0 0 0 0 0 1 1
Local procedure error 0 0 0 0 0 1 0 1
Network congestion 0 0 0 0 0 1 1 1
Remote DTE operational* 0 0 0 0 1 0 0 1
Network operational*** 0 0 0 0 1 1 1 1
Incompatible destination* 0 0 0 1 0 0 0

Applicable to permanent virtual circuits only.

** Applicable to virtual calls and permanent virtual circuits only.

*** Applicable to permanent virtual circuits and datagram logical

channels only.

m mmI
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Bits

8 7 6 5 3 2 1

General Format Logical Chan~nel
Identifier Group Number

Octet 1 See Note

Logical

2 Channel Number

Packet Te Identifier

3 0 0 0 1 1 0 1 1

4 Resetting Cause

5 Diagnostic Code

Note: Coded 0001 (modulo 8) or 0010 (modulo 128)

* This field is not mandatory in REEET RE^UEST packets.

Figure 6.12/X.25 - Reset request and reset indication packet format

Bits

8 7 6 5 4 3 2

General Format Logical Channel
Octet 1 Identifier Group Number

Logical

2 Channel Number

Packet Type Identifier

3 0 0 0 1 1 1 1

Note: Coded 0001 (modulo 8) or 0010 (modulo 128)

Figure 6.13/X.25 - DTE and DCE reset confirmatior packet f-.rmat

L
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Diaonostic Code

Octet 5 is the Diagnostic Code and contains additional informa-
tion on the reason for the reset.

In a RESET REQUEST packet the Diagnostic code Is not mandatory.

In a RESET INDICATION packet, if the Resetting Cause field indi-
cates IDTE originateds the Diagnostic Code has been passed
unchanged from the resetting DTE. If the DTE requesting a reset
has not provided a Diagnostic Code in its RESET REQUEST packet,
then the bits of the Diagnostic Code in the resulting RESET INDI-
CATION packet will all be zeros.

If a RESET INDICATION packet results from a RESTART REQUEST
packet, the value of the Diagnostic Code will be that specified
in the RESTART REQUEST, or all zeros in the case where no Diag-
nostic Code has been specified in RESTART REQUEST.

If the Resetting Cause field does not indicate "DTE originated*,
the Diagnostic Code in a RESET INDICATION packet is network gen-
erated. Annex 5 lists the codings for network generated diagnos-
tics. The bits of the Diagnostic Code are all set to 0 when no
specific additional information for the reset is supplied.

Note: The contents of the Diagnostic Code field do not alter the
meaning of the Cause field. A DTE Is not required to
undertake any action on the contents of the Diagnostic
Code field. Unspecified code combinations in the Diagnos-
tic Code field shall not cause the DTE to not accept the
Cause field.

6.5.4 YTE and DCE Reset Confirmation Packets

Figure 6.13/X.25 illustrates the format of the DTE and DCE RESET
CONFIRMATION packets.

6.6 Restart Packets

6.6.1 Restart Request and Restart Indication Packets

Figure 6.14/X.25 illustrates the format of the RESTART REQUEST
and RESTART INDICATION packets.

Restarting Cause Field

Octet 4 is the Restarting Cause field and contains the reason for
the restart.

The bits of the Restarting Cause field in RESTART REQUEST packets
should be set to 0 by the DIT. It is for further study whether
other values of these bits are ignored or processed by the DCE.

L
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Bits
7 63 1

General Format
Identifier 0 0 0 C,

Octet 1 See Note --

2 0 0 0 0 0 0 0 0

3 Packet Type Identifier

11 1 1 1 0 1 1

I. Restarting Cause

5 Diagnostic Code'

Note: Coded 0001 (modulo 8) or 0010 (modulo 128)

This field is not mandatory in RESTART REQUEST packets

Figure 6.114/X.25 - Restart request and restart indication packet format

Bits

8 6 5 1 3 2 1

General Format
Identifier 0 0 0

Octet I See Note

2 0 0 0 0 0 0 0

Packet Type Identifier

3 1 1 1 1 1 1 I
Note: Coded 0001 (modulo 8) or 0010 (modulo 128)

Figure 6.15/X.25 - DTE and DCE restart confirmation packet format
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The coding of the Restarting Cause field in the RESTART INDICA-
TION packets is given in Table 6.4/X.25..

TABLE #.6/X.25

CODING OF RESTARTING CAUSE FIELD IN RESTART
INDICATION PACKETS

8 7 6 5 4 3 2 1

Local procedure error 00 0 0 0 0 0 1

Network congestion 0 0 0 0 0 0 1 1
Network operational 0 0 0 0 0 1 1 1

Diagnostic Code

Octet 5 is the Diagnostic Code and contains additional informa-
tion on the reason for the restart.

In a RESTART REOUEST packet, the Diagnostic Code is not manda-
tory. The Diagnostic Code, if specified, is passed to the
corresponding DTEs as the Diagnostic Code of a RESET INDICATION
packet for permanent virtual circuits or a CLEAR INDICATION
packet for virtual calls.

The coding of Diagnostic Code field in a RESTART INDICATION
packet is given in Annex 5. The bits of the Diagnostic Code are
all set to zero when no specific additional information for the
restart is supplied.

Note: The contents of the Diagnostic Code field do not alter the
meaning of the Cause field. A DTE is not required to
undertake any action on the contents of the Diagnostic
Code field. Unspecified code combinations in the Diagnos-
tic Code field shall not cause the DTE to not accept the
Cause field.

6.6.2 DTE and DCE Restart Confirmation Packets

Figure 6.15/X.25 Illustrates the format of the DTE and DCE RES-
TART CONFIRMATION packets.

6.7 Diagnostic Packet

Figure 6.16/X.25 illustrates the format of the DIAGNOSTIC packet.
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Bits
8 7 6 5 4 3 2 1
General Format

Octet 1 Identifier 0 0 0 0
(See Note 1)

2 0 0 0 0 0 0 0 0

3 1 1 1 1 0 0 0 1
Packet Type Identifier

4 Diagnostic Code

Diagnostic Explanation

(See Note 2)

Note 1: Coded 0001 (modulo 8) or 0010 (modulo 128)

Note 2: The figure is drawn assuming the Diagnostic
Explanation field is an integral number of
octets in length.

Figure 6.16/X.25 - Diagnostic packet format
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Diagnostic Code Field

Octet 4 is the diagnostic code and contains information on the
error condition which resulted in the transmission of the DIAG-
NOSTIC packet. The coding of the Diagnostic Code field is given
in Annex 5.

Diagnostic Explanation Field

When the DIAGNOSTIC packet is issued as a result of the reception
of an erroneous packet from the DTE (see Table A3.1/X.25), this
field contains the first three octets of header information from
the erroneous DTE packet. If the packet contains less than 3
octets, this field contains whatever bits were received.

When the DIAGNOSTIC packet is issued as a result of a DCE timeout
(see Table A4.1/X.25), the Diagnostic Explanation field contains
2 octets coded as follows:

- Bits 8, 7, A and 5 of the first octet contains the General
Format Identifier for the interface.

- Bits 4 to 1 of the first octet and bits 8 to I of the second
octet are all 0 for expiration of time-out T1O and give the
number of the logical channel on which the time-out occurred
for expiration of time-out T12 or T13.

6.8 Packets Required for Optional User Facilities

6.8.l DTE Reject (REJ) Packet For The Packet Retransmission
Facility

Figure 4.17/X.25 illustrates the format of the DTE REJ packets,
used in conjunction with the Packet Retransmission facility
described in section 7.1.4.

Packet Receive Sequence Number

Bits 8, 7 and 6 of octet 3, or bits 8 through 2 of octet 4 when
extended, are used for indicating the Packet Receive Sequence
Number P(R). P(R) is binary coded and bit 6, or bit 2 when
extended, is the low order bit.

6.8.2 Call Set-up and Clearing Packets For The Fast Select
Facility and Fast Select Acceptance Facility

6.8.2.1 Call Request and Incoming Call Packets

Figure 6.18/X.25 illustrates the format of CALL REOUEST and
MNCOMING CALL packets used in conjunction with the Fast Select
facility and Fast Select Acceptance facility described in sec-
tions 7.2.4 and 7.2.5.
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Bite
7 6 5 4 3 2 1

General Format Loeica2 Channel
Identifier Group NUmber

Octet 1 1 . .. . .
Logical

2 Channel Number

Packet Type Identifier
3 P(.R) 0 2 0 o

(Modulo 8)

Bits

7 6 5' 3 2
General Format Logical Channel

Identifier Groun Number
Octet 1 0 0 1 0 _

Logical
2 Channel Number

Packet Type Identifier

0 0 0 0 0

P(R) 0

(When extended to modulo 128)

Figure 6.17/X.25 - DTE REJ packet format
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Bits
8 7 6 5 3 2 1

General For=at Logical Channel
Ilentifier Groui Number

Octet 1 (See Note 1) 1

2 Locgical
Channel Nu.nber

Packet Type Identifier
3 0 0 0 0 1 0 1 1

4 Calling DTE address Called DTE address
length length

DTE Address (see Note 2)I '
0 0 0 0

0 0 Facility length

I I

Facilities

!I

I Call User Data
(See Notes 3 and) I

I. I

Note 1: Coded 0X01 (modulo 8) or 0X10 (modulo 128).
Note 2: The figure is drawn assmi.ng a single address is

present consisting of an odd number of digits.
Note 3: Bits 8 and 7 of the first octet of the Call

User Data field may have particular significance
(see section 6.2.1).

Note4: Maximum length of the Call User Data field is
128 octets.

Figure 6.18/X.25 - Call request and incoming call packet format
for the Fast Select facility

- -- - . -
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Description of section 6.2.1 is applied to this section except
the length of the Call User Data field has a maximum length of
128 octets.

Note: At present, some networks require the Call User Data
field to contain an integral number of octets (see sec-
tion 3, Note 2).

6.8.2.2 Call Accepted and Call Connected Packets

Figure 6.19/X.25 illustrates the format of CALL ACCEPTED and CALL
CONNECTED packets used in conjunction with the Fast Select facil-
ity and Fast Select Acceptance facility described in sections
7.2.4 and 7.2.5.

Description of section 6.2.2 is applied to this section and, in
addition, the Called User Data field may be present and has a
maximum length of 128 octets. The Address Lengths field and
Facility Length field are mandatory.

Note: At present, some networks require the Cal.ed User Data
- field to contain an integral number of octets (see sec-

tion 3, Note 2).

If the Called User Data field Is present, the "se and format of
this field is determined by bits 8 and 7 of the first octet of
this field (see Note).

If bits 8 and 7 of the first octet of the Called User Data field
are 00, a portion of the Called User Data field Is used for pro-
tocol identification in accordance with other CCITT Recommenda-
tions.

If bits 8 and 7 of the first octet of the Called User Data field
are 01, a portion of the Called User Data field may be used for
protocol identification in accordance with specifications of
Administrations.

If bits 8 and 7 of the first octet of the Called UsJ. Data field
are 10, a portion of the Called User Data field may be used for
protocol identification in accordance with specifications of
International user bodies.

If bits 8 and 7 of the first octet of the Called User Data field
are 11, no constraints are placed on the use by the DTE of the
remainder of the Called User Data field.

Users are cautioned that if bits A and 7 of the first octet of
the Called User Data field have any value other than 11, a proto-
col may be identified that is implemented within public data net-
works.

______ ______
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Bits

8 7 6 5 3 2 1

General Formst Logical Channel
Identifier Grout Number

Octet I (See Note 1) - - - - - -

2 Logical
Channel Nunber

Packet Type Identifier
3 0 0 0 0 I I I I

h Calling DTE address Called DTE address

length length

DTE Address (See Note 2)

0 0 0 0

C 0 Facility length

Facilities

I Called User Data I
(See Notes 3 and 4)

tE.1: Coded OXOl (modulo 8) or 0XlO (modulo 128).
Note 2: The figure is drawn assuming a single address

is present consisting of an odd number of digits.
Note 3: Bits 8 and 7 of the first octet of the Called

User Data field may have particular significance
(see section 6.8,2.21,

Note 4: Maximum length of the Called User Data field is
128 octets.

Figure 6.19/X.25 - Call accepted and call connected packet format

for the Fast Select facility
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Note: When a virtual call is being established between two
packet mode DTEs, the network does not act on any part of
the Called User Data field, unless required to do other-
wise by an appropriate request for an optional user facil-
ity on a per call basis. Such a facility Is for further
study.

6.8.2.3 Clear Request and Clear Indication Packets

Figure 6.20/X.25 illustrates the format of CLEAR REQUEST and
CLEAR INDICATION packets used in conjunction with the Fast Select
facility and Fast Select Acceptance facility described in sec-
tions 7.2.4 and 7.2.5.

Description of the Clearing Cause field and the Diagnostic Code
field in section 6.2.3 is applied to this section. In addition
the following fields may follow the Diagnostic Code field and in
such cases the use of the Diagnostic Code field is mandatory.

Address Lengths Field

Octet 6 consists of field length indicators for the called and
calling DTE addresses. Bits 4, 3, 2 and 1 indicate the length of
the called DTE addresses in semi-octets. Bits 8, 7, 6 and 5
indicate the length of the calling DTE address in semi-octets.
Each address length indicator is binary coded and bit 1 or 5 is
the low order bit of the indicator.

Note: This field is coded with all Os. Other codings are for
further study.

Address Field 4

Note: Pending the further study Indicated above, this field Is
not present.

Facility Length Field

Bits 6, 5, 4, 3, 2 and I of the octet following the Address field
indicate the length of the Facility field in octets. The facil-
Ity length Indicator is binary coded and bit 1 is the low order
bit of the indicator.

Bits 8 and 7 of this octet are unassigned and set to 0.

Note: This field is coded with all Os. Other codings are for
further study.

L.
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Bits

8 7 6 5 3 2 1

General Fcrr.,' i Logical Channel
]de:. i fief Group Nuzber

Oc-t et I(See Note 1) 1

Logical
Channel Nuber

Packet Type identifier

0 0 0 1 0 0 1

Clearing Cause

5 Diagnostic Code

6 Calling DTE address Called DTE address
length length

DTE Address (See Note 2)

0 0 i Facility 0en 0h

Facilities

j Clear User Data

(See Note 3)I

Note 1: Coded 0001 (modulo 8) or 0010 (modulo 128).
Note 2: The figure is drawn assuming a single address

is present consisting of an odd number of digits.
Note 3: Maximum length of the Clear User Data field

is 128 octets.

Figure 6.20/X.25 - Clear request and clear indication
packet format for the Fart Select facility

- - ~ -- - -
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Facility Field

Note: Pending the further study indicated above, this field is
not present.

Clear User Data Field

Following the Facility field, the Clear User Data field may be
present and has a maximum length of 128 octets.

Note: At present, some networks require the Clear User Data
field to contain an integral number of octets (see sec-
tion 3, Note 2).

7. PROCEDURES AND FORMATS FOR OPTIONAL USER FACILITIES

7.1 Procedures for Optional User Facilities Associated with Vir-

tual Circuit and Datagram Services

7.1.1 Extended Packet Sequence Numbering

Extended Packet Sequence Numbering is an optional user facility
agreed for a period of time. It applies in common to all logical
channels at the DTE/DCE interface.

This user facility, if subscribed to, provides sequence numbering
of packets performed modulo 128. In the absence of this facil-
ity, the sequence numbering of packets is performed modulo 8.

7.1.2 Nonstandard Default Window Sizes

Nonstandard Default Window Sizes is an optional user facility
agreed for a period of time. This facility, if subscribed to, I
provides for the selection of default window sizes from the list
of window sizes supported by the Administration. Some networks
may constrain the default window sizes to be the same for each
direction of transmission across the DTE/DCE interface. In the
absence of this facility, the default window sizes are 2.

Values other than the default window sizes may be negotiated for
a virtual call by means of the Flow Control Parameter Negotiation
facility (see section 7.2.2). Values other than the default win-
dow sizes may be agreed for a period of time for each permanent
virtual circuit and each datagram logical channel.

7.1.3 Default Throughput Classes Assignment

Default Throughput Classes Assignment is an optional user facil-
ity agreed for a period of time. This facility, if subscribed
to, provides for the selection of default throughput classes from
the list of throughput classes supported by the Administration.
Some networks may constrain the default throughput classes to be
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the same for each direction of data transmission. In the absence
of this facility, the - ault throughput classes correspond to
the user class of service of the DTE (see section 7.4.2.6) but do
not exceeA the maximum throughput class supported by the network.

The default throughput classes are the maximum throughput classes
which may be associated with any virtual call at the DTE/DCE
interface. Values other than the default throughput classes may
be neiotiated for a virtual call by means of the Throughput Class
Negotiation facility (see section 7.2.3). Values other than the
default throughput classes may be agreed for a period of time for
each permanent virtual circuit and each datagram logical channel.

7.1.4 Packet Retransmission

Packet Retransmission is an optional user facility agreed for a
period of time. It applies in common to all logical channels at
the DTE/DCE interface.

Note: In this section, the term *flow controlled packet' refers
to the DCE DATA packet for virtual call and permanent vir-
tual circuit logical channels and refers to the DCE
DATAGRAM and DATAGRAM SERVICE SIGNAL packets for datagram
logical channels.

This user facility, if subscribed to, allows a DTE to request
retransmission of one or several consecutive flow controlled
packets from the DCE by transferring across the DTE/DCE interface
a DTE REJECT packet specifying a logical channel number and a
sequence number P(R). The value of this P(R) should be within
the range from the last P(R) received by the DCE up to, but not
including, the P(S) of the next flow controlled packet to be
transmitted by the DCE. If the P(R) is outside this range, the
DCE will initiate the reset procedure with the cause *Local pro-
cedure error* and diagnostic #2.

When receiving a DTE REJECT packet, the DCE initiates on the
specified logical channel retransmission of the flow controlled
packets; the Packet Send Sequence Numbers of which are starting
from P(R) where P(R) is indicated in the DTE REJECT packet.
Until the DCE transfers across the DTE/DCE interface a flow con-
trolled packet with a Packet Send Sequence Number equal to the
P(R) indicated in the DTE REJECT packet, the DCE will consider
the receipt of another DTE REJECT packet as a procedure error and
reset the logical channel.

Additional flow controlled packets pending initial transmission
may follow the retransmitted packet(s).

A DTE receive not ready situation indicated by the transmission
of RNR packet is cleared by the transmission of a DTE REJECT
packet.
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The conditions under which the DCF ignores a DT) REJECT packet,
or considers it as a procedure error, are those described for
flow control packets (see Annex 3).

7.1.5 Incoming Calls Barred

Incoming Calls Barred is an optional user facility agreed for a
period of time. This facility applies to all logical channels
used aL the DTE/DCE interface for virtual calls and datagrams.

This user facility, if subscribed to, prevents incoming virtual
calls and datagrams from being presented to the DTE. The DTE may
originate outgoing virtual calls and datagrams.

Note: Logical channels used for virtual calls retain their full
-- duplex capability. Logical channels used for datagrams

and datagram service signals retain their capability to
convey datagram service signals.

7.1.6 Outgoing Calls Barred

Outgoing Calls Barred is an optional user facility agreed for a
period of time. This facility applies to all logical channels
used at the DTE/DCE interface for virtual calls and datagrams.

This user facility, if subscribed to, prevents the DCE from
accepting outgoing virtual calls and datagrams from the DTE. The
DTE may receive incoming virtual calls and datagrams.

Note: Logical channels used for virtual calls retain their full
-- duplex capability.

7.1.7 One-way Logical Channel Outgoing

One-way Logical Channel Outgoing is an optional user facility
agreed for a period of time. This user facility, if subscribed
to, restricts the logical channel use to originating outgoing
virtual calls or datagrams only.

Note: A logical channel used for virtual calls retains its full
duplex capability. A logical channel used for datagrams
and datagram service signals retains its capability to
convey datagram service signals.

The rules according to which Logical Channel Group Numbers and
Logical Channel Numbers can be assigned to one-way outgoing logi-
cal channels for virtual calls are given in Annex 1.

Note: If all the logical channels for virtual calls and
datagrams are one-way outgoing at a DTE/DCE interface,
the effect is equivalent to the Incoming Calls Barred
facility (see section 7.1.5).

-- T
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7.1.8 One-way Logical Channel Incominq

One-way Logical Channel Incoming is an optional user facility
agreed for a period of time. This user facility, if subscribed
to, restricts the logical channel use to receiving incoming vir-
tual calls or datagrams only.

Note: A logical channel used for virtual calls retains its full
duplex capability.

The rules according to which Logical Channel Group Numbers and
Logical Channel Numbers can be assigned to one-way incoming logi-
cal channels for virtual calls are given in Annex 1.

Note: If all the logical channels for virtual calls and
datagrams are one-way incoming at a DTE/DCE interface,
the effect is equivalent to the Outgoing Calls Barred
facility (see section 7.1.5).

7.1.9 Closed User Group

Closed User Group is an optional user facility agreed for a
period of time for virtual calls or datagrams. This facility, if
subscribed to, enables the DTE to belong to one or more closed
user groups. A closed user group permits the DTEs belonging to
the group to communicate with each other, but precludes communi-
cation with all other DTEs.

The calling/source DTE should specify the closed user group
selected for a virtual call or datagram using the optional user
facility parameters (see section 7.4.2.1) in the CALL REQUEST or
DTE DATAGRAM packet.

The closed user group selected for a virtual call or datagram
will be indicated to a called/destination DE us'ng the optional
user facility parameters (see section 7.4.2.1) in the INCOMING
CALL or DCE DATAGRAM packet.

When a DTE only belongs to one closed user group or when the vir-
tual call or datagram is associated with the DTE's preferential
closed user group, this indication may not be present in the CALL
REQUEST, INCOMING CALL, DTE DATAGRAM or CE DATAGRAM packet.

7.1.10 Closed User Group with Outgoing Access

Closed User Group with Outgoing Access is an optional user facil-
Ity agreed for a period of time for virtual calls or datagrams.
This user facility, if subscribed to, enables the D0E to belong
to one or more closed user groups (as in section 7.1.9) and to
originate virtual calls or datagrams to DTEs in the open part of
the network and to DTEs having the incoming access capability.

.. "
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The procedures for using this facility are the same as those
given in section 7.1.9. However, the optional user facility
parameters may not be present when originating virtual calls or
datagrams to DTEs in the open part of the network or to DTEs hav-
Ing the incoming access capability.

7.1.11 Closed User Group with Incoming Access

Closed User Group with Incoming Access is an optional user facil-
ity agreed for a period of time for virtual calls or datagrams.
This user facility, if subscribed to, enables the DTE to belong
to one or more closed user groups (as in section 7.1.9) and to
receive incoming calls or datagrams from DTEs in the open part of
the network and from DTEs having the outgoing access capability.

The procedures for using this facility are the same as those
given in section 7.1.9. However, the optional user facility
parameters may not be present when receiving incoming calls or
datagrams from DTEs in the open part of the network or from DTEs
having the outgoing access capability.

7.1.12 Incoming Calls Barred within a Closed User Group

Incoming Calls Barred within a Closed User Group is an optional
user facility agreed for a period of time. This user facility,
if subscribed to for a given closed user group, permits the DTE
to originate virtual calls or datagrams to DTEs in this closed
user group, but precludes the reception of incoming calls or
datagrams from other DTEs in this closed user group.

The procedures for using this facility are the same as those
given in sections 7.1.9, 7.1.10 and 7.1.11.

7.1.13 Outgoing Calls Barred within a Closed User Group

Outgoing Calls Barred within a Closed User Group is an optional
user facility agreed for a period of time. This user facility,
if subscribed to for a given closed user group, permits the DTE
to receive virtual calls or datagrams from other DTEs in this
closed user group, but prevents the DTE from originating virtual
calls or datagrams to other DTEs in this closed user group.

The procedures for using this facility are the same as those

given in sections 7.1.9, 7.1.10 and 7.1.11.

7.1.14 Bilateral Closed User Group

Bilateral Closed User Group is an optional user facility aqreed
for a period of time for virtual calls or datagrams. This facil-
ity, if subscribed to, enables the DTE to belong to one or more
bilateral closed user groups. A bilateral closed user group per-
mits a pair of DTEs who bilaterally agree to communicate with
each other to do so, but precludes communication with all other

It

a. ~ .- - -.
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DTEs.

The calling/source DTE should specify the bilateral closed user
group selected for a virtual call or datagram using the optional
user facility parameters (see section 7.4.2.2) in the CALL
REQUEST or DTE DATAGRAM packet. The called/destination DTE
address length shall be coded all zeros.

The bilateral closed user group for a virtual call or datagram
will be indicated to a called/destination DIE using the optional
user facility parameters in the INCOMING CALL or DCE DATAGRAM
packet.

7.1.15 Bilateral Closed User Group with Outgoing Access

Bilateral Closed User Group with Outgoing Access is an optional
user facility agreed for a period of time for virtual calls or
datagrams. This facility, if subscribed to, enables the DTE to
belong to one or more bilateral closed user groups (as in section
7.1.14) and to originate virtual calls or datagrams to DTEs in
the open part of the network.

The procedures for using this facility are the same as those
given in section 7.1.14.

7.1.16 Reverse Charging

Reverse Charging is an optional user facility which can be
requested by a DTE for a given virtual call or for a datagram
(see section 7.4.2.3).

7.1.17 Reverse Charging Acceptance

Reverse Charging Acceptance is an optional user facility agreed
for a period of time.

This user facility, if subscribed to, authorizes the DCE to
transmit to the DTE incoming calls or datagrams which request the
Reverse Charging facility. In the absence of'this facility, the
DCE will not transmit to the DTE incoming calls or datagrams
which request the Reverse Charging facility.

7.1.18 RPOA Selection

RPOA Selection is an optional user facility which may be
requested by a DTE for a given virtual call or for a datagram.

This user'facility, when requested, provides for the user specif-
ication by the calling/source DTE of a particular RPOA transit
network through which the call or datagram is to be routed inter-
nationally, when more than one RPOA transit network exists at an
international gateway (see section 7.4.2.4).

- J- ~- --- --- - - ___ ___
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7.2 Procedures for Optional User Facilities Only Available with

Virtual Circuit Services

7.2.1 Nonstandard Default Packet Sizes

Nonstandard Default Packet Sizes is an optional user facility
agreed for a period of time. This facility, if subscribed to,
provides for the selection of default packet sizes from the list
of packet sizes supported by the Administration. Some networks
may constrain the packet sizes to be the same for each direction
of data transmission across the DTE/DCE interface. In the
absence of this facility, the default packet sizes are 120
octets.

Note: In this section, the term *packet sizes" refers to the
maximum User Data field lengths of DIX DATA and DTE DATA
packets.

Values other than the default packet sizes may be negotiated for
a virtual call by means of the Flow Control Parameter Negotiation
facility (see section 7.2.2). Values other than the default
packet sizes may be agreed for a period of time for each per-
manent virtual circuit.

7.2.2 Flow Control Parameter Negotiation

Flow Control Parameter Negotiation is an optional user facility
agreed for a period of time which can be used by a DTE for vir-
tual calls. This facility, if subscribed to, permits negotiation
on a per call basis of the flow control parameters. The flow
control parameters considered are the packet and window sizes at
the DTE/DCE interface for each direction of data transmission.

Note: In this section, the term "packet sizesO refers to the
- maximum User Data field lengths of DCE DATA and DTE DATA

packets.

In the absence of the Flow Control Parameter Negotiation facil-
ity, the flow control parameters to be used at a particular
DTE/DCE interface are the default packet sizes (see section
7.2.1) and the default window sizes (see section 7.1.2).

When the calling DTE has subscribed to the Flow Control Parameter
Negotiation facility, it may separately request packet sizes and
window sizes for each direction of data transmission (see section
7.4.2.5). If a particular window size is not explicitly
requested in a CALL REQUEST packet, the DCE will assume that the
default window size was requested. If a particular packet size
is not explicitly requested, the DCE will assume that the default
packet size was requested.

When a called DTZ has subscribed to the Flow Control Parameter
Negotiation facility, each INCOMING CALL packet will indicate the



-A 108-

packet and window sizes from which DTE negotiation can start. No
relationship needs to exist between the packet and window sizes
requested in the CALL REQUEST packet and those indicated in the
INCOMING CALL packet. The called DTE mey request window and
packet sizes with facilities in the CALL ACCEPTED packet. The
only valid facility requests in the CALL ACCEPTED packet, as a
function of the facility indications in the INCOMING CALL packet,
are given in Table 7.1/X.25. If the facility request is not made
in the CALL ACCEPTED packet, the DTE is assumed to have accepted
the indicated values (regardless of the default values).

TABLE 7.1/X.25

VALID FACILITY REQUESTS IN CALL ACCEPTED PACKET 1N RESPONSE
TO FACILITY INDICATIONS IN INCOMING CALL PACKET

Facility Indication Valid Facility Request

W(indicated) > 2 W(indicated) W(requested) ) 2

W(indicated) 1 W(requested) * 1 or 2

P(indicated) > 128 P(indicated) > P(requested) > 128

P(indicated) < 128 128 > P(requested) I P(indicated)

When the calling DTE has subscribed to the Flow Control Parameter
Negotiation facility, every CALL CONNECTED packet will indicate
the packet and window sizes to be used at the DTE/DCE interface
for the call. The only valid facility indications in the CALL
CONNECTED packet, as a function of the facility requests in the
CALL REQUEST packet, are given in Table 7.2/X.25.

- ---
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VALID FPRCILITY INDICATIONS IN CALL CONNECTED PPCYET IN
RESPONSE TO FACILITY REQUESTS IN CALL REQUEST PACKET

Facility Request Valid Facility Indication

W(requested) > 2 W(requested) > W(indicated) > 2

W(requested) * 1 W(indicated) * 1 or 2

P(requested) > 128 P(requested) > P(indicated) > 128

P(requested) < 128 128 > P(indicated) > P(requested)

The network may have constraints requiring the flow control
parameters used for i call to be modified befo-i indicating them
to the DTE in the It,:OMTNG CALL packet or CALL CONNECTED packet;
e.g., the ranges of parameter values available on various net-
works may differ.

Window and packet sizes need not be the same at each end of a
virtual call.

The role of the DCE in negotiating the flow control parameters
may be network dependent.

7.2.3 Throughput Class Negotiation .

Throughput Class Neqotiation is an optional user facility agreed
for a period of time which can be used by a DTE for virtual
calls. This facility, if subscribed to, permits negotiation on a
per call basis of the throughput classes. The throughput classes
are considered independently for each direction of data transmis-
sion.

Default values are agreed between the DTE and the Administration
(see section 7.1.3). The default values correspond to the max-
imum throughput classes which may be associated with any virtual
call at the DTE/DCE interface.

When the calling DTE has subscribed to the Throughput Class Nego-
tiation facility, it may separately request the throughput
classes of the virtual call in the CALL REQUEST packet (see sec-
tion 7.4.2.6). If particular throughput classes are not
requested, the DCE will assume the default values.

When a called DTE has subscribed to the Throughput Class Negotia-
tion facility, each INCOMING CALL packet will indicate the
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throughput classes from which DTE negotiation may start. These
throughput classes are lower or equal to the ones selected at the
c.lling DTE/D-E interface, either explicitly, or by default if
the calling DTE has not subscribed to the Throughput Class Nego-
tiation facility or has not explicitly requested throughput class
values in the CALL REQUEST packet. These throughput classes
indicated to the called DTE will also not be higher than the
default throughput classes, respectively for each direction of
transmission, at the callinq and the called DTE/DCE interfaces.
They may be further constrained by internal limitations of the
netwo r k.

The called DTE may request with a facility in the CALL ACCEPTED
packet the throughput classes that should finally apply to the
virtual call. The only valid throughput classes in the CALL
ACCEPTED packet are lower than or equal to the ones (respec-
tively) indicated in the INCOMING CALL packet. If the called DTE
does not make any throughput class facility request in the CALL
ACCEPTED packet, the throughput classes finally applying to the
virtual call will be the ones indicated in the INCOMING CALL
packet.

If the called DTE has not subscribed to the Throughput Class
Negotiation facility, the throughput classes finally applying to
the virtual call are less than or equal to the ones selected at
the calling DTE/DCE interface, and less than or equal to the
default values defined at the called DTE/DCE interface.

When the calling DTE has subscribed to the Throughput Class Nego-
tiation facility, every CALL CONNECTED packet will indicate the
throughput classes finally applying to the virtual call.

When neither the calling DTE nor the called DTE has subscribed to I.
the Throughput Class Negotiation facility, the throughput classes
applying to the virtual call will not be higher than the ones
agreed as defaults at the calling and called DTE/DCE interfaces.
They may be further constrained to lower values by the network,
e.g., for international service.

Note 1: Since both Throughput Class Negotiation and Flow Control
Parameter Negotiation (see section 7.2.2) facilities can
be applied to a single call, the achievable throughput
will depend on how users manipulate the D bit.

Note 2: Users are cautioned that the choice of too small a win-
dow and packet size of a DTE/DCE interface (made by use
of the Flow Control Parameter Negotiation facility) may
adversely affect the attainable throughput class of a
virtual call. This is likewise true of flow control
mechanisms adopted by the DTE to control data transmis-
sion from the DCE.

L



7.2.4 Fast Select

Fast Select is an optional user facility which may be requested
by a DTE for a given virtual call.

DTEs can request the Fast Select facility on a per call basis by
means of an appropriate facility request (see section 7.4.2.7) in
a CALL REOUEST packet using any logical channel which has been
assigned to virtual calls.

The Fast Select facility, if requested in the CALL REQUEST packet
and if it indicates no restriction on response, allows this
packet to contain a Call User Data field of up to 128 octets and
authorizes the DCE to transmit to the DTE, during the DTE waiting
state, a CALL CONNECTED packet with a Called User Data field of
up to 128 octets or a CLEAR INDICATION packet with a Clear User
Data field of up to 128 octets.

The Fast Select facility, if requested in the CALL REQUEST packet
and if it indicates restriction on response, allows this packet
to contain a Call User Data field of up to 123 octets and author-
izes the DCE to transmit to the DTE, during the DTE waiting
state, a CLEAR INDICATION packet with a Clear User Data field of
up to 128 octets; the DCE would not be authorized to transmit a
CALL CONNECTED packet.

Where a DTE requeztv the Fast Select facility in a CALL REQUEST
packet, the INCOMI1NG CALL packet should be only delivered to the
called DTE if that DTE has subscribed to the Fast Select Accep-
tance facility (see section 7.2.5).

If the called DTE has subscribed to the Fast Select Acceptance
facility, it will be advised that the Fast Select facility, and j
an indication of whether or not there Is a restriction on the
response, has been requested through the inclusion of the
appropriate facility in the INCOmING CALL packet.

If the called DTE has not subscribed to the Fast Select Accep-
tance facility, an INCOMING CALL packet with the Fast Select
facility requested will not be transmitted and a CLEAR INDICATION
packet with the cause "Fast select acceptance not subscribed'
will be returned to the calling DTE.

The presence of the Fast Select facility indicating no restric-
tion on response in an INCOMING CALL packet permits the DTE to
issue as a direct response to this packet a CALL ACCEPTED packet
with a Called User Data field of up to 128 octets or a CLEAR
REQUEST packet with a Clear User Data field of up to 128 octets.

The presence of the Fast Select facility indicating restriction
on response in an INCOMING CALL packet permits the DTE to issue
as a direct response to this packet a CLEAR REQUEST packet with a
Clear User Data field of up to 128 octets; the DTE would not be

* -
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authorized to send a CALL ACCEPTED packet.

The possibility to send a CLEAR REQUEST packet with a Clear User
Data field up to 128 octets at any time instead of just in the
DCE WATTING state (p3) is for further study.

Note: The Call User Data field, the Called User Data field and
the Clear User Data field will not be fragmentel for
delivery across the DTE/DCE interface.

The significance of the CALL CONNECTED packet and the CLEAR INDI-
CATION packet with the cause ODTE originated" as a direct
response to the CALL REQUEST packet with the Fast Select facility
is that the CALL REQUEST packet with the data field has been
received by the called DTE.

All other procedures of a call in which the Fast Select facility
has been requested are the same as those of a virtual call.

7.2.5 Fast Select Acceptance

Fast Select Acceptance is an optional user facility agreed for a
period of time. This user facility, if subscribed to, authorizes
the DCE to transmit to the DTE incoming calls which request the
Fast Select facility. In the absence of this facility, the DCE
will not transmit to the DTE incoming calls which request the
Fast Select facility.

7.2.6 D Bit Modification

D Bit Modification is an optional user facility agreed for a
period of time. This facility applies to all virtual calls and
permanent virtual circuits at the DTE/DCE interface. This facil-
ity is only intended for use by those pre D bit DTEs which were
designed for operation on Public Data Networks that support end-
to-end P(R) significance. It allows these lTEs to continue to
operate with end-to-end P(R) significance within a national net-
work after the network supports the delivery confirmation (D bit)
procedure.

This facility, when subscribed to, will for communications within
the national network:

(a) change the value of the D bit from 0 to I in all CALL
REQUEST, CALL ACCEPTED and DTE DATA packets received
from the DTE, and

(b) set the D bit to 0 in all INCOMING CALL, CALL CONNECTED
and DCE DATA packets transmitted to the DTE.

For international operation, conversion (b) above applies and
conversion (a) above does not apply. Other conversion rules for
international operation are for bilateral agreement between
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Administrations.

7.3 Procedures for Optional User Facilities only Available with
Datagram Service

7.3.1 Abbreviated Address

Abbreviated Address an optional user facility agreed for a period
of time. This facility permits encoding of addresses into
shorter representations as agreed between the Administration and
DTE. Initially this facility is restricted to a 1:1 mapping of
single addresses, but 1:N mapping for multiple addresses is for
further study.

7.3.2 Datagram Queue Length Selection

Datagram Queue Length Selection is an optional user facility
agreed for a period of time for each datagram logical channel.
This facility enables selection of the number of datagram and
datagram service signal packets that will be stored in a queue by
the destination DCE when the rate of arrival of packets at the
destination DCE from other sources exceeds the rate of delivery
of packets to the destination DTE.

7.3.3 Datagram Service Signal Logical Channel

Datagram Service Signal Logical Channel is an optional user
facility agreed for a period of time. This facility provides a
separate logical channel for the DTE to receive only datagram
service signals. This enables the DTE to separately flow control
datagram service signal packets from the datagram packets.

7.3.4 Datagram Non-delivery Indication

Datagram Non-delivery Indication is an optional user facility
which may be agreed for a period of time or selected on a per-
datagram basis (see section 7.4.2.8).

This user facility, when requested, provides for a non-delivery
indication service signal generated by the network when a
datagram cannot be delivered to the destination DTE.

7.3.5 Datagram Delivery Confirmation

Datagram Delivery Confirmation is an optional user facility which
may be agreed for a period of time or selected on a per-datagram
basis (see section 7.4.2.9).

This user facility, when requested, provides for a delivery con-
firmation service signal generated by the network after the
datagram has been accepted by the destination DTE.
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7.4 Formats for Optional User Facilities

7.4.1 General

The Facility field is present only when a DTE is using an
optional user facility requiring some indication in the CALL
REQUEST, INCOMING CALL, CALL ACCEPTED, CALL CONNECTED, CLEAR
REQUEST, CLEAR INDICATION, DTE DATAGRAM or DCE DATAGRAM packet.

The Facility field contains one or more facility elements. The
first octet of each facility element contains a facility code to
indicate the facility or facilities requested.

Note- The action taken by the DrE when a facility code appears
more than once is for further study.

The facility codes are divided Into four classes, by making use
of bits 8 and 7 of the facility code field, in order to specify
facility parameters consisting of 1, 2, 3, or a variable number
of octets. The general class coding of the facility code field
is shown below.

bit 8 7 6 5 4 3 2 1

CLASS A 0 0 X X X X X X for single octet parameter field

CLASS B 0 1 X X X X X X for double octet parameter field

CLASS C 1 0 X X X X X X for triple octet parameter field

CLASS D 1 1 X X X X X X for variable length parameter field

For class D the octet following the facility code indicates the
length, in octets, of the facility parameter field. The facility
parameter field length is binary coded and bit 1 is the low order
bit of this indicators

The formats for the four classes are shown below.
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CLASS A CLASS B

8 7 A 5 4 3 2 1 8 7 6 5 4 3 2 1
a1 0 01 X X X X X 0 0 1 XXXXXX

1 Facility parameter field Facility

, , , _pa r am ete r_
2. field

CLASS C CLASS D

8 7 6 5 4 3 2 1 8 7 5 5 4 3 2 1

0 1 0 X X X X X X 0 1 1 X X X X X X

1 Facility 1 Facility parameter
field length

2 parameter 2 Facility
I parameter

3 field field

I , I

The facility code field is binary coded and, without extension,
provides for a maximum of 64 facility codes for classes A, B and
C and 63 facility codes for class D giving a total of 255 facil-
ity codes.

Facility code 11111111 is reserved for extension of the facility
code. The octet following this octet indicates an extended
facility code having the format A, B, C or D as defined above.
Repetition of facility code 11111111 is permitted and thus addi-
tional extensions result.

The coding of the facility parameter field is dependent on the
facility being requested.

A facility code may be assigned to identify a number of specific

facilities, each having a bit in the parameter field indicating
facility requested/facility not requested. In this situation,
the parameter field is binary encoded with each bit position
relating to a specific facility. A 0 indicates that the facility
related to the particular bit is not requested and a 1 indicates
that the facility related to the particular bit is requested.
Parameter bit positions not assigned to a specific facility are
set to zero. Tf none of the facilities represented by the facil-
ity code are requested for a virtual call or datagram, the facil-
ity code and its associated parameter field need not be present.

f.

- - -
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A Facility Marker, consisting of a single octet pair, is used to
separate requests for X.25 facilities, as defined in this sec-
tion, from requests for non-X.25 facilities that may also be
offered by an Administration. The first octet is a facility code
and is set to zero and the second octet is the facility parameter
field.

The coding of the parameter field will be either all zeros or all
ones depending on whether the facility requests following the
marker refer to facilities offered by the calling/source or
called/destination network, respectively. For intra-network vir-
tual calls or datagrams, the parameter field should be all zeros.

Requests for non-X.25 facilities offered by the calling/source
and called/destination networks may be simultaneously present
within the facility field and in such cases two Facility Markers
will be required with parameter fields coded as described above.

Within the facility field, requests for X.25 facilities will pre-
cede all requests for non-X.25 facilities and Facility Markers
need only be included when requests for non-X.25 facilities are
present.

7.4.2 Coding of Facility Field for Particular Facilities

7.4.2.1 Coding of Closed User Group Facility

The coding of the facility code field and the format of the
facility parameter field for Closed User Group are the same in
CALL REQUEST, INCOMING CALL, DTE DATAGRAM and DCE DATAGRAM pack-
ets.

Facility Code Field

The coding of the facility code field for Closed User Groups is:

bit: R 7 6 5 4 3 2 1

code: 0 0 0 0 0 0 1 1

Facility Parameter Field

The index to the Closed User Group selected for the virtual call
or datagram is in the form of two decimal digits. Each digit is
coded in a semi-octet in binary coded decimal with bit 5 being
the low order bit of the first digit and bit 1 being the low
order bit of the second digit.

Indexes to the same Closed User Group at different DTE/DCE inter-
faces may be different.
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7.4.2.2 Coding of Bilaterial Closed User Group Facility

The coding of the facility code field and the format of the
facility parameter field for Bilateral Closed User Group are the
same in CALL REQUEST, INCOmING CALL, DTE DATAGRAM and DCE
DATAGRAM packets.

Facility Code Field

The coding of the facility code field for Bilateral Closed User
Group is:

bit: 8 7 6 5 4 3 2 1

code: 0 1 0 0 0 0 0 1

Facility Parameter Field

The index to the Bilateral Closed User Group selected for the
virtual call or datagram is in the form of 4 decimal digits.

Each digit is coded in a semi-octet in binary coded decimal with
bit 5 of the first octet being the low order bit of the first
digit, bit 1 of the first octet being the low order bit of the
second digit, bit 5 of the second octet being the low order bit
of the third digit, and bit 1 of the second octet being the low
order bit of the fourth digit.

Indexes to the same Bilateral Closed User Group at different
DTE/DCE interfaces may be different.

7.4.2.3 Coding of Reverse Charging Facility

The coding of the facility code and parameter fields for Reverse
Charging is the same in CALL REQUEST, INCOMING CALL, DTE
DATAGRAM, and DCE DATAGRAM packets.

Facility Code Field

The coding of the facility code field for Reverse Charging is:

bit: 8 7 6 5 4 3 2 1

code: 0 0 0 0 0 0 0 1

Facility Parameter Field

The coding of the facility parameter field is:

I ______
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bit 1 - 0 for Reverse Charging not requested

Lit 1 - 1 for Reverse Charging requested

Note: Bits 6, 5, 4, 3 and 2 may be used for other facilities; if
not, they are set to 0.' Use of bits R and 7 are described
In section 7.4.2.7.

7.4.2.4 Coding of RPOA Selection Facility

The coding of the facility code and parameter fields for RPOA
Selection is the same in CALL REOUEST, INCOMING CALL, DTE
DATAGRAM and DCE DATAGRAMI packets.

Facility Code Field

The coding of the facility code field for RPOA Selection is:

bit: 8 7 6 5 4 3 2 1

code: 0 1 0 0 0 1 0 0

Facility Parameter Field

The parameter field contains the Data Network Identification Code
for the requested RPOA transit network, and is in the form of 4
decimal digits.

Each digit is coded in a semi-octet in binary coded decimal with
bit 5 of the first octet being the low order bit of the first
digit, bit I of the first octet being the low order bit of the
second digit, bit 5 of the second octet being the low order bit
of the third digit, and bit I of the second octet being the low
order bit of the fourth digit.

7.4.2.5 Coding of the Flow Control Parameter Negotiation Facil-

ity

7.4.2.5.1 Coding for Packet Sizes

The coding of the facility code field and the format of the
facility parameter field for packet sizes are the same in CALL
REQUEST, INCOMING CALL, CALL ACCEPTtD, and CALL CONNECTED pack-
ets.

Facility Code Field

The coding of the facility code field for packet sizes is:

bit: 8 7 6 5 4 3 2 1

code: 0 1 0 0 0 0 1 0
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Facility Parameter Field

The packet size for the direction of transmission from the called
DTE is indicated in bits 4, 3, 2, and I of the first octet. The
packet size for the direction of transmission from the calling
DTE is indicated in bits 4, 3, 2, and I of the second octet.
Bits 5, 6, 7 and 8 of each octet must be zero.

The four bits indicating each packet size are binary coded and
express the logarithm base 2 of the number of octets of the max-
imum packet size.

Networks may offer values from 4 to 10, corresponding to packet
sizes of 16, 32, 64, 128, 256, 512, or 1024, or a subset of these
values. All Administrations will provide a packet size of 128.

7.4.2.5.2 Coding for Window Sizes

The coding of the facility code field and the format of the
facility parameter field for window sizes are the same in CALL
REQUEST, INCOMING CALL, CALL ACCEPTED, and CALL CONNECTED pack-
eta,

Facility Code Field

The coding of the facility code field for window sizes is:

bit: 8 7 6 5 4 3 2 1

code: 0 1 0 0 0 0 1 1

Facility Parameter Field

The window size for the direction of transmission from the called
DTE is indicated in bits 7 to 1 of the first octet. The window
size for the direction of transmission from the calling DTE Is
indicated in bits 7 to 1 of the second octet. Bit 8 of each
octet must be zero.

The bits indicating each window size are binary coded and express
the size of the window. A value of zero is not allowed.

Window sizes of 8 to 127 are only valid for calls which employ
extended numbering. The ranges of values allowed by a network
for calls with normal numbering and extended numbering are net-
work dependent. All Administrations will provide a window size
of 2.

7.
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7.4.2.6 Coding of Throuohput Class Negotiation Facility

The coding of the facility code field and the format of the
facility parameter field for Throughput Class Negotiation are the
same in CALL REQUEST, INCOMING CALL, CALL ACCEPTED and CALL CON-
NECTED packets.

Facility Code Field

The codinq of the facility code field for Throughput Class Nego-
tiation is:

bit: 8 7 6 5 4 3 2 1

code: 0 0 0 0 0 0 1 0

Facility Parameter Field

The throughput class for transmission from the calling DTE is
indicated in bits 4, 3, 2 and 1. The throughput class for
transmission from the called DTE is indicated in bits 8, 7, 6 and
5.

The four bits indicating each throughput class are binary coded
and correspond to throughput classes as indicated below.

bit: 4 3 2 1 Throughput class
or bit: 8 7 6 5 (bits per second)

0 0 0 0 Reserved
0 0 0 1 Reserved
0 0 1 0 Reserved
0 0 1 1 75
0 1 0 0 150
0 1 0 1 300
0 1 1 0 600
0 1 1 1 1,200

1 0 0 0 2,400
1 0 0 1 4,800
1 0 1 0 9,600
1 0 1 1 19,200
1 1 0 0 48,000
I 1 0 1 Reserved
1 1 1 0 Reserved
1 1 1 1 Reserved

z *dIng of Fast Select Facility

- . .' qe f the facility code and parameter fi.el"s for Past
* . ,- se In CALL REQUEST and INCOMING CALL packets.
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Facility Code Fie]lr

The coding of the facility code field for Fast Select is:

bit: 8 7 A 5 4 3 2 1

code: 0 0 0 0 0 0 0 1

Facility Parameter Field

The coding of the facility parameter field is:

bit 9 a 0 and bit 7 - 0 or I for Fast Select not requested

bit 8 - 1 and bit 7 = 0 for Fast Select requested with no
restriction on response

bit 8 - 1 and bit 7 - 1 for Fast Select requested with
restriction on response

Note: Bits 6, 5, 4, 3 and 2 may be used for other facilities; if
not, they are set to 0. Use of bit 1 is described in sec-
tion 7.4.2.3.

7.4.2.a Coding of Datagram Non-delivery Indication Facility

The coding of the facility code and parameter fields is the same
in the DTE DATAGRAM and DCE DATAGRAM packets.

Facility Code Field

The coding of the facility code field for Datagram Non-delivery
Indication is:

bit: 8 7 6 5 4 3 2 1

code: 0 0 0 0 0 1 1 0

Facility Parameter Field

The coding of the facility parameter field is:

bit 2 - 0 for Datagram Non-delivery Indication not requested

bit 2 - 1 for Datagram Non-delivery Indication requested

Note: Bits 8, 7, 6, 5, 4, and 3 may be used for other facili-
ties; if not, they are set to 0. Use of bit 1 is
described in section 7.4.2.9.

* --I
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7.4.2.9 Coding of Datagram Delivery Confirmation Facility

The coding of the facility code and parameter fields is the same

in the DTE DATAGRAM and DC: DATAGRAM packets.

Facility Code Field

The coding of the facility code field for Datagram Delivery Con-
firmation is:

bit: 8 7 5 5 4 3 2 1

code: 0 0 0 0 0 1 1 0

Facility Parameter Field

The coding of the facility parameter field Is:

bit I - 0 for Datagram Delivery Confirmation not requested

bit 1 - 1 for Datagram Delivery Confirmation requested

Note: Bits 8, 7, 6, 5, 4, and 3 may be used for other facili-
ties; if not, they are set to 0. Use of bit 2 is
described in section 7.4.2.8.



- 123-

ANNEX I
(to Recommendation X.25)

RANGE OP LOGICAL CHANNELS USED FOR VIRTUAL CALLS,
PERMANENT VIRTUAL CIRCUITS AND DATAGRANS

In the case of a single logical channel DTE, logical channel 1
will be used.

For each multiple logical channel DTE/DCE interface, a range of
logical channels will be agreed upon with the Administration
according to the following figure:

LCM

Permanent Virtual Circuits
jand Datagrams

LIC
One way

J incoming
HICJ

LTC
Two way Virtual

Calls
HTC

One way
outgoing -

HOC 4

40951..

where:

Logical channels 1 to LIC-l: range of logical channels which may

be assigned to permanent virtual circuits and datagrams.

Logical channels LIC to HIC: range of logical channels which are
assigned to one-way incoming logical channels for virtual calls
(see section 7.1.8).

Logical channels LTC to HTC: range of logical channels which are
assigned to two-way logical channels for virtual calls.

Logical channels LOC to HOC: range of logical channels which are
assigned to one-way outgoing logical channels for virtual calls
(see section 7.1.7).

Logical channels HIC+l to LTC-1, HTC+l to LOC-l, and HOC+l to
4095 are non-assigned logical channels.

-- " no. . .. . ..
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Note I: The reference to the numbers of logical channels is made
according to a set of contiguous numbers from 0 (lowest)
to 4095 (highest) using 12 bits made up of the 4 bits of
the Logical Channel Group Number (see section 6.1.2) ond
the 8 bits of the Logical Channel Number (see section
6.1.3). The numbering is binary coded using bit posi-
tions 4 through 1 of octet 1 followed by bit positions 8
through 1 of octet 2 with bit 1 of octet 2 as the low
order bit.

Note 2: All logical channel boundaries are agreed with the
Administration for a period of time.

Note 3: In order to avoid frequent rearrangement of logical
channels, not all logical channels within the range for
permanent virtual circuits or datagrams are necessarily
assigned.

Note 4: In the absence of permanent virtual circuits and
datagram channels, logical channel 1 is available for
LIC. In the absence of permanent virtual circuits,
datagram channels and one-way incoming logical channels,
logical channel 1 is available for LTC. In the absence
of permanent virtual circuits, datagram channels, one
way incoming logical channels and two-way logical chan-nels, logical channel 1 is available for LOC.

Note 5: DCE search algorithm for a logical channel :or a new
incoming call will be to use the lowest logical channel
in the READY state in the range of LIC to HIC and LTC to
HTC.

Note 6: In order to minimize the risk of call collision, the DTE
search algorithm is suggested to start with the highest
numbered logical channel in the READY state. The DTE
could start with the two-way logical channel or one-way
outgoing logical channel ranges.
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ANNEX 2
(to Recommendation X.25)

PACKET LEVEL DTE/DCE INTERFACE STATE DIAGRAMS

Symbol definition of the state diagrams

T,uim - f DCI) UU.'-- IWI

JDE "WE it #imn

S Note 1: Each state Is represented by an ellipse wherein the
! state name and number are indicated.

Note 2: Each state transition is represented by an arrow. The
responsibility for the transition (DTE or DCE) and the -
packet that has been transferred are indicated beside
that arrow.

Order definition of the state diagjrams -

For the sake of clarity, the normal procedure at the interface Is
described in a number of small state diagrams. In order to
describe the normal procedure fully It Is necessary to allocate a
priority to the different figures and to relate a higher order
diagram with a lower one. This has boon done by the following
means : 

- The figures are arranged in order of priority with Figure
A2.1/X.25 (Restart) having the highest priority and subse-
quent figures having lower priority. Priority means that
when a packet belonging to a higher order diagram is
transferred, that diagram is applicable and the lower order
onetIs Snot.

- The relation with a state in a lower order diagram is given
by including that state Inside an ellipse in the higher
order diagram.

Fo h aeo lrty h omlpoeur tteitraei
descibe in nuber f sall tat diaram. Inordrt
descibethenoral rocdur fuly t i neessry o alocte
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ANNEX 3
(to Recommendation X.25)

ACTIONS TAKEN BY THE DCE ON RECEIPT OF PACKETS IN A GIVEN STATE
OF THE PACKET LEVEL DTE/DCE INTERFACE AS PERCEIVED BY THE DCE

TABLE A3.l/X.25

Special cases

The number following the # is the diagnostic code (see Annex 5).

Packet from the DTE Any state

Any packet with packet DIAG
length <2 octets #39

Any packet with incorrect DIAG
general format identifier #40

Any packet with unassigned DIAG
logical channel 136

Any packet with correct SEE TABLE r
GFI and assigned A3.2/X.25
logical channel

DIAG: The DCE discards the received packet and, for networks
which implement the diagnostic packet, transmits a DIAG-
NOSTIC packet to the DTE containing the indicated diagnos-
tic code.

There may be more than one error associated with a packet.
The network will stop normal processing of a packet when
an error is encountered. Thus only one diagnostic code is
indicated in the DIAGNOSTIC packet. The order of packet
de-coding and checking on networks is not standardized.
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NOTES TO TABLE A3.2/X.25

NORMAL: The action taken by the DCE follows the procedures as
defined in section 3. If a RESTART REQUEST packet or
DTE RESTART CONFIRMATION packet received in state r3
exceeds the maximum permitted length, the DCE will
invoke the ERROR procedure with diagnostic #39 and
enter state r3. If a RESTART REQUEST packet received
in state rl exceeds the maximum permitted length, the
action taken by the DCE is for further study.

DISCARD: The DCE discards the received packet and takes no sub-
sequent action as a direct result of receiving that
packet.

ERROR: The DCE discards the received packet and indicates a
restarting by transmitting to the DTE a RESTART INDICA-
TION packet, with the cause 'Local procedure error"
(diagnostic per Table A3.2/X.25). If connected through
the virtual call, the distant DTE is also informed of
the restarting by a CLEAR INDICATION packet, with the
cause "Remote procedure error* (same diagnostic). In
the case of a permanent virtual circuit, the distant
DTE will be informed by a RESET INDICATION packet, with
the cause *Remote procedure error' (same diagnostic).

If a RESTART INDICATION is issued as a result of an
error condition in state r2, the DCE should eventually
consider the DTE/DCE interface to be in the PACKET
LEVEL READY state (rl).

Note 1: There may be more than one error associated with a
packet. The network will stop normal processing of a
packet when an error is encountered. Thus only one
diagnostic code is associated with an ERROR indication
by the DCE. The order of packet do-coding and checking
on networks is not standardized.

Note 2: p1 for logical channels assigned to virtual calls; dl
for logical channels assigned to permanent virtual cir-
cuits and datagrams.

[ "
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NOTES TO TABLE A'. 3/X.25

NORMAL: The action taken by the DCE follows the procedures as
defined in section 4. If the packet exceeds the max-
imum permitted length the DCE will invoke the ERROR
procedure with diagnostic #39 and enter state p7.

DISCARD: The DCE discards the received packet and takes no sub-
sequent action as a direct result of receiving that
packet,

ERROR: The DCE discards the received packet and indicates a
clearing by transmitting to the DTE a CLEAR INDICATION
packet, with the cause "Local procedure error" (diag-
nostic per Table A3.3/X.25). If connected through the
virtual call, the distant DTE is also informed of the
clearing by a CLEAR INDICATION packet, with the cause
"Remote procedure error' (same diagnostic).

It is required that in the absence of an appropriate
DTE response to a CLEAR INDICATION packet issued as a
result of an error condition in state p6, the DCE
should eventually consider the DTE/DCE interface to be
in the READY state (pl).

Note 1: There may be more than one error associated with a
packet (e.g., packet too long and transmitted in a
wrong state). The network will stop processing of the
packet when an error is encountered. Thus only one
diagnostic code is associated with an ERROR indication
by the DCE. The order of packet de-coding and checking
on networks is not standardized.

Note 2: This state does not exist in the case of an outgoing
one-way logical channel (as perceived by the DTE).

Note 3: This state does not exist in the case of an incoming
one-way logical channel (as perceived by the DTE).

Note 4: (a) In the case of an incoming one-way logical channel
(as perceived by the DTE) the DCE will transmit a
CLEAR INDICATION with the cause *Local procedure
error' and diagnostic #34.

(b) The DCE will transmit a CLEAR INDICATION if the
CALL REQUEST contains an improper address format or
facility field; call progress signals and diagnos-
tic codes are listed below:
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Possible
Error Condition Cause Diagnostics

1. Address contains a non BCD digit Local Procedure Error #67,6P
2. Prefix digit not supported ' ' ' a
3. National address smaller than

national address format permits U 3 U U

4. National address larger than
national address format permits " '

5. DNIC less than four digits u U U a
6. Facility length larger than 03 a #64
7. No combination of facilities

could equal facility length a ' #64
8. Facility length larger than

remainder of packet a #38
9. Facility values conflict (e.g.,

a particular combination not
supported) a a #66

10. Facility code not allowed Invalid Facility Request #65
11. Facility value not allowed ' " H #66

(c) The DCE will transmit a CLEAR INDICATION if the
remote DTE makes a procedure error, either for one
of the above reasons associated with its call
acceptance, or because of an expired timeout (diag-
nostic #49).

Note 5: In the case of an permanent virtual circuit, the DCE
discards the received packet and indicates a reset by
transmitting to the DTE a RESET INDICATION packet, with
the cause gLocal procedure error" (diagnostic #35).
The distant DTE is also informed of the reset-by a
RESET INDICATION packet, with the cause 'Remote pro-
cedure error" (same diagnostic).

In the case of a datagram logical channel, the DCE dis-
cards the received packet and indicates a reset by
transmitting to the DTE a RESET INDICATION packet, with
the cause 'Local procedure error*.

Note 6: The ERROR procedure will be invoked by the DCE if the
CALL ACCEPTED packet contains an improper address for-
mat or facility field. Examples are similar to those
in Note 4 point (b) above.

Note7. The presence of the Fast Select facility, indicating
restriction on response in an INCOMING CALL packet
prohibits the DTE from sending a CALL ACCEPTED packet.
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NOTES TO TABLE A3.4/X.25

NORMAL: The action taken by the DCE follows the procedures
as defined in sections 4 and 5. If the packet exceeds
the maximum permitted length, the DCE will invoke the
ERROR procedure using diagnostic code 039 and enter
state d3.

DISCARD The DCE discards the received packet and takes
no subsequent action as a direct result of receiving
that packet.

ERRORi The DCE discards the received packet and indicates
a reset by transmitting to the DTE a RESET INDICATION
packet, with the cause *Local procedure error"
(diagnostic per Table A3.4/X.25). For virtual calls and
permanent virtual circuits, the distant DTE is also
informed of the reset by a RESET INDICATION packet,
with the cause "Remote procedure error* (same
diagnostic).

If a RESET INDICATION is Issued as a result of an
error condition in state d2 for permanent virtual
circuits and datagram logical channels, the DCE
should eventually consider the DTE/DCE interface
to be in the FLOW CONTROL READY state (dl) In
this case, the action to be taken on a virtual
call is for further study.

Note Is There may be more than one error associated with a
packet (e.g., Invalid P(S) and Invalid P(R)). The
network will stop processing of the packet when an
error is encountered. Thus only one diagnostic code
is associated with an ERROR indication by the DCE.
The order of packet de-coding and checking on
networks is not standardized.

Note 2: The DCC will consider the receipt of a DTE INTERRUPT
CONFIRMATION packet which does not correspond to a
yet unconfirmed DCE INTERRUPT packet as an error
and will reset the virtual call or permanent circuit
(diagnostic #43). The DCE will either discard or
consider as an error a DTE INTERRUPT packet received
before a previous DTE INTERRUPT packet has been
confirmed (diagnostic *44).

If the P(S) or P(R) received is not valid, the DCE
will invoke the ERROR procedure with diagnostics
#1 and #2 respectively, and enter state d3.

t-~- - - ~ -
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ANNEX 4
(to Recommendation X.25)

PACKET LEVEL DCE TIME-OUTS AND DTE TIME-LIMITS

DCZ time-outs

Under certain circumstances this Recommendation requires the DTE
to respond to a packet Istued from the DCE within a stated max-
imum time.

Table A4.1/X.2S covers these circumstances and the actions that
the DCZ will initiate upon the expiration of that maximum time.

DTE time-limits

Under certain circumstances, this Recommendation requires the DCE
to respond to a packet from the DTE within a stated maximum time.
Table A4.2/X.25 gives these maximum times. The actual DCE
response times should be well within the specified time-limits.
The rare situation where a time-limit is exceeded should only
occur when there is a fault condition.

To facilitate recovery from such fault conditions, the DTE may
incorporate timers. The time-limits given in Table A4.2/X.25 are
the lower limits of the times a DT should allow for proper
operation. A time-limit longer than the values shown may be
used. Suggestions on possible DTE actions upon expiration of the
time-limits are given in Table A4.2/X.25.

Note: A DTE may use a timer shorter than the value given for T21
in Table A4.2/X.25. This may be appropriate when the DTE
knows the normal response time of the called DTE to an
incoming call. In this case, the timer should account for
the normal maximum response time of the called 0?E and the
estimated maximum call set-up time.
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NOTES TO TABLE A4.]/X.25

Note 1: The following Notes 2, 3 and 4 describe alternative DCE
actions on timer expiration. It is envisaged that all
networks will eventually conform to Table A4.1/X.25,
however for an interim period the followinq procedures
may be used.

No values have yet been assigned to the time-out t and
the maximum number of retries n applying to the follow-
ing notes, however it should be noted that some Adminis-
trations may use the combination t-infinite, n-zero
(i.e., no retries and no recovery action) or t-finite,
n-zero (i.e., no retries with recovery action on timer
expiration). The values of n and t will not necessarily
be the same for the clear, reset and restart procedures.

Note 2: Alternatively, the DCE will retransmit the RESTART INDI-
CATION at regular intervals of t until a DTE RESTART
CONFIRMATION is received or a restart collision occurs
or a period (n + 1)t elapses since the first transmis-
sion of the RESTART INDICATION. If the restart pro-
cedure is not completed within the time-out period,
appropriate recovery action will be taken.

Note 3: Alternatively, the DCE will transmit the RESET INDICA-
TION at regular intervals of t until a DTE RESET CONFIR-
MATION is received or a reset collision occurs or a
period (n + 1)t elapses since the first transmission of
the RESET INDICATION. If the reset procedure is not
completed within the time-out period the DCE will
either:

I) clear the virtual call with an indication of pro-
cedure error, or

ii) in the case of permanent virtual circuit forward a
RESET INDICATION (remote procedure error) to the
local DTE at regular intervals t until a DTE RESET
CONFIRMATION is received or a reset collision
occurs,

Note 4: Alternatively, the DCE will retransmit a CLEAR INDICA-
TION at regular intervals of t until a DTE CLEAR CONFIR-
MATION is received or a clear collision occurs or a
period (n + l)t elapses since the first retransmission
of the CLEAR INDICATION. If the clear procedure is not
completed within the time-out period, appropriate
recovery action will be initiated. The nature of the
recovery action is for further study.
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ANNEX 5
(to Recommendation X.25)

CODING Or X.25 NETWORK GENERATED DIAGNOSTIC FIELDS IN CLEAR,

RESET AND RESTART INDICATION AND DIAGNOSTIC PACKETS (Notes 1, 2 and 3)

Diagnostics Bits Decimal

Invalid P(R) 0 0 0 0 0 0 1 0 2

0 0 0 0 1 1 1 1 15

Packet type invalid 0 0 0 1 n O 0 0 16
, r rl 0 0 0 1 0 0 0 1 17

for state r2 0 0 0 1 0 0 1 0 18
for state r3 0 0 0 1 0 a 1 1 19
for state Pi 0 0 0 1 0 1 n 0 20
for state p2 0 0 0 1 0 1 0 1 21
for state p3 0 0 0 1 0 1 1 0 22
for state p4 0 0 0 1 0 1 1 1 23
for state pS 0 0 0 1 1 0 0 0 24
for state pfi 0 0 0 1 1 0 0 1 25
for state p7 0 0 0 1 1 0 1 0 26;
for state dl 0 0 0 1 1 0 1 1 27
for state d2 0 0 0 .1 1 1 0 n 28
for state d3 0 0 0 1 1 1 0 1 29

0 0 0 1 11 1 1 31

Packet not allowed 0 0 1 0 0 0 0 0 32
u-nde itTabe packet 0 0 1 0 0 0 0 1 33

call on one way
logical channel 0 0 1 0 n 0 1 0 34

invalid packet type on a
permanent virtual circuit 0 0 1 0 0 0 1 1 35

packet on unassigned
logical channel 0 0 1 0 0 1 0 0 36

REJECT not subscribed to 0 0 1 0 0 1 0 1 37
packet too short 0 0 1 0 0 1 1 0 38

packet too lonq 0 0 1 0 0 1 1 1 39
invalid general format
identifier 0 0 1 0 1 0 0 0 40

restart with nonzero in
bits 1-4.9-16 0 0 1 0 1 0 0 1 41

packet type not compatible
with facility 0 0 1 0 1 0 1 0 42

unauthorized interrupt
confirmation 0 0 1 0 1 0 1 1 43

unauthorized interrupt 0 0 1 0 1 1 0 0 44

I ' -
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0 n 1 n 1 1 1 1 47

Timer expired n n 1 1 n 0 11 0 .F

-r INCOMING CALL 0 0 1 1 0 0 0 1 40
for CLEAR INDICATION 0 0 1 1 0 0 1 0 5P
for RESET INDICATINN 0 n 1 1 0 0 1 1 51
for RESTART INDICATION P 0 1 1 0 1 0 n 52

S o 1 1 1 1 1 13

Call setup problem 0 1 0 0 0 0 0 0 64
- ac -ty code not allowed 0 1 0 0 0 0 0 1 r5
facility parameter not

allowed 0 1 0 0 0 0 1 0 A6
invalid called address 0 1 0 0 0 0 1 1 67
invalid calling address 0 1 0 0 0 1 0 0 68

0 1 0 0 1 1 1 1 79

Not assigned 0 1 0 1 0 0 0 0 80

0 1 0 1 1 1 1 1 95

Not assigned 0 1 1 0 0 0 0 0 96

0 i 1 0 1 1 1 1 111

Not assigned 0 1 1 1 0 0 0 0 112

0 1 1 1 1 1 1 1 127

Reserved for network 1 0 0 0 0 0 0 0 12P
a ec f -c-d Iaqnost Ic • •

iformation 1 1 1 1 1 1 1 1 255

'1
Note 1: Not all diagnostic codes need apply to a specific net-

work, but those used are as coded in the table.

Note 2: A given diagnostic need not apply to all packet types
(i.e., RESET INDICATION, CLEAR INDICATION, RESTART INDI-
CATION and DIAGNOSTIC packets).

Note 3: The first diagnostic in each grouping is a generic diag-
nostic and can be used in place of the more specific
diagnostics within the grouping. The decimal 0 diagnos-
tic code can be used in situations where no additional
information is available.

- ..- : ,.. ... . .- . . .. . . . . .. . .. . .
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EDITOR'S NOTE: A CCITT Transport working committee is expected
to identify and approve LAPX requirements in
September 1980.

TITLE : PROPOSED DRAFT RECOMMENDATION S.h,
NETWORK INDEPENDENT; BASIC TRANSPORT SERVICE FOR TELETEX

The CCITT considering that
- The Teltex Service will be. introduced in different
types of network, i.e.

i) Circuit Switched Public Data Network (CSDN)
ii) Packet Switched Public Data Network (PSDN)
iii) General Switched Telephone Network (GSTN)

- There is a need for international interworking between
Teletex terminals connected to different types of networks.
Unanimously declares that:- this Recommendation defines
the Network Independent Basic Transport Service (NITS)
applicable Teletex terminals connected to the above
mentioned types of network in terms of the

- Transport Services provided to the higher layer. The
Transport Services are provided by the transport layer
(layer 4) in association with the underlying services
provided by the supporting layers 1-3.

- Transport layer procedure (see section 5).

2 TRANSPORT SERVICE

2.1 Objectives Qf Transport Service

The purpose of the transport service is to provide two
communicating session entities within Teletex terminals
with t-Ansport services, i.e. the means for transparent
and reliable end-to-end transfer of data between them
irrespective of the particular type of network used.
The main requirements of the transport service to be
provided by a transport entity to the local transport
user, i.e. the session entity, are:

i) Network Independence. The transport service shall
be homogeneous, while allowing a suitable wide variety
of underlying communications media, protocols and
mechanisms.

ii) End-to End Significance. The transport service shall
have end-to-end significance, connecting the end users
irrespective of the number of individual communications
links used.

iii) Transparency. The transport service shall be octet
transparent, i.e. not restrict the content, format
or coding of the information (data or control),
received from or delievered to the transport user.

iv) Error Free Delivery. The transport service shall
assure error-free delivery. Non-recoverable errors
are to be visible to the transport service user.



v) Cost Efficien . The transport service shall optimize
the use of the available communication resources to
provide the performance required by each communicating
transport user at maximum efficiency.

2.2 GENERAL STRUCTURE OF THE TRANSPORT SERVICE

The general structure of the transport service is shown
in Fig. 2.1/s...

TO ANO FROM TRANSMOrT USESuSION LAYER)

TRANSPORT LAYER TRANSPORT LAYER PROCEDURE

(LAYER4) (SEE SECTION 5) (NOT 6)

x.25 X.21 TEEHNE +X25
NTWORK LAyER CAL. PROC CALL PROC CALL PROC CALL CONTROL PHASE(NOTE ?,3.9)

(LAYER 3) X.25 NULL X.25
DATA TRANS (NOTE 7) OATA TRANS D=T TRANSFER PHASE

DATATRAN (NOE?)(NOTE 1).

SYR4 SYN
LINK LAYER BYTE TIMING X75 CALL CONTROL PHASE

(LAYER2) LAP S/X75 "'OR LAPX

(NOTE 5) (NOT4,5) DATA TRANSFER PHASE

PHYSICAL LAYER XZ! oR X V ORX21(bis) £6.VZ4
(LAYER I) X ZI (bis) OR X22 (NOTE 8,9)

PSON CSON GSTN

Figure 2.1/S ... Transport Service General Structure



Notes:

1. The X.25 network layer procedure is introduced to
ease inter-working with PSDN's.

2. The establishing of the network connection is
performed in two stage selection, first using
normal telephone procedures and second using X25
call control procedures.

3. For terminals connected to GSTN accessing PSDN, the
procedures in note 2 apply.

4. LAP X is a half-duplex link access procedure, based
on recommendation X75 for single link operation
(See section 3.2.2.).

5. The lin level procedures are in accordance with
X75 for single link operation (however see section
3.2.2 and 3.3.2) and in this respect Recommendation
X75 (1980 version) is to be regarded as the reference
specification of this protocol.

6. In case of interworking between Teletex Terminals
connected to different types of networks (i.e.
CSDN, PSDN, GSTN) this Transport Layer Procedure is
executed peer-to-peer between the communication
Teletex Terminals.

7. For terminals connected to CSDNs, no function is
needed in the network layer in the data transfer
phase as indicated in fig. 2.1/S. However, in
order to facilitate interworking with PSDNs a
minimum network layer is introduced (see section
3.3.3).

8. The modem may also be integrated within the terminal S

and in such cases recommendation V24 need not apply
(see 3.2.1).

9. For autmatic calling and/or answering recommendation
V.25 may be applicable.

3. TRANSPORT SERVICE REALIZATION FOR DIFFERENT TYPES OF
NETWORKS

The transport layer procedure on all types of network is
defined in section 5. The network dependent control pro-
cedures of the underlying layers are described in the fol-
lowing sections.

3.1 Terminals connected to a Packet Switched Public
Data Network (PSDN)

3.1.1 Physical layer DTE/DCE interface characteristics

The physical layer of Recommendation X.25 applies.

;t t
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3.1.2 Link Layer Procedure

The link layer procedure shall, unless otherwise
specified be the symmetrical procedures as specified
in X25 LAPB and compatible with Recommendation X. 75
for single link operation.

3.1.3 Network Layer Procedure

Recommendation X25 Virtual Call procedures apply.
However the following points should be noted:

1) Qualifier bit in Data Packets should always
be set to zero.

2) Delivery Confirmation bit in all packets should
be set to zero.

3) The Teletex terminal should not send an Interrupt
Request packet.

4) Normal X25 Reset procedures will apply. However
for CSDN/PSDN interworkiag X25 reset will be
mapped to link level disconnection on CSDN.

5) Transport Control Blocks and Transport Data
Blocks shall be carried in a complete Data
Packet sequence.

6) The Teletex Terminal should not send a DTE
REJ packet.

7) Terminals using this transport protocol shall use
a specific protocol identifier within Call Request/
Incoming Call packets for the Teletex Service.
This identifier is represented by the first octet j
of the Call User Data field as shown below:

bit 8 7 6 5 4 3 2 1
octet 1 0 0 0 0 0 0 1 0

In the case of CSDN/PSDN interworking the func-
tional mapping of this protocol identifier requires
further study.

8) Teletex terminals shall not use the Fast Select
facility.



3.2 Terminals connected to the General Switched Telephone
Network

3.2.1 Physical layer DTE/DCE Interface characteristics

The DTE/DCE physical interface characteristics defined
as the physical layer element shall be in accordance
ewith existing V series Recommendations. The physical
layer may provide for half-duplex or full-duplex
transmission depending on the modern standard.
Note: The GSTN modern standards are discussed in
SGXVII. Furthermore, in case of modem integrated
in the terminal the interface may only be functionally
equivalent to V series Recommendations. This is also
for further consideration of SG XVII.

3.2.2 Link Layer Procedure

Depending on the service provided by the physical
layer, the link layer procedures over a single
physical circuit between two terminals have to cater
for half-duplex or full-duplex transmission facility
to provide a full-duplex service to the network
layer. For full-duplex physical layer service, the
link layer procedure shall conform to the Link Access
Procedure described in Rec X75, for single link
operation. For addressing assignments and the system
parameters see sections 3.2.2.1, 3.2.2.2 respectively.
For half-duplex physcial layer service the link layer
procedure (LAPX) will apply. LAPX is a half-duplex
Link Access Procedure, based on recommendation X75
for single link operation. Some elements of the link
layer procedure have been established but neet to
be studied further under Q... These elements which
have already been proposed are appended to the text
of the question.

3.2.2.1 Procedure for Addressing

The following describes the application of the
link addressing procedure of Rec. X.75. Link
addresses (A and B) shall be assigned dynamically
or on a per call basis according to the following
rule:

The calling terminal shall take Address A
The called terminal shall take Address B

I
- I



Commands and Responses shall be transfered as
shown below:

CALLING Coands (B) CALLED

TERINAL Responses (B) TEMINAL

A Comands (A) B

Responses (A)

A and B addresses are coded as follows:

Address 1 2 3 4 5 6 7 8
A 1 1 0 0 0 0 0 0
B 1 0 0 0 0 0 0 0

Note: The termianl will discard all frames
received with an address other than A and B

3.2.2.2 Systems Parameters

Timer, T1
Maximum number of retransmission, N2
Maximum number of bits in a I frame, Ni
Maximum number of outstanding I frames, K

The above system parameters are to be specified by
the Administration.* however the possible range of
values which may be attributed to each presenter
is to be standardized and such values are for
further study.

3.2.3 Network Layer Procedure

See section 3.1.3. In addition the following points
apply: -

1. For all Calls (GSTN only, GSTN - PSDN, GSTN,
PSDN - GSTN) second stage addressing will apply
using X25 virtual call procedures. The calling
terminal should include the called address and
teh calling address (see note 2) in all request
packets. The format of the called address shall
conform to:-
a) the telephone network addressing scheme for

GSTN only calls.

9J
I
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b) the telephone network addressing scheme with
an X121 DNIC for GSTN - PSDN - GSTN calls. (see
note 3)

0 c) the X121 addressing scheme for GSTN - PSDN calls.

0 Note 1: For other cases of internetworking the
a-ove rule shall apply.

Note 2: In the case of GSTN - PSDN calls the veri-
ficatzon of the calling address by the network
requires further study.
The format of the calling address is for further study.

Note 3: The feasibility of such connections is for
l er study.

3.3 Terminal connected to Circuit Switched Public Data
Network (CSDN)

3.3.1 Physical Layer DTE/DCE Interface Characteristics

The DTE/DCE physical interface characteristics shall
be in accordance with Recommendation X.21, or as an
option, X.22 for multi-call operation.

3.3.2 Link Layer Procedure

The Link Layer Procedure shall be used during the data
phase of Rec. X.21 or X.21 bis for data interchange
over a single physical circuit between two terminals
operating in user classes 3-7 as indicated in Rec. X.l.
The Link Layer Procedures shall conform to the level
2 procedures described in Rec. X75 for single link
operation.

3.3.2.1 Procedure for Addressing

The following describes the application of the
Link Addressing Procedures of recommendation
X75. Link addresses (A and B) shall be assigned
dynamically on a per call basis according to
the following rule:

The calling terminal shall take Address A
The called terminal shall take Address B

Commands and Responses shall be transferred
as shown below:

CALING Courands (B) CALLED

TEM INAL Responses (B) TEMIlNAL

A Coimands (A)

Responses (A)

G87
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The coding addresses A and B are chosen below:

Address 1 2 3 4 5 6 7 8
A 1 1 0 0 0 0 0 0
B 1 0 0 0 0 0 0 0

Note: The terminal will discard all frames
received with an address other than A and B

3.2.2.2 System Parametz.s

The system parameters shall have the following
values:

Timer T1 = 6 sec (for average I frame length of
518 octets)
Maximum number of retransmission N2'= 8
Maximum number of outstanding I frames k = 7
Maximum number of bits in an I frame N1 = 16512 bits

The actual maximum number of bits in an I frame
is a terminal design parameter which may depend
upon the maximum length of the network layer
data block. The lower limit for N1 to be imple-
mented by Teletex terminals is 1152 bits.

3.3.3 Network Layer Procedure

a) Call Control phase

Call control procedures conforms to Recommendation
X.21, or as an option, X.22 for multi-call oper-
ation.

b) Data transfer phase

A minimal network layer is present during the
data transfer phase and accommodated through the
use of a two octet Network Block Header. The
header comprises a one octet length indicator
followed by a network block type code. The only
network block currently defined is a Network Data
Block as shown in Fig. 3.1/S.

BITS S 7 6 5 4 3 2 I
OCTETS

0 0 0 0 0 0 I)

NETWORK USER

DATA FIELD

Fig . 3.1/S ... Network Data Block.



1) Length Indicator
This indicator expresses in octets the length
of the Network Data Block header. This length
does not include octet 1.

2) The More Data mark (M) is used to preserve the
integrity of Transport Layer Control and Transport
Data Blocks. When M is set to 1 it indicates that
more data is to follow.

3) The Qualifier Bit (Q) is introduced to provide a
functional mapping with the X25 Qualifier bit
for CSDN/PSDN interworking. The Q bit is not
used for the Teletex service and shall be set to
zero.

4 INTERWORKING BETWEEN NETWORKS

4.1 It is responsibility of Administrations* to decide
in which network(s) the Teletex service is to be provided.
4.2 Three possibilities are considered below:

i) Teletex Terminals connected to a Circuit Switched
Public Data Network (CSDN)

ii) Teletex Terminals connected to a Packet Switched
Public Data Network (PSDN)

iii) Teletex Terminals connected to a General Switched
Telephone Network (GSTN)

Interworking between Teletex terminals connected any
network must be possible.

4.3 International interworking between Teletex Terminals
shall preferably take place between networks of the same
type when these networks are provided by both countriesinvolved.

4.4 In the case of international interworking between
Teletex terminals connected to Public Data Networks of
different types Recomendation X75 shall apply.

Note: The interworking between CSDNs and PSDNs will
require a gateway function between the two networks. Two
specific requirements of this gateway function have
been identified:

1. For an interim period a packet level Reset in a PSDN
will be mapped to a link level disconnection in a CSDN.
Alternative functional mappings are for further study.
2. The execution of necessary supervisory functions. This
aspect requires further definition.
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5 TRANSPORT LAYER PROCEDURE

5.1 Transport Functions

5.1.1 General Overview

The transport layer will perform all those functions
that are necessary to bridge the gap between the services
provided by the Network layer and the services needed
by the Session layer. Therefore, the functions per-
formed are dependent on two criteria: the services
provided by the underlying Network layer and the
services required by the Session layer.

It is the responsibility of the transport service
user to select a given quality of service which may
imply the use of certain transport layer functions
such as:

- Establishment of a Transport Connection

transport connection identification
transport connection multiplexing

- Data Transfer

• sequence contr6l
" error detection
" error recovery
" segmenting and combination r
. flow control
" purge

- Termination of a Transport Connection

Note: Not all of the above functions will be
available in the basic transport service (see 5.1.2).

5.1.1.1 Transport Service Classes and Functions

A limited set of functions is proposed for a
basic transport service. It is recognized that
as more general studies on Transport Service
progress more sophisticated functions will be
introduced within the Transport Layer and
a functional negotiation mechanism will be
required during connection establishment to
facilitate interworking between different
Transport Service implementations. Further-
more it seem likely that Transport Service
functions will be grouped (for ease of nego-
tiation) into a hierarchical system of classes
whereby classes occupying superiro positions in
the hierarchy implement all functions of lower
classes together with the additional functions
identified for their own class.

- i7..~~._____ ___



It is therefore proposed that during transport
connection establishment the use of a given
transport service and/or individual transport
service functions hould be negotiated according
to the following rules:

- Calling terminal indicates transport service
class and/or optional functions required.

- Called terminal indicates the transport service
class and/or optional functions that it is wil-
ling to support

- All parameters to be used in the transport con-
nection must be explicity indicated otnerwise
default values will apply

The transport service class for the basic tele-
tex service is deaoted as class zero.

5.1.2 The basic Transport Servica for Teletex

Transport Layer functions are performed by Transport
Layer Protocol Elements.

Transport protocol information and control units are
called blocks (see Table 5.1/S..).

The Transport Connection Request and Transport Connection
Accept blocks are used to indicate the protocol class,
and optional functions, applying to a transport con-
nection. The Connection Clear block is used to indicate
the reason for refusing a connection establishment.

Transport Connection Request Block
Transport Connection Accept Block
Transport Connection Clear Block
Transport Data Block
Transport Block Reject Block

Table 5.1/S.. Transport Layer Block TyDes

5.1.2.1 Transport Layer Functions

Basic class functions and associated transport
layer protocol elements, i.e. blocks, include:

- Transport Connection Establishment, Transport
Connection Identification, optional extended
addressing and optional transport data lbock
size negotiation (Transport Connection Request
Block, Transport Connection Accept Block and
Transport Connection Clear Block);

F3i
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- Data delimitation, segmentatiou/co-bination of
arbitrarily long transport service data units
(TSDU). These are contained within Transport
Data blocks. The end of a TSDU is indicated
by a TSDU End Mark in the last data block.

- Detection and indication of procedural errors
(Block Reject block).

Other characteristics of the Basic Transport
Service are:

- Maintenance of Transport Service Data Unit
integrity

- Overflow: If the user cannot absorb new data
and if the appropriate buffers and not avai-
lable, flow control is performed at network/
link level as appropriate.

- Error: No mechanism is provided within the
Transport Service to facilitate recovery from
detected errors. Where such errors are detected
the user of the Transport Service should be
informed in order that appropriate recovery
action may be taken.

5.2 Description of connection establishment and termination
procedures

The transport layer connection establishment and termination
procedures shall also be used for negotiating Transport
Service Class and/or optional Transport connection functions.

The basic transport service class provides means to esta-
blish a transport connection using a Transport Connection
Request block and a Transport Connection Accept block.
This exchange provides:

- A way to negotiate options-

- A transport connection identification. The transport
connection is identification by use of cross-reference.
Each end of the connection is responsible for selecting
a suitable Transport Connection Identifier.

This mechanism provides also an identification of the
transport connection independent of any network con-
nection identification and therefore provides inde-
pendence from the life of the network connection. The
binary value 0 should not be used as an identifier. The
use of such references for reconnection requires further
definition.

- . ~ ..



5.2.1 Transport Connection Request Block

The calling terminal shall indicate a transport con-
nection request by transferring a Transport Connection
Request block to the remote terminal. The Transport
Connection Request block includes the transport func-
tions (e.g. source reference, class, and optional
functions) for negotiation of the characteristics
of the transport connection being established.

5.2.2 Transport Connection Accept Block

The called terminal shall indicate is acceptance
of the transport connection by transferring a Trans-
port Connection Accept block to the remote terminal.
The Transport Connection Accept block includes the
transport parameters applying to the connection and
to be used by the calling terminal.

5.2.3 Transport Connection Clear Block

If a transport connection cannot be established, the
called terminal shall respond to the Transport Con-
nection Request block with a Transport Connection
Clear block. The clearing cause shall indicate why
the connection was not accepted.

Note: There is no explicit Transport Connection
Teination procedure for the basic class. For the
basic class the lifetime of the transport connection
is directly correlated to the lifetime of the sup-
porting network connection.

5.2.4 Transport Connection Collision

If the calling terminal receives a Transport Con-
nection Request block it shall transfer a Block
Reject Block to notify the called terminal of the
procedure error.

5.3 Description of Data Transfer Procedures

5.3.1 General

The data transfer procedure described in the following
subsections applies only when the transport layer is
in the data transfer phase, that is after completion
of Transport Connection establishment and prior to
a clearing.

Note: When a connection is cleared, Transport Data
blocks may be discarded. Hence it is left to the
Transport Service User to define protocols able to
cope with the various possible situations that may
occur.



5.3.1.1 Transport Data Block Length

The standard maximum Transport Data Block length
is 128 octets including the data block header
octets. However, the Transport Data Block length
may be restricted to a lower value when the Trans-
port Data Block is concatenated with other Trans-
port Data Blocks (see 5.5.3).

Other maximum data field lengths may be supported
by Teletex Terminals in conjunction with an optional
Transport Data Block Size Negotiation connection
function (see section 5.5.5.2 and 5.5.6.2). Optional
maximum data field lengths shall be chosen form
the following list: 256, 512, 1024 and 2048
octets.

5.3.1.2 Transport Service Data Unit (TSDU) End

The TSDU End mark is used to preserve the inte-
grity of the TSDU. The TSDU End mark is set
to binary I in the last Transport Data Block
carrying information related to a certain TSDU.
In case of a TSDU that comprises a single Trans.-
port Data Block the TSDU End mark is also set
to 1. In. all other cases the TSDU End mark is
set to zero.

5.4 Treatment of Procedure Errors

At any time, a terminal may send a Transport Block Reject
Block to report to the remote terminal the receipt a
block which is invalid or not implemented. No confirmation
is required to be issued by the terminal following the
receipt of a Transport Block Reject Block. A terminal
receibing a Transport Block Reject Block shall takeappropriate recovery action.

5.5 Formats

5.5.1 General

All Transport Protocol Information Units are called
Blocks. All blocks contain a integral number of
octets.

Bits of an octet are numbered 8 to 1 where bit 1 is
the low order bit and is transmitted first. Octets
of a block are consecutively numbered starting form
1 and are transmitted in this order.

Data blocks are used to transfer Transport Service
Data units (TSDU) transparently whilst maintaining
the structure of the latter by means of TSDU End
mark.



Control blocks are used to control the transport
protocol functions, including optional functions.

A parameter field is present in all control blocks
within the basic transport service to indicate optional
functions.

The parameter field contains one or more parameter
elements. The first octet of each parameter element
contains a parameter code to indicate the functions(s)
requested.

The general coding structure is shown in Figure 5.1/S..

8 p.

1. parameter code

2 parameter
length indicator

3 parameter value

Figure .i/S.. Parameter Element Coding Structure

The parameter code field is binary coded and, without
extension, provides for a maximum of 255 parameter.

Parameter code 11111111 is reserved for extension of
the parameter code. The extension mechanism is for
further study.

Octet 2 indicates the length, in octets, of the para-
meter value field. The parameter field length is
binary coded and bit 1 is the low order bit of this
indicator.

Octet 3 and subseuqent octets contain the value of the
parameter identified in the parameter code field.
The coding of the parameter value field is dependent
on the function being requested.

5.5.2 Structure of Transparent Control and Transparent
Data Blocks

Bits 8 1

i Length Block Functional Code Parameter or Data

IFormat) Format)

Fig. 5.2/S.. General Block Structure
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Figure 5.2/S.. illustrates the general structure of
transport layer blocks. A summary of transport layer
blocks is given in Figure 5.3/S..

5.5.2.1 Lenqth Indicator Field (LI)

Octet 1 contains the length indicator (LI). The
value of this indicator is a binary number that
represents the length on octets of the Control
block (including parameters) and the header length
in octets of Data blocks (excluding any subsequent
user information). In both cases this length does
not include octet 1.

The basic LI consists of a single octet with a
maximum value of 254 in decimal (i.e., a binary
value of 1 1 1 1 1 1 1 0). The use of the binary
value 1 1 1 1 1 1 1 1 for extension purposes is
for further study.

5.5.2.2 Block Type Field

Octet 2 contains the block type code. Bits 1 to
4 of octet 2 are set to 0 for all transport
layer blocks currently defined. It is for further
study to determine whether or not bits 1 to 4
are required for future extension to the range
of transport layer blocks currently defined or
are used for other functions.

5.5.2.3 Functional Code Field

Octet 3 and subsequent octets contain functional
codes in a fixed format as per the block type
(see Figure 5.3/S.).

5.5.2.4 Parameter or Data Field

A parameter field or a data field may optionally

follow the functional code field.

5.5.3 Concatenation

Concatenation of Transport Control and/or Transport
Data Blocks is not applicable to the basic class.
However where concatenation is used in the future,
the arrangement shown in figure 5.4/S.. would apply.



BITS

8 7 6 5 4 3 2 1

HDLC Flag

HDLC Address Field Link Level

HDLC Control Field

Network Header (eg X.25 or as e k
per section 3 .3.3) Network Level

Transport Control Block

Transport Control Block

Transport Level

Transport Data Block Header

Transport User Data

Session Level and Above

HDLC Frame Check Sequence Link Level

1DLC Flag

Fig. 5.4/S.. Information Field structure of HDLC I - frame (Example)

Note: This figure does not imply that a transport
data or control block will fit within a single networkdata block.

5.5.5 Transport Connection Request block format

Figure 5.5/S.. illustrates the format of the Transport
Connection Request block.
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Bits 8 7 6 5 4 3 2 1

Octets I$ Length (Octets)

2 1 1 1 0 0 0 0 1)

3 not used (set to 0)

4 not used (set to 0)

5 Source

6 Reference

7 0 0 0 0 0 0 0 02 )

8 Parameters 3)
(optional)

Fig. 5.5/S.. - Transport Connection Request Block (TCR)

1) Block Type: TCR

2) Transport Service Extension Field: Octet 7 is reserved
for any future extension such as providing for a range
of Transport Service Classes. In the basic Transport
service this octet shall be set to zero.

3) The Parameter field is present only when the terminal is
requesting an optional Transport connection function.

5.5.5.1 Parameters For Extended Addressing

Separate parameters are provided for the indication
of called and calling Extension Addresses. The
coding of these parameters is shown below:-

Bits 8 7 6 5 4 3 2 1 o 11000001... Calling address Type
ot

Octets 1 Extension Address parameter 11000010... Called Address Type
type s

Z Parameter Length Indicator
I|

IA5 digit 1
W diit 2

IA5 digit a



5.5.5.2 Parameter For Transport Data Block
Size Neqotiation

This parameter defines the proposed maximum
Transport Data Block Size (in octets including
the Transport Data Block Header) to be used
over the requested transport connection. The
coding of this parameter is shown below:-

Bits 8 7 6 5 4 3 2 1
Octet 1 1 1 0 0 0 0 0 0 Parameter Type Code2 10 0 0 0 0 0 0 1 Parameter Length Indicator

3 0 0 0 0 X X X X Transport Data Block Size

X X X X= 1001 - 2048 octets
1010 - 1024
1001 - 512
1000 - 256
0111 - 128

5.5.6 Transport Connection Accept Block Format

Figure 5.6/S.. illustrates the format of the Transport
Connection Accept Block.

Bits 8 7 6 5 4 3 2 1

Octet 1 Length (Octets)

2 1 1 1 0 0 0 0 01)

3 Destination

4 Reference

5 Source

6 Reference

7 0 0 0 0 0 0 0 0:)I

Parameters (optional) 

Figure 5.6./S.. - Transport Connection Accept Block (TCA).

1) Block Type: TCA

2) Transport Service Extension Field: Octet 7 is reserved
for any future extension such as providing for a range
of Transport Service Classes. In the basic Teletex ser-
vice this octet shall be set to zero irrespective of the
setting in the Transport Connection Request Block.

3) The Parameter Field is present only when the terminal is
requesting an optional Transport Connection function.



5.5.6.1 Parameters For Extended Addressing

See section 5.5.5.1.

5.S.6.2 Parameter For Transport DatA Block
Size Negotiation

See section 5.5.5.2. The parameter value shall
be equal to or less than the value specified in
the Transport Connection Request Block.

5.5.7 Transport Connection Clear Block Format

Figure 5.7/S.. illustrates the format of the Transport
Connection Clear Block.

Bits 8 7 6 5 4 3 2 1

Octet 1. Lenath (Octets)

2 i 0 0 0 0 0 0 01)

3 Destination

4 Reference

5 Source

6 Reference
7 Clear'ing Cause 2

Figure 5.7/S.. - Transport Connection Clear Block (TCC)

1) Block Type: -TCC

2) Clearing Cause:
Bit 8 7 6 5 4 3 2 1

0 - Reason not specified 0 0 0 0 0 0 0 0
1 - Terminal occupied 0 0 0 0 0 0 0 1
2 - Terminal out of order 0 0 0 0 0 0 1 0
3 - Address unknown 0 0 0 0 0 0 1 1

5.5.7.1 Parameter For Additional Clearing
Information

This parameter is provided to allow additional
informating relating to the clearing of the con-
nection. The coding of this parameter is given
below: -

--.



Bits 8 7 6 5 4 3 2 1 Parameter
Code

Octe 1. .1 100 001Parameter Code

1 Parameter Length ladicator

n Additional Informatioa

5.5.8 Transport Block Reiect Block Format

Figure 5.8/S.. illustrates the format of the Block
Reject block.

Bits 8 7 6 5 4 3 2 1

Octet 1 Length (octets)

2 0 1 1 1 0 0 0 0

3 Destination

4 Reference

5 Reject Cause

Parameter Field

Figure 5.8/S... - Transport Block Reject block (BRB)

1) Block Type: TBR

2) Reject cause:

Bit a 7 6 5 4 3 2 1
0 - Reason not specified 0 0 0 0 0 0 0 0
1 - Function not implemented 0 0 0 0 0 0 0 1
2 - Invalid block 0 0 0 0 0 0 1 0
3 - Invalid parameter 0 0 0 0 0 0 1 1

5.5.8.1 Rejected Block Parameter (mandatory)

This parameter is used to indicate the bit
pattern of the rejected block up to and in-
cluding the octet which caused the rejection.
Only the first detected procedural error or
parameter, which cannot be acted upon, shall
be indicated by this method. The coding of
this paramter is given below:-

Bits 8 7 6 5 4 3 2 1

Octet I 1 1 0 0 0 0 0 1

1i Parameter Length Indicator I

n Rejected Information



5.5.9 Transport Data Block

Figure 5.9/S... illustrates the format of the Transport
Data Block

Bits 8 7 6 5 4 3 2 1

Octet 1 Length (octets)

2 1 1 1 1 0 0 0 0)

S2)3 2)TSDU 0 0 0 0 0 0 0
END

4 DATA

n

Figure 5.9/S... Transport Data Block (TD)

1) Block Type: TDT

2) TSDU End: indicates the end of TSDU when set to one.
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GENERAL

1.1 Scope

1.1.1 Recommendation F.x Lays down the operational
provisions for the automatic international Teletex
service. On the technical side, Recommendation S.c
specifies the requirements for international compati-
bility between Teletex terminals and Recommendations
S. f defines the character repertoire and coded char-
acter sets for the international Teletex service.*

1.1.2 Network-dependent communication procedures for
call establishment and termination are defined in
Recommendation S.c.

1.1.3 This Recommendation defines the end-to-end pro-
cedures to be used within the Teletex service.

1.1.4 Specifically, this Recommendation concerns the
end-to-end control procedures that are network-inde-
pendent. The network-dependent procedures forming a
network-independent transport service are specified in
Recommendations S.. .

1.1.5 The procedure described in this recommendation
should also be used between a Teletex and the Teletex/
Telex conversion facility.

1.1.6 Interworking between Teletex and services other
than telex is for further study.

1.1.7 This Recommendation assumes that the terminal
initiating a call is the terminal regarded as responsible
for the call charges and that it retains full control of
the call.

1.1.8 The provisions of the recommendation are to be
regarded as a first stage in the establishment of a
Teletex service in accordance with recomendations
F.x, S.c, S.f, and S.h, as defined in 1980. Enhance-
ments and additions to these recommendations mustensure compatibility with establishment services.

1.2 Fundamental principles
1.2.1 The relationship between the Teletex control pro-

cedures and the transport service shall respect the
following principle. The higher level procedures require
the transport service to preserve the structure of blocks,
which may be of arbitary size, given to it by the session
level for transmission. Only one session command or re-
sponse is allowed in this block. Only one document com-
mand or response is allowed in a CSUI or RSUI field.

• For draft Recommendations F.x, S.c and S.f, see CON VIII-
No. 179, 182 and 183 respectively.



1.2.2 The sender is responsible for the delivery of
the information in his Teletex document to the recip-
ient's store. This may include linking and other
relevant information.

1.3 Definitions

1.3.1 Terms and their definitions are listed in Annex
A. Where appropriate each definition mentions the
Layer to which it refers.

1.3.2 Some of the terms used in this Recommendation
have been defined in ways that may differ from the
meanings of similar terms in other Recommendations.

2 FUNCTIONS OF PROCEDURES

2.1 General

2.1.1 The broad functional categories provided to
implement the Teletex service control procedures are
listed in Tables 1 and 2/S.d.

Command Response Abbreviation Reference

Session establishment and clearing

Command session start CSS 3.2.1

Response session start positive RSSP 3.2.2

Response session start negative RSSN 3.2.3

Command session end CSE 3.2.4

Response session end positive RSEP 3.2 5

Command session abort CSA 3.2.6

Response session abort positive RSAP 3.2.7

Information transfer

Command session user CSUI 3.2.8
information

Response session user information RSUI 3.Z.9

Session management

Command session change CSCC 3.2.1(
control

Response session change RSCCP 3.2.11
control positive _

Table 1/S.d - Session commands and responses

C-



Command RepneAbbreviation Reference

command document start CDs* 3.4.1

Response document general rej ect RDGR 3.4.2

command document CDC* 3.4.3
continue

command document CDCL 3.4.4
capability list

Response document capability list RDCLP 3.4.5
list positive

Command document end CDE** 3.4.6

Response document end positive RDEP 3.4.7

Command document CDD 3.4.8
discard

Response document discard RDDP 3.4.9
positive

Command document CDR 3.4.10

rsnhoieResponse document RDRP 3.4.11
resynchronous positive

Information transfer

Command document user CDUI 3.4.12
informationII

Error recovery

Response document general reject RDGR 3.4.2

Command document page COPB 3.4.13
boundary

Response document page boundary RDPBP 3.4.14
positive

RDGR is used as a negative response to this command. A specific
negative response is not required.

**The negative response to this coand is RDPBN

Table 2/S .d - Document commands and responses



2;1.2 The procedural elements have also been listed
in the appropriate categories since the definitions of
the elements together with their associated rules
completely specify the functions of the procedures.

2.2 Background information

This section is given as an aid for the understanding of
the procedures. The exact definition of the control
procedures are given in subsequent sections of this re-
commendation.

2.2.1 Exchange of service identification

Two terminals when connected by a transport service
will, at session establishment, need to exchanqe in-
formation identifying the CCITT regulated service that
they intend 'to use and thus invoke the relevant service
facilities and the associated protocol e.g. the Teletex
service and its protocol. The use of service identi-
fication for other services is for further study.

2.2.2 Neo!-iation of Optional Capabilita

Two methods are provided. The first is used at session
innitiation to exchange a limited set of capabilities.
The second method may be needed when required, after
session innitiation, to indicate the sender's require-
ments for extended capabilities.

2.2.3 Negotiation of storage reuirements

Storage availability can be indicated in the following
ways.

1. When a call is established it is implicity assumed
that there is adequate receive memory for the call.
Exceptionally a receiver memory overflow condition may
occur. The continued sending of the document from the
source will be stopped by the sink. The recovery mech-anism shall indicate the reason for stopping the trans-
mission.

2. The provision is also made in the procedure for a
mandatory indication that the ability of the receiving
terminal to accept traffic is Jeopardized.

3. The contact procedure also provides the possibility
to investigate the storage availability at the receiving
terminal prior to the transmission of a document. The
use of this possibility is for further study within the
SA.

I.



3 ELEMENTS OF PROCEDURE

3.1 General

3.1.1 This section contains elements of procedure and
rules of use that, when combined, define the Teletex
procedure.

3.1.2 Definitions applying to the elements of proce-
dure may be found in Annexes A and B.

3.1.3 Annexes C and D describe the Two-way simultaneous
(TWS) mode of session operation and the session sus-
pension function, which are not applicable to the basic
Teletex service.

3.2 Session commands, responses and parameters

(For a summary of session commands and responses, see
Table 1/S.d.)

3.2.1 Command session start (CSS)

3.3.2.2 The CSS initiates entry into a session.

3.2.1.2 Command parameters are:-

a) Service identifier. This mandatory parameter
identifies the service (e.g. Teletex, facsimile)
that the sender of this command intends to use.

b) Terminal identifier. This mandatory parameter
identifies the calling terminal in accordance with
the terminal identification specified in Recom-
mendation F.x.

c) Date and time. This mandatory parameter gives
date and time information as specified in Reccom-
dataion F.x.

d) Additional session reference number. This
number may be used in addition to the basic
session reference (called terminal's identifier, I
calling terminal's identifier, date and time) to
identify uniquely the session. If the additional
session reference number is not used parameter
shall not be included.
e) Non-basic terminal capabilities - these para-
meters indicate which non-basic terminal capabili-
ties are available as receiving capabilities of the
sender of this command,
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These parameters are mandatory if the terminal
is capable of any of the specific functions listed
below, absence of the parameter indicates that
the specific function is not available.

Parameter Function

i) Control character sets Reverse line feed

ii) Page formats A4 printable area (vertica
and horizontal orientation)

iii) Miscellaneous terminal Character spacing of 2.12 mm
capabilities (12 characters per 25.4 mm).

Character spacing of 1.69mm
(15 characters per 25.4 m.
Line feed parameter value
of one spacing of 3.175 mm.
Line feed parameter value
of one spacing of 0.5, 1.C
1.5 and 2 spacings of 5 mm.

Note: The definitions of these presentation cap-
abilities may be found in Recommendation S.c.
Future extension and private-use capabilities are
to be accommodated in CDCL.

f) Non-basic session capabilities. If used, this
non-mandatory parameter indicates which non-basic
session capabilities are available as receiving
capabilities of the sender of this command.

Note: Examples of the uses for this parameter
are session suspension (see Annex D), two-way
simultaneous operation (see Annex C) and negoti-
ation of the window size for checkpointing (see
section 4.3).

g) Private use parameters. These parameters are
not mandatory. Their definition and use are not
standardized.

3.2.2 Response session start positive(RSSP)

3.2.2.1 The RSSP shall be used to acknowledge
entry into a session. It indicates that the CSS
command has been understood and is in a correct
format.

3.2.2.2 Response parameters are:-

a) Service identifier. This mandatory parameter
identifies the service (e.g. Teletex, facsimile
that the sender of this response intends to use.
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Note: For the basic Teletex service the service
=Tentifiers in RSSP and CSS must be ideneical.

b) Terminal identifier. This mandatory parameter
provides the terminal identification of the sender
of the RSSP in accordance with the terminal iden-
tification specified in Recommendation F.x.

c) Date and time. This mandatory parameter must
be identical to the corresponding parameter in the
CSS. It is used in conjunction with the terminal
identifications of both terminals in a session as
a reference to that session.

d) Additional session reference number. If used
in the CSS and if used by the receiver of CSS, this
parameter shall have the same value as in the CSS.
If it is not used by the receiver of CSS it shall
not appear in the RSSP.

e) Non-basic terminal capabilities (i.e. those
available as receiving capabilities of the sender
of the RSSP) - the same conditions apply as for
3.2.1.2 e above.

f) Non-basic session capabilities - 3.2.1.2 f above.

g) Private use parameters - 3.2.1.2 g above.

3.2.3 Response'session start negative(RSSN)

3.2.3.1 The negative response indicates that the
session was not entered by the receiver of the
CSS. It is not mandatory to indicate the reasons
for rejection. A non-mandatory private use para-
meter may be used with this response.
Note: Reasons to be identified and coded,- for
further study.

3.2.4 Command session end (CSE)

3.2.4.1 The CSE is used for normal (or error-free)
termination of a session.

Note: A parameter is reserved to indicate whether
the transport connection is to be cleared. Absence
of this parameter will cause the transport connection
to be cleared.
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3.2.5 Response session and positive (RSEP)

3.2.5.1 The RSEP indicates to the calling terminal
that the called terminal can enter the idle state
in an orderly manner.

3.2.6 Command session abort (CSA)

3.2.1.6.1 The CSA may be used at any time by
either terminal to termiznate a session, whenever
a condition is detected indicating that the
session cannot be continued successfully.

3.2.1.6.2 One of the following reasons for
the abnormal termination of the session must
be given as a CSA parameter:-

a) local terminal error;

b) unrecoverable procedural error;

c) reason not defined.

Note: One value is reserved to indicate
whether the transport connection is to
be cleared.

3.2.7 Response session abort positive (RSAP)

3.2.7.1 The RSAP response indicates to the sender
of a CSA command (either the source or the sink
terminal) that the receiver of CSA has entered the
idle state in an orderly manner.

3.2.8 Command session user information (CSUI)

3.2.8.1 The CSUI is used to indicate to the re-
ceiver that the associated information field of
this command conveys commands, parameters and
information for the document procedures.

3.2.8.2 CSUI does not call for a response. There
is no relationship between this command and the
response RSUI.

3.2.9 Response session user information (RSUI)

3.2.9.1 The RSUI is used to indicate to the re-
ceiver of this response (source) that the associated
information field conveys responses and parameters
for the document procedures. A non-mandatoryparameter "request session function" may be used
with this response.
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3.2.9.2 This RSUI response is not related to any
CSUI command.

3.2.10 Command session change control (CSCC)

3.2.10.1 In two-way alternate (TWA) mode CSCC
changes the source/sink relationship between the
two terminals.

Note: A signal for Request Transmit is available
in some responses (see coding scheme). It may be
used to indicate that a terminal sending this
signal has information to transmit. The terminal
receiving this signal is not required to take
any action if this signal is detected.

3.2.11 Response session change control positive (RSCCP)

3.2.11.1 The RSCCP indicates to the sender of the
CSCC that the sink terminal intends to enter the
session sending state.

3.3 Session procedures

3.3.1 Session modes of operation

3.3.1.1 The following provisions concern the
two-way alternate (TWA) mode of session operation:-

a) The basic Teletex protocol provides the capa-
bility of TWA mode;

b) At session initiation the sender of the CSS
is defined as being the current source of any
text information and is therefore the source
terminal;

c) The CSCC exchanges the source/sink relation-
ship between the two terminals. The CSCC command
should only be invoked outside document boundaries;

d) Only the terminal that is currently the
source terminal may send the CSCC;

e) There is no requirement for sending text in-
formation prior to sending a CSCC.

f) When the called terminal has finished trans-
mitting text it shall hand back the right of
sending text to the calling terminal. Only the
calling terminal is allowed to send CSE.

3.3.1.2 The following provisions concern the
one-way communication (OWC) mode of sesion
operation: -

- - - - -~ -.
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a) The CWC mode is achieved by the CSS sender's
not issuing a CSCC;

b) There is no requirement to send text infor-
mation;

c) This mode is a subset of TWA.

3.3.2 Rules for session elements of procedure

3.3.2.1 only the terminal that has established
the transport connection (the "calling" terminal)
shall send CSS.

3.3.2.2 It is the responsibility of the sender
of CSS to examine the parameters of RSSP and to
determine whether the session should continue.
If it is not to be continued, the session shall
be ended normally (by CSE).

3.3.2.3 In continuing the session, neither ter-
minal is permitted to use any procedure or to
send any information that does not comply with
the receiving capabilities indicated by the
session partner, in the Service Identifier and
Non-Basic Terminal Capabilities Parameters of the
CSS/RSSP exchange at session initiation and/or
by the parameters of CDCL/RDCLP exchange.

3.3.2.4 In the TWA or OWC mode only the sender
of CSS may send CSE when he is the current source.

3.3.2.5 In the TWA mode, the recipient of both
CSS and CSCC must terminate his period as source
by sending CSCC.

3.3.2.6 After having sent CSA the sender may
clear the connection. In all cases the connection
must be cleared when the inactivity timer has
expired.

3.3.2.7 The parameter value "window size" is not
mandatory and may have a value in the range of 1
to 255. If the parameter is indicated and accepted,
the sendor of CSS must take during the session the
smaller window size exchanged.

3.3.2.8 Figure 1/S.d is a state transition dia-
gram for TWA and OWC modes. The "change control"
commands (marked with an asterisk in the diagram)
do not apply to the OWC mode. The general de-
scription and rules of operation for state diagrams
may be found at Annex E.



3.3.2.7 The parameter value "window size" is not
mandatory. The default value is three. If the
parameter is indicated and accepted, the sender
of CSS must take during the session the smaller
window size exchanged.

3.3.2.8 Figure 1/S.d is a state transition dia-
gram for TWA and OWC session modes. The "change
control" commands (marked with an asterisk in the
diagram) do not apply to the OWC mode. The gene-
ral description and rules of operation for state
diagrams may be found at Annex E.
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Figure I/S.d - State transition diagram for TWA and OWC
session modes
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3.4 Document commands, responses and parameters
(For a summary of document commands and responses,
see Table 2/S.d.)

3.4.1 Command document start (CDS)

3.4.1.1 The CDS indicates the start of a docu-
ment (delivery unit) to the receiver of this

command. It also indicates the start of the first

page (commitment unit). (For the definition of

delivery and commitment units, see Annex B.)

3.4.1.2 Command parameters are:-

a) service interworking identifier - not man-

datory field;

Note: When communicating with a conversion fa-
cility an identifier may be required for:

a) Teletex/telex interworking - the
identifier will indicate that the docu-
ment(s) has been prepared in accordance
with the rules given in Recommendation
F.x;

b) Teletex/Videote interworking - for
further study;

c) Teletex/facsimile interworking - for
further study.

b) document type identifier - not a mandatory
field, absence of this parameter indicates a
normal document (for a description of types of
document, see Annex F);

c) document reference number (see point 4.2.8);

d) indication of required terminal capability
(standardized or private use) - not a mandatory
field, however, this parameter must be used if
standardized optional terminal capabilities are
required for the document;

a) private use parameters (not mandatory) -
definition of such parameters is not stnadardized.

3.4.1.3 There is no response to CDS except in the
case of an error, for which RDGR is used.
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3.4.2 Response document general reject (RDGR)

3.4.2.1 The RDGR may be used by the sink to in-
dicate the source that procedural error has
occured and that resynchronization is requested.
The bit pattern of the command or response up to
and including the error shall be returned to the
source. Only the first detected error within a
command or response must be processed by this
method.

3.4.2.2 The response parameter is the bit pattern
required by point 3.4.2.1.

3.4.2.3 It is the responsibility of the terminal
receiving an RDGR response to take appropriate
action.

Note: Use of RDGR for other kinds of errors is
for further study.

3.4.3 Command document continue (CDC)

3.4.3.1 The CDC indicates to the receiver of this
command the continuation of transmission of a doc-
ument (delivery unit) that has previously been par-
tially transmitted. There is no response to CDS
except in the case of an error, for which RDGR
is used.

3.4.3.2 Command parameters are:-

a) Document linking information, in order to
identify the previous transmission of the partial
document, including:

- the checkpoint reference number (see point 4.2.6)
from which the transmission is being continued;

- the document reference number, 'which shall be
the same as the document reference number in
the CDS;

- the session reference information identifying
the session in which the first part of the
document was sent;

Note: If several continuation are required to
complete transmission of a document, all are
linked to the partial transmission in which the
CDS was used. The sequence of checkpoint ref-
erence numbers is then used to identify the cor-
rect sequencing for linking and all such contin-
uations shall be transmitted in this sequence.
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It is the responsibility of the receiving ter-
minal to discard any text information that has
been duplicated in the process of continuation
of an interrupted transmission.

b) service interworking identifier - not a
mandatory field (see the note under 3.4.1.2 a)
for CDS);

c) document type identifier - not a mandatory
field, absence of this parameter indicates a
normal document (for a description of the types
of document, see Annex F);

d) document reference number (of the current
session) - see point 4.2.8;

e) optionally, any other parameter field(s) that
appeared in the CDS command at the start of the
document may be repeated as parameters in CDC.

3.4.3.3 There is no response to CDC except in the
case of an error, for which RDGR is used.

3.4.4 Command document capability list (CDCL)

3.4.4.1 The CDCL initiates an exchange of in-
formation to enable a check of the terminal
capabilities (both standardized and private use).
The command shall include a list of receiving
capabilities that may be needed at the receiver
by the sender of this command.

3.4.4.2 The command may also be used to in-
vestigate the storage capability of the remote
terminal. The required amount of storage (given
in kilo-octets) is indicated in a parameter ofthe command in this case.

Note: Other mechanisms for storage are for
?M--her study.

3.4.4.3 Command parameters are the list of re-
ceiving capabilities and the required amount of
storage.

3.4.4.4 The CDCL command should only be invoked
outside document boundaries.

3.4.5 Response document capability list-positive (RDCLP)

3.4.5.1 The RDCLP acknowledges the CDCL and con-
tains one of the following three parameters:-

a) Confirmation that all the requested capabilities
are available at the receiver;
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b) A list of the requested capabilities that are
available at the receiver;

c) A complete list of non-basic receiving capa-
bilities.

3.4.5.2 If the CDCL is used for memory negotia-
tion, one of the following parameters shall also
be included:-

a) confiramtion that the amount of memory re-
quested is available and has been reserved;

b) indication of the available (and reserved)
amount of memory (in kilo-octets);

c) indication that the available memory cannot
be estimated;
d) indication that the requested memory capacity
cannot now be reserved.

3.4.6 Command document end (CDE)

3.4.6.1 The CDE shall be used to indicate to the
receiver of this command the end of a document
delivery unit. It also represents the final
checkpoint to which a response shall be made.

3.4.6.2 The command parameter is the checkpoint
reference number.

3.4.6.3 The RDPBN shall be used as the negative
response to the checkpoint in CDE.

3.4.7 Response document end positive (RDEP)

3.4.7.1 The RDEP gives a positive acknowledgement
to the last checkpoint (commitment unit). In the
basic Teletex service this is the last page ref-
erence number.

3.4.7.2 The RDEP shall also indicate that the
receiver: -

a) has not detected any error;

b) accepts responsibility for the received docu-
ment (delivery unit).

c) is ready to receive a new CDS or CDC.
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3.4.7.3 The RDEP shall include as a parameter the
checkpoint reference number of the CDE.

3.4.7.4 After sending RDEP there is no further
means within these control procedures for error
recovery for that document.

3.4.8 Command document discard (CDD)

3.4.8.1 The CDD shall be used to indicate to the
receiver of this command the abnormal ending of
a document and that the receiver of the command
is not held responsible for the part of the docu-
ment received so far. Therefore, as a local
function outside these control procedures, the
receiver can delete the part of the text received.

Note: The receiving terminal may discard the
document from its memory and/or indicate to the
operator that this part of the document has no
value.

3.4.8.2 The reason for sending a CDD command may
be given as a CDD parameter. If used only one of
the following reasons shall be indicated:-

a) local terminal error;

b) unrecoverable procedural error;

c) reason not defined.

3.4.8.3 The CDD may only be used to terminate
the current document, instead of using CDE or
CDR. It cannot be used after a CDR has been sent;

3.4.8.4 The receiver of a DD is allowed to
delete the received part of the document, but
has no obligation to do so. If the text is not
deleted, the operator shall be informed.

3.4.9 Response document discard positive (RDDP)

3.4.9.1 The RDDP acknowledges the CDD and indi-
cates that the receiver of the command is ready
to receive a new CDS or CDC. No negative response
is allowed.

3.4.10 Command document resynchronization (CDR)

3.4.10.1 The CDR shall be used by the source to
indicate to the sink the point of resynchroniza-
tion. If used within a document it shall abnor-
mally end that document.



3.4.10.2 The reason for an abnormal ending of a
document may be given as a CDR parameter. If used,
only one of the following reasons may be given.

a) local terminal error;

b) unrecoverable procedural error;

c) reason not defined.

3.4.10.3 If, during the transmission of a docu-
ment, there is an interruption of the transport
connection or session such that another call
and/or session establishement is needed, the
following rules apply:-

a) the receiving terminal shall treat the failure
as if a DR had been received and an RDRP, had
been sent;

b) the sending terminal shall treat the failure
as if a DR had been sent and a RDRP had been
received.

3.4.11 Response document resynchronization positive (RDRP)

3.4.11.1 The RDRP is sent by the receiver of a
CDR as a positive acknowledgement of the command.

3.4.11.2 If RDRP is used within a document, it
confirms to the sender of a CDR that the sender
of RDRP has already accepted responsibility for
the received document (up to the last checkpoint
for which a positive acknowledgement has been
sent). It does not indicate the possibility of
the receiver of the command's performing linking
of the following parts of the interrupted document
(delivery unit).

3.4.11.3 The control procedures provide a means
for resuming transmission of an interrupted docu-
ment.

3.4.11.4 The linking of the parts of an inter-
rupted document is a local operation at the re-
ceiver and is therefore not within the responsi-
bility of the control procedures. Thus these
procedures cannot guarantee that this linking
of parts of a document will be effected.
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3.4.12 Command document user information (CDUI}

3.4.12.1 The CDUI indicates to the receiver of
this command that the associated information is
to be interpreted as the user text information
field being conveyed by the Teletex service.

3.4.12.2 The basic Teletex service does not
require any parameter for CDUI. The procedure
provides means for adding paramters. Any such
need is for further study.

3.4.13 Command document page boundary (CDPB)

3.4.13.1 The CDPB indicates to the receiver
the boundary between pages. It also indicates
a checkpoint for error recovery purposes (see
section 4). CDPB invites the sink to accept
responsibility for the previously received page
(page commitment unit-see Annex B).

3.4.13.2 The CDPB command parameter is the check-
point reference number, which, in the basic Tele-
tex service, is the page reference number.

3.4.14 Response document page boundary positive (RDPBP)

3.4.14.1 This response shall be used to indicate
that the receiver accepts responsibility for that
page (acknowledgement of commitment unit).

3.4.14.2 Response parameters are:

a) This mandatory parameter gives the checkpoint
reference number (see 3.4.13.2 above);

b) This mandatory parameter indicates that the
ability of the receiving terminal to continue
to accept traffic is jeopardized (e.g. memory
threshold reached).

3.4.15 Response document page boundary negative (RDPBN)

3.4.15.1 The response shall be used to indicate
that the receiver does not accept the responsi-
bility for that page (commitment unit), for
example due to a detected error or other failure.

3.4.15.2 The value : the mandatory parameter
giving the reason for a negative response should
be one of the following:

a) memory overflow;

b) sequence error;
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c) local terminal error;

d) unrecoverable procedural error;

e) No specific reason stated. (Used for reasons
other than those listed.)

3.2, General rules for document elements of procedure

3.5.1 When a document has been either started by CDS
or continued by CDC, it must be terminated by either
CDE, CDR or CDD prior to sending the next CDS or CDC.

3.5.2 The following rules relate to the CDS and CDC
parameters: -

a) the service interworking parameter may be used to
indicate that the document is suitable for interworking;
however, use of this parameter is mandatory-in the case
of service interworking;

b) absence of the document type identifier indicates
that the associated document is a normal text document.

3.5.3 No negative response to CDS or CDC may be sent
after the sending of a positive response to any check-
point within that document.

3.5.4 No negative response to CDD or CDR is allowed
except for error conditions where RDGR is allowed.

3.5.5 With regard to the responses to CDPB (RDPBP or
RDPBN), the receiver may reject reception for a detected
error, but the receiver is not obligated to monitor for
errors in the document. Once a page (commitment unit)
has been positively acknowledged, any error recovery
for the subsequent detection of an error is beyond
the scope of these control procedures.

3.6 Rules for document state diagrams in the basic
Teletex service

3.6.1 General

3.6.1.1 The rules common to all state diagrams
are given in Annex E.

3.6.1.2 For any error a terminal is permitted
to send CSA. If this procedure is not used, the
following rules shall apply.

3.6.2 Rules for the sending protocol (See Figure 2/S.d)

3.6.2.1 Any command or response received in
state 1, 1 and 3 shall cause an abnormal end of
the session and sending of CSA.
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3.6.2.2 Reception of any command or response
except RDPBP in states 2 - 8, 10 and 11 (or
RDEP in state 9) shall cause CDR or CDD to be
sent.

3.6.2.3 Reception of any command or response
except RDCLP in state 14 shall cause CDR to be
sent.

3.6.2.4 In state 13 receipt of RDRP or RDDP will
cause a transition to state 1. Any other command
or response will be discarded.

3.6.2.5 The inactivity timer started when state
13 is entered is only reset when a valid response
is received.

3.6.3 Rules for the receiving Drotocol (See Figure 3/S.d)

3.6.3.1 Reception of any command or response
except CDS, CDC, CDCL in state shall cause RDGR
to be sent.

3.6.3.2 In state 12 receipt of CDR or CDD will
cause a transition to state 13. Any other com-
mand or response received will be discarded.

3.6.3.3 Reception of any command or response not
allowed in the state diagram or any invalid para-
meters or paremeter values in state 2 to 11 may
cause RDGR to be sent.

3.6.3.4 The inactivity timer started when state
12 is entered is only reset when a valid command
is received.
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Figure 2/S.d Document state diagram for a window size of
three (sending protocol).-
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Figure 3/S.d Document state diagram for a window size of
three (receivinq protocol).
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4 ERROR RECOVERY IN TE BASIC TELETE SERVICE

4.1 General principles

4.1.1 During a session, each partner is responsible
for the correct operation of the following:-

a) maintenance of the currently agreed source/sink
relationship;

b) proper use of the command/response procedural
sequences as described in the state diagrams and
rules for operation (see section 3.6);

c) detection of any period of inactivity in excess
of 60 s (indicating, for example, a failure or other
inability to continue productive use of the session).

4.1.2 Upon detection of any Silure to maintain proper
operation as described in point 4.1.1., use of the
error recovery procedures defined for each state is
mandatory; or, where such error recovery procedures
are not specifically defined, session termination
(abnormal end) is mandatory.

4.1.3 In the event of an error, this control procedure
allows for repeated transmission of information. The
number of repetitions should be limited by the sender.

4.2 Rules for checkpointing

4.2.1 After an abnormal termination of a document,
for recovery in the same session the checkpoint
reference number and the document reference number
are required in order to identify unambiguously
the point from which to recover.

4.2.2 A new session (and call) has to be initiated
after abnormal termination of a document where recovery
is to be effected in a subsequent session or after an
abnormal termination and/or interruption of the call.
The information required in order to identify unam-
biguously the point from which to recover is:-

a) the reference for the interrupted session;

b) the document reference number; and

c) the checkpoint reference number.

4.2.2 In the basic Teletex service a checkpoint must
be inserted at each page boundary using CDPB.

4.2.3 If a negative response is received to a command
representing a checkpoint, the transmission must be
interrupted by sending a CDR or CDD.
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4.2.4 Within a document, a final checkpoint will be
represented by the CDE. Transmission of another
document is not permitted until the response to this
command has been received.

4.2.5 No other checkpointing is permitted in the
basic service. For other applications an optional
checpointing mechanism may be used, as described
in Annex G.

4.2.6 Each command representing a checkpoint shall
contain a parameter showing the reference number.
Each such command calls for a response, which shall
contain a parameter showing the checkpoint reference
number to which that response applies.

4.2.7 Checkpoint reference numbers shall be assigned
as decimal digits starting from 001 and sequentially
incremented by one for each successive checkpoint within
a document.

4.2.8 Document reference numbers shall b- assigned
as decimal digits, preferably, but not necessarily,
starting from 001 and sequentially incremented by
one for each successive document. Document reference
numbers shall be assigned to all documencs in a session,
irrespective of the document type identifier or whether
CDS or CDC is used as the initiating command.

4.2.9 The sum of the number of digits contained in
the checkpoint reference number and the docuent
reference number shall not exceed six, to permit
printing in the available space in the Call Identi-
fication Line as defined in Recommendation F.x. !
There is no constraint on the maximum number of digits
in either number as long as this limitation is notexceeded.

4.3 Acknowledgement window

4.3.1 In the basic Teletex service the sender is pro-
hibited from exceeding an acknowledgement window size
of three. The maximum window size may be negotiated
during session establishment using the CSS command
parameters. (See paragraph 5.7.8)

4.3.2 The sender is permitted to recover from an
interrupted transmission at only one of two points:-

a) the sender may transmit the entire document,
cancelling the earlier partial transmission of that
document; I
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b) the sender may resume, starting at the point in
the text of the last checkpoint for which an acknow-
ledging response was received.

c) On this basis, the receiver must be able to resume
reception at any checkpoint ranging from the last
acknowledged checkpoint plus one, minus the window
size.

4.3.3 The window mechanism has been introduced in
order to allow continuous transmission of documents.
The window mechanism has been introduced in order
to allow continuous transmission of documents. The
window mechanism may also be used by the receiving
terminal to resolve local time problems without
affecting the continuous transmission.

The design of a terminal should be such that continuous
reception is possible in normal operation of the term-
inal with an average page size of 1500 octets. The use
of the mechanism should take into account the quality of
service of F.x.

If a transmission flow control mechanism is needed,
it shall be provided by the transport service.

5 CODING

5.1 Definition.of terms used in coding

5.1.1 A Command Identifier (CI) or Response Identifier
(RI) is the heading information that identifies the
command or response concerned.

5.1.2 A Length Indicator (LI) represents the length
in octets of an associated, field or group of fields.

5.1.3 A Parameter Identifier (PI) indicates the type
of information contained in an associated field or
group of fields.

5.1.4 A Parameter Group Identifier (PGI) is a special
case of a PI, which indicates that the associated field
consists entirely of a group of parameters, each
identified by a PI.

5.1.5 A Parameter Value (PV) is the information
that represents the value of the parameter identifed
by either a PI or PGI.

5.1.6 A "field" is either a group of one or more bits
within a single octet or a group of one or more octets,
used to represent a particular set of information.
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5.2 Principles of coding

5.2.1 The coding of session commands and parameters
is independent of the coding of document commands and
parameters and vice versa.

5.2.2 Binary field encoding principles have been
used to allocate bit patterns for the CI, RI, PGI
and PI.

5.2.3 The first section of a session or document
field consists of either a CI or an RI. Each CI or
RI is always immediately followed by an LI.

5.2.4 The value of an LI is a binary number that
represents the total length of the immediately fol-
lowing parameter field(s) in octets. The value of
the LI does not include either itself or any subse-
quent user information.

5.2.5 If a parameter field indicated by a PGI appears
within a parameter field initiated by a PGI, the PV
field of the "nested" PGI field may not extend beyond
the end of the PV of the enclosing PGI field.

5.2.6 To decode CI, RI, PGI and PI, all the bits of
the identifier must be considered.

5.2.7 The format of a paramter field initiated by a
PGI is the same as the format of such a field initiated
by a PI except that the entire PV field consists of a
sequence of one or more parameter fields, each of which
is initiated by either PI or PGI.

5.2.8 Figures 4, 5 and 6/S.d illustrate the coding
principles.
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C, ARMETR IEL 7 ;;INFORMATION FIELD 2 1DOCUMENT
3I

II

ICILI PARAETER FIELDUSER INFORMATION FIELD SEIO

1 3

SESSION FIELJD (DELIVERED TO THE TRANSPORT SERVICE)

(TSOU)

SESSION COMMAND (OR ]RESPONSE) -

I DOCUMENT FELD F

OuMEJJ COMMAND (OR RESPONSE)

Notes: 1. Present only if LI # 0

2. Present only after user information commands
(or response)

3. See point 5.2.4

Figure 4/S.d - Illustration of the relationship between session
and document commands
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A) L :0 (i.. ,0. PARAMETER 5) U*& 3 AND I RESPECTIVELY C) TWO PARAMETRS OF I AND 3 OCrETS
MFELD) MEANS ONE PARAMETER OF RESPECnVELY, Lis ARE 8, I AND 3

ONE OCTET VA. E RESKPCTiVLY

CLL PLP PL PV CL UE

0) ONE POI WI TWO ENCLOSED Ps 1) THE MOST' SIMPLE CARRIER OF USER INPOR-
MATION

V 111 I I IP L P I P I
I I G G I V

F) EXAMPLE OF COMPLEX USE OF PGIs

Notes: In every case the CI can be replaced by an RI.

Any P1 or PGI may be omitted when it is not used for conveying
information (i.e. parameter values). PIs and PGIs within the
same nesting level are put in order of increasing binary value.

Figure 5/S.d - Examples of command structure
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COMMANDO/PAMER
RESPONSEFIL

CI R RI ,LI U I °

PAU.R PARAMETF.R

INFORMATION PARAMETE
., FIE.LD IL

Note: This figure may need further study

Figure 6/S.d - Allowable sequences of units within
a command or response

5.3 Coding of length indicators

5.3.1 The value of an LI is a binary number that
represents the total length in octets of the imme-
diately following CI, RI, PI and/or PGI fields. The
value of the LI does not include either itself or
any subsequent user information, as noted in 5.2.4
above.

5.3.2 The basic LI consists of a single octet with
a maximum value of 254 in decimal (i.e., a binary value
'of 1 1 1 1 1 1 1 0).

5.3.3 If the first octet of the LI is 255 decimal
(i.e., a binary value of 1 1 1 1 1 1 1 1), this
indicates that the value of the LI is contained in
the next two following octets allowing a maximum
value of 65535 octets.

5.3.4 within any octet, the highest order bit is bit
8 with the remaining bits assigned in descending order.
Where the length value is represented in two octets,
the first contains the higher order bits.
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5.4 Coding of CI and RI for session elements

5.4.1 The coding of CI and RI for session commands
and responses is shown in Table 3/S.d.

Table 3/S.d - CI and RI for session elements

Bit Number
Command/Response 8 7 6 5 4 3 2 1

CSS 0 0 0 0 1 1 0 1
CSE 0 0 0 0 1 0 0 1
CSA 0 0 0 1 1 0 0 1
CSCC 0 0 0 1 0 1 0 1
CSUI 0 0 0 0 0 0 0 1
RSSP 0 0 0 0 1 1 1 0
RSSN 0 0 0 0 1 1 0 0
RSEP 0 0 0 0 1 0 1 0
RSAP 0 0 0 1 1 0 1 0
RSCCP 0 0 0 1 0 1 1 0
RSUI 0 0 0 0 0 0 1 0
CSTW 0 0 0 1 1 1 0 1
RSTWP 0 0 0 11 1 1 0
RSTWN 0 0 0 1 1 1 0 0
Private use 1 1 1 1 X X X X

5.4.2 Apart from private use, the codes of the com-
mands and responses in Table 3/S.d are assigned in
such a way that the bits may be interpreted as follows:-

Bit 1 1 = Command 0 = Response
2 1 = positive 0 = negative (response)
3 1 initiate 0 = stop (for most commands)
4,5 1 1 Session

1 0 Session
0 1 Interaction
0 0 Session user

6,7,8 Set to zero and reserved for extension.

Note: If possible, this bit coding structure should
Srlollowed in making future code assignments, but
this is not mandatory if the number of available code
combinations is insufficient. Therefore, it is not
intended as a guide for implementation.

5.4.3 One or more of the non-allocated values are
to be reserved for future extension. The method
of future extension is for further study.

5.5 Coding of CI and RI for document elements

5.5.1 The coding of CI and RI for document commands
and responses is shown in Tables 4 and 5/S.d respect-
ively.

I
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Table 4/S.d for document commands

Bit number

Command 8 7 6 5 4 3 2 1

CDS 0 0 1 0 1 1 0 1
CDC 0 0 0 1 1 1 0 2
CDE 0 0 1 0 1 0 0 1
CDR 0 0 0 1 1 0 0 1
CDD 0 0 1 1 1 0 0 1
CDPB 0 0 1 1 0 0 0 1
CDRP 0 0 1 0 0 0 0 1
CDRR 0 0 1 0 0 a 0 1
CDCL 0 0 1 1 1 1 0 1
CDUI 0 0 0 0 0 0 0 1
Reserved for 1 1 1 1 X X x xprivate use

Table 5/S.d - Coding of RI for document responses

Bit number

Response 8 7 6 5 4 3 2 1

RDEP 0 0 -1 0 1 0 1 0
RDRP 0 0 0 1 1 0 1 0
RDDP 0 0 1 1 1 0 1 0RDPBP 0 0 1 1 0 0 1 0RDPBN 0 0 1 1 0 0 0 0
RDCLP 0 0 1 1 1 1 0

RDGR 0 0 0 0 0 0 0 0RDRPR 0 0 1 0 0 1 0 0
Reserved for 1 1 1 1 X X X X
private use

y,

I
*- - t



5.5.2 Apart from private use, the codes of the commands
and responses in Tables 4 and 5/S.d are assigned in
such a way that the bits may be interepreted as follows:-

Bit 1 1 = Command 0 = Response
2 1 = positive 0 = negative (for response
3 1 = initiate 0 = stop (for most command-)
4,5,6 1 1, 1, 1 2 0, 1 0 1 Document/Delivery unit

1 0 0 (Reserved)
0 1 1 Page (commitment unit)
0 1 0 Reserved
0 0 1 (Reserved for recovery unit)
0 0 0 Text

7,8 Set to zero and reserved for future extension.

5.5.3 See points 5.4.2 and 5.4.3 above.

5.6 Coding of PGIs and PIs

5.6.1 The coding of PGIs and PIs for session commands
and responses is shown in Table 6/S.d. The coding of
the PGIs and PIs for document commands and responses
is shown in Table 7/S.d.

5.6.2 Tables 8 and 9/S.d list the PGIs and PIs for
each command and response for the session and document
elements of procedure together with an indication of
whether the PGIs and PIs concerned are mandatory or
riot
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5.6.3 Where a PI is allocated to a particular PGI
this is shown in Table 6 or 7/S.d. Some PIs are
not allocated to a PGI and are used as required.
Some PIs may be used without preceding PGI as defined
in Tables 8 and 9/S.d.

5.6.4 The codes of these PGIs and PIs are assigned
in such a way that the binary field consisting of
bits 8, 7 and 6 may be interpreted as follows:

bits 8 7 6
0 0 0 Session related
0 0 1 Document related*
0 i 0 Document related

1 0 1
1 10
1 1 1 Private use

The binary field consisting of bits 5 and 4 may be
interpreted as followst

bits 5 4
0 0 PGI
0 1 PI
1 0 PI
1 1 PI

The binary field consisting of bits 3, 2 and 1 is used
to extend the PGIs when set to 000.

Note: If possible, this binary field coding structure
sFould be followed in making future code assignments,
but this is not mandatory if the number of available
code combinations is insufficient.

5.7 Parameter values

5.7.1 Unless otherwise specified the following rules
apply to the fields containing parameter values (PV):

a) where a binary number is used to represent a value,
the highest order bit of each octet is bit 8 with
the remaining bits assigned in descending order.
Where a binary value is represented by more than one
octet, the first octet contains the highest order
bits, with successive octets assigned in descending
order;

b) all bits reserved for future standardization shall
be set to zero;

* These Document related PGIs and PIs may possibly be of use to
other services.
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5.7.9 Graphic character sets (refer to Recommendations
S.c and 5.f)

A variable length field indicating the receiving capa-
bilities for non-basic standardized graphic character
sets. Each such graphic character set shall be
indicated by the sequence of characters used after
an ESCAPE character to designate that set, as defined
in Recommendation S.f. Where more than one such
character set is to be indicated, a single SPACE
shall be used as a separator between the character
set indicators.

5.7.10 Control character sets (refer to Recommendations
S.c and S.f)

A variable length field indicating the receiving capa-
bility for non-basic standardized control character
sets. Each such control character set shall be indi-
cated by the sequence of characters used after an
ESCAPE character to designate that set, as defined
in Recommendation S.f. Where more than one such
character set is to be indicated, a single SPACE
shall be used as a separator between the characterset indicators.

5.7.11 Paie formats (refer to Recommendations S.cand S.f)

Bit 1 of the first octet set to "one" shall indicate
the capability for use of the optional maximum print-
able area for the ISO A4 paper size, as defined in
Recommendation F.x. All other bit values are reserved
for future standardization.

5.7.12 Miscellaneous terminal capabilities (refer
to Recommendation S.f)

A variable length field indicating the receiving
capabilities for non-basic standardized values of
character spacing, line spacing and graphic renditions.
Each such function shall be indicated by the sequence
of characters used after a Control Sequence Introducer
(CSI) for the Select Horizontal Spacing (SHS) for a
character pitch, for the Select Vertical Spacing
(SVS) for a line pitch and for Select Graphic Rendition
(SGR) for a graphic rendition. When more than one
such character sequence is to be indicated, a single
SPACE shall be used as a separator between them.

5.7.13 Service identifier

Bit 1 of the first octet set to "one" indicates the
intention to use the Teletex service. All other bit
values are reserved for future standardization.



c) where a PV contains graphic characters that may
be printed or displayed, they shall be in the intended
printing/display sequence and shall be coded as defined
in Recommendation S.f;

d) for a PGI designated for extension, the PIs and/
or PGIs included in the parameter field do not neces-
sarily conform to the following assignments of PI
and PGI values.

5.7.2 Assignment of coding to the various parameter
values is shown in the following points.

5.7.3 Identification of the called terminal

A sequence of graphic characters as defined in Recom-
mendation F.x.

5.7.4 Identification of the calling terminal

A sequence of graphic characters as defined in Recom-
mendation F.x.

5.7.5 Date and time

A sequence of graphic characters as defined in Recom-
mendation F.x.

5.7.6 Additional session reference number

A fixed length sequence of two decimal digits as coded
in Recommendation S.f.

5.7.7 Miscellaneous session capabilities

Bit 1 of the first octet set to "one" indicates the
terminal capability for two-way simultaneous infor-
mation transfer.

Bit 2 of the first octet set to "one" indicates the
terminal capability for session suspension.

All other bit values are reserved for future stand-
dardization.

5.7.8 Window size

A binary number of fixed length of one octet, with
a minimum value of one and a maximum value of 255
in decimal (i.e., a binary value of 11111111). The
default value is three in decimal (i.e., a binary
value of 00000011).
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5.7.19 Document reference number

A sequence of decimal digits as coded in this in
Recommendation.

5.7.20 Checkpoint reference number

A sequence of decimal digits as coded in this Recom-
mendation.

5.7.21 Acceptance of CDCL parameters

Bit 1 of the first octet set to "one" indicates accept-
ance of all non-basic terminal capabilities requested
by a CDCL command.

All other bit values are reserved for future stand-
ardization.

Note: Parameters b and c of RDCLP are coded as non-
basic terminal capabilities.

5.7.22 Storage capacity negotiation

A fixed length sequence of two octets:

a) bit 1 of the first octet set to "one" indicates that
a terminal has reserved a requested amount of storage;

b) bit 2 of the first octet set to "one" indicates
that the binary field in the following octet contains
a number indicating storage capacity requested/reserved
in kilo-octets;

c) bit 3 of the first octet set to "one" indicates
that a terminal cannot estimate its memory capacity;

d) bit 4 of the first octet set to "one" indicates
that a terminal cannot now reserve the requested .

amount of memory;

e) bits 5 to 8 of the first octet are reserved for
future standardization.

Octet 2 indicates the memory size available and/or
reserved (the meaning is defined in the first octet).
It shall be set to 11111111 if bit 3 and/or 4 in
the first octet is set to "one".

5.7.23 Receiving ability jeopardized

Bit 1 of the first octet set to "one" indicates that
the ability of the receiving terminal to continue to
accept user information is jeopardized (e.g. memory
th reshold reached).

All other bits are reserved for future standardization.
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5.7.14 Reason (session)

For further study (RSSN).

5.7.15 Session termination parameter

Bit 1 of the first octet set to "one" indicates that
the transport service connection shall be cleared
(default value). When set to '0' it indicates that
the transport connection should be cleared.

Bit 2 of the first octet set to "one" indicates a local
terminal error.

Bit 3 of the first octet set to "one" indicates an
unrecoverable procedural error.

Bit 4 of the first octet set to "one" indicates that
no reason is given.

All other bits are reserved for future standardization.
The CSE command uses only bit 1, all other bits shall
be set to "zero".

5.7.16 Request session functions

In the first octet the f9llowing bit assignments are
defined:

a) bit 1 if set to "one" indicates request transmit
(as defined in this Recommendation).

b) bit 2 if set to "one" indicates request session
suspension (as defined in this Recommendation). I
All other bits are reserved for future standardization. S
5.7.17 Private use

A set of PGI and PI values is designated as being for
private use. Other than the PGIs designated for
extensions and the permitted use of private parameters
only with certain commands and responses, the use of
these parameters is not defined.

5.7.18 Service interworking identifier

Bit 1 of the first octet set to "one" shall indicate
that the associated document is suitable for forwarding
via the telex service.

All other bit values are reserved for future stand-
ardization.



Table S/S.d - PGIs and Pls for session elements of nrocedure

S-4-2 SESSION LEVL

SESSION PGI I PICommand or

Response Mandatory Mandatory
Identifier Description or not Man Description lor not Man

Terminal IdentifierI
of the calling Term M

CSS Session Reference m Date and time im

e_.1_, _. Nm
Window size Nm

Non-Basic Session Nm Miscellaneous 5es-. 1
Capabilities sion Capabilities

Nm w trol naCI er I NmNon-Basic Term- N

nal Capabilities Page ormats 1 NM
Terml,"al aDpa NM

Private Use Nm -1 -
I Service Identifier m

CSE _Session Termination Nm
CSA I__ Session Terminationi m

CSCC __Terinal__entfierI

CSUI _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ _ 1
RSSP Session Reference M Terminal Identifier M

of the called term. 1
Date and time m

ntl nal Session T
Non-BasicCwt- NM Window Size N "
bilities Ses ion 11sson1ta Aue$ _T_

Non-Basic Termi- WI V oV aaoL NM
nal Capabilities Page Formats Nm I

Service Identifier im

Private Use N -m

RSSN For Further Study - -

Private Use _ ___

RSEP i _
RSAP, i

RSCCP _______

Editorial Note : Private use has not been restricted to only
those private use fields indicated in the tables. Private
use may be attached to any command or response.

Note: Term, abbreviation for Terminal
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5.7.24 Document type identifier

Absence of this parameter shall indicate a normal
text document. This parameter, if used, is a binary
encoded field of fixed length of one octet, identifying
the document type as follows:

bit 8 7 6 5 4 3 2 1
Operator Document 0 0 0 0 0 0 0 1
Control Document 0 0 0 0 0 0 1 0
Monitor Document 0 0 0 0 0 0 1 1
All other binary values are reserved for future
standardization.

5.7.25 Reflect parameter value

This is an arbitrary length field that contains the
bit pattern of the command or response up to and. in-,
cluding the detected error.

5.7.26 Reason (Document)

A binary encoded field indicating the reason for
failure:

Bit 8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 0 Used for reasons other than those stated
0 0 0 0 0 0 0^1 Memory overflow
0 0 0 0 0 0 1 0 Transmission error
0 0 0 0 0 0 1 1 Sequence error
0 0 0 0 0 1 0 0 Format error
0 0 0 0 0 1 0 1 Local terminal error
0 0 0 0 0 1 1 0 Unrecoverable procedural error

The absence of this parameter indicates that no reason
is given.

Annexes 7 (A-G)
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DOCUMENT PGZ PI

Response andatory Mandatory
Identifiez Description r not M Description or not Man

Checkpoint reference__ _ __ _ __ _ __ _ _ __ __ _ _ No.-"

RDRP

RDDP

RDPBP Checkpoint Reference m
No.
Storage overflow Mm
warning

RDPBN Reason (Document) Nm

RDCLP Acceptance of CDCL Nam
Parameters

_ Storage capacity M
negotiation

Non-Basic Terminal Nm Control character Nm
capabilities sets

Page Formats Nm

Miscellaneous Term. Nm
Capabilities.

Private Use

PI graphic character m
sets

RDGR Reflect parameter M
values '___
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Table 9/S.d - PGIs and PIs for document elements of 2rocedure

DOCUMENT PGI PI
Command 4andatory Mandatory

Identifie Description :r not Man Description or not Man

Document Ref. No. m

Service Interworking NmCDS Identifier

Document Type Ident. Nm

Non-basic Terminal Nm Control character Nm.
Capabilities sets_

Page Formats Nm

Miscellaneous Term. M
......_ Capabilities

Private Use Nm

CDC Document linking m Document reference Nc mcheckpo int
Reference No. m
Terminal identifier m
of the called term.

Only required if Terminal identifier m
linking in a new of the calling term.
session date and time m

additional session m
ref. no.

- Service interworking Nm
identifier

- Document typeidentifier Nm
- Document reference Nm(current session) -

Other parameters of Am
CDs

_ E Checkpoint ref. No. m
CDR ..... Reason tuocumen mNmmi
CDD Reason (Document) _ _

CDPB Checkpoint ref. No. m

CDCL Storage capacity Nm

Non-basic Terminal Mm Control character am
Capabilities sets

Page Formats Nm

Miscellaneous Term. Nm
_Canabilities

Private Use Nm

CDUI PI graphic character Nm
sets

Note: Term. - Abbreviation for Terminal 4-4<
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2.2 Modes of session: There are three different modes:

a) One way Communication (OWC). Customer information
is transferred in one direction only during the session,
i.e. only one of the terminals will have the right to be
the source.

b) Two way Alternate (TWA). Customer information is
transferred in both directions, but only in one direction
at a time, i.e. the source/sink relation will be changed
one or more times during the session.

c) Two Way Simultaneous (TWS). Customer information
is transferred in both directions simultaneously, i.e.
both terminals are simultaneously a source as well as
a sink.

Note: TWS mode is for further study.

2.3 Basic session reference: The basic session reference
is used to identify a session. It consists of:-

a) called terminal's identifier;

b) calling terminal's identifier;

c) date and time.

2.4 Expanded session reference: The expanded session
reference is used to identify a session uniquely. It
consists of the mandatory basic session reference plus
an optional additional session reference number.

3 TERMS SPECIFIC TO DOCUMENT PROCEDURES

3.1 Document: A document is a sequence of one or more
pages intended by the originator to be delivered to
the address(es) as a single entity in the original
page sequence.

3.2 Teletex Paqe: The basic element of office corres-
ponden~cein the Teletex service. One A4 (or A4L
or North American Standard) page or the information
that may be presented on it.

3.3 Check point: A check point is a numbered mark inserted
by the sender in the text stream to provide a reference
point for error recovery.

3.4 Acknowledgement windows: The maximum number or check
points that a sender can transmit without receiving
an acknowledgement from the receiver.
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ANNEX A

DEFINITIONS

Note: Some of the terms used in this Recommendation have
been defined in ways that may differ from the meanings of
similar terms in other Recommendations.

1. GENERAL

1.1 Teletex Terminal: A device that is capable of trans-
mitting and receiving Teletex documents in accordance
with the basic requirements of Recommendation Sc.

1.2 Teletex Call: The temporary connection (or apparent
connection as perceived by the caller) of one terminal
to another for the purpose of exchanging information.

1.3 Calliu Terminal: That terminal that initiates the
procedures to establish a call.

1.4 Called Terminal: That terminal to which a call is
made.

1.5 Service interworking: The facility of sending and
receiving information between a Teletex terminal and
a terminal of another service, eg Telex.

1.6 Command: A command is control information sent to
another terminal to initiate execution of a specific
function. Some commands require a response.

1.7 Response: A response is control information sent by
the recipient of the command to advise the sender of
the command of the action taken. Exceptionally, the
reaction to a response may be another response.

1.8 Source/sink relationship

174 Customer information is transferred from a source to a sii :
4.1.2

2 TERMS SPECIFIC TO SESSION PROCEDURES

2.1 Session: A session is the interval during which a
logical, mutually agreed correspondence between two
application/presentation processes exists for the
transfer of application and presentation related
information.

9 .



2.2 Commitment unit (CU)

Element inviting the sink to take over responsibility for
the transmitted information.

2.3 Delivery unit (DU)

One or more commitment units that are to be considered as
a single entity for the purpose of synchronization.

2.4 Interaction unit (IU)

Element indicating the change of source and sink of data.

3 USER STRUCTURE ELE24ETS

3.1. Document user information block (DU)

Smallest quantity of information preserved as one unit by
the procedure.

3.2 Page (P)

The unit of information that may be presented on one physical
page.

3.3 Document (D)

A sequence of one or more pages intended to be delivered
as a single unit in the original page sequence.

4 RULES

4.1 The dialogue elements are related in accordance with
the following hiearchy:-

RU - lowest level in the hierarchy
CU
DU
IU - highest level in the hierarchy

4.2 Initiation/termination of any unit in this hierarchy
also initiates/terminates all units at lower levels of the
hierarchy.
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ANNEX B

ELEMENTARY FUNCTIONS OF THE PROCEDURE

INTRODUCTION

1.1 The purpose of this Annex is to provide a more formal
description of the document elements of procedure. The
definition of independent and elementary functions forming
a basic set of elements leads to:-

a) the description of each element of procedure in this
basic set is unambiguous (open to a single interpretation);

b) the functions that are common in two different elements
of procedure appear clearly in the description of these
elements (see Table 1);

c) the separation of the elements of procedure into
dialogue elements and elements concerning the structure
of the user information;

d) for future elements of procedure, this basic set helps
to re-use the elements in the basic set, which are already
implemented, in new combinations.

1.2 Sections 2 and 3 below describe the basic set of
elementary functions. These functions have been selected
such that:-

a) they are elementary (they cannot be subdivided);

b) they are independent;

c) any element of procedure shall be capable of being
described using the basic set.

1.3 Only the document elements of procedure have been
taken into account.

2 DIALOGUE ELEMENTS

2.1 Recovery unit (RU)

A unit delimited by a recovery mark inserted by the sender
Ln the text stream to provide a reference point for resuming
transmission after a transmission interruption.

Mote: The RU may be used to provide for different recovery
s*--- anisms. The recovery mark may or may not require an
4cxnowledging response depending upon the recovery mechanism.
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Table 1/Annex ... - Analysis of document layer commands and responsf

in terms of elementary functions

Command User structure Dialogue

CDS Start of D, P Start of DU (CU, RU)

CDE End of D, P End of DU (CU, RU)

CDR Suspend D End of DU (CU, RU)
Discard current P

CPB End of P End of CU (RU)
Start of P Start of CU (RU)

CDUI Start of DU

CDC Continue D Start of DU (CU, RU)
Start of P

CDD Discard D End of DU (CU, RU)

RDEP Ack XU (CU, RU)

RDPB Ack CU (RU)
RDPBN Nack CU (RU)
RDRP Ack DU (CU, RU)

RDGR End of DU (CU, RU)
Positive Ack DU (CU, RU)

RDCP
Positive Ack RU

RDGR End of DU (CU, RU)



2.4 Command session suspension request (CSUR)

2.4.1 The CSUR can be used by the called terminal
to indicate that a halt in the information flow is
needed. The calling terminal can then decide what
to do.

2.4.2 No explicit response is required since a sus-
pension is implicitly the positive response and negative
response has no meaning. The request shall be void if
not acted upon within (period to be defined).
2.4.3 The CSUR parameter is an indication of the
required duration for the suspension.

2.5 Command session reactivate (CSR)

2.5.1 The CSR is sent when reactivating a suspended
session.

2.5.2 The terminal that initiated the session is
responisble for reactivating it before the time that
was indicated in the suspension command has expired.
This responsibility does not exclude the possibility
of the other terminal's reactivating the session.

Note: The rules for reactivation require further study.

2.5.3 The parameters required for the linking of the
reactivated session require further study.

2.6 Response session reactivate positive (RSRP)

2.6.1 The RSRP indicates that the session reactivation
is accepted and that the communication can start.
2.6.2 The RSRP parameters are for further study.

2.7 Response session reactivate negative (RSRN)

2.7.1 The RSRN indicates that the session reactivation
cannot be effected.

2.7.2 The RSRN parameter shall indicate the reason
for the negative response from amongst the following
(for further study):-

a) the command was used illegally (sent by the called
terminal, refers to a session that is already active,
or is sent before clearing or suspension of another
session);

nm m m m nm , ~naumm- n m -m -mam



ANNEX D

SESSION SUSPENSION FACILITY

Note: Further study required

I GENERAL

1.1 The session suspension facility is an extension of
the basic Teletex control procedure. For a negotiable
time, it gives the possibility of clearing the call without
losing the logical relationship represented by the session.

2 ELEMENTS OF PROCEDURE

2.1 Command session suspend (CSSU)

2.1.1 The CSSU is sent by the calling terminal when
a suspension of the session is required. A session
cannot be expected to exist after the indicated time
has expired (see CSR in point 2.5 below).

2.1.2 The command parameters are:-

a) the time interval during which the session may
be reactivated (format for study under coding);
b) an indication for the release of the transport
connection.

2.2 Response session suspend positive (RSSP)

2.2.1 The RSSP indicates that the suspended state
has been entered by the called terminal in a controlled
way.

2.3 Response session suspend negative (RSSUN)

2.3.1 The RSSUN indicates that the session suspension
cannot be accepted. The reason for the rejection shall
be indicated as a parameter.

2.3.2 The RSSUN parameter indicates one of the fol-
lowing reasons for rejection:-

a) the CCSU was illegally used (e.g. by a terminal
that is not the paying terminal), this shall not be
regarded as an error leading to clearing;

b) a suspended session is temporarily not possible;

c) more than one suspended session per terminal is
not possible;

d) the indicated time for the suspension is too long.

c



CALiNG TERMINAL CA TERMINAL

STA " STATE
9,11,19 / 2,4,16

RxRSSUN S:CSSU S-RSSUN R --CSSU

22 R'I.SUIP 24 R-CM :-CSUI

DEMANDO RES. SEND RESP

+RSSUNS-SSUP

IDL IDL

\ / 0

IOLE y \ IDLE .

R \

-XSR Sa - - .

STATE X STATE X

/

•This is the state from which the session was suspended an~d
fDom whi.ch i is to be resumed.

Figure l/Asex D Session state diagram for session suspend

- -

mm m-mmm "-' ~ mm S. m . 5mm



b) the linking information is not recognized (wrong
terminal identifier, wrong session identifier, or
the session has been cleared during the suspension
by the called terminal).

3 STATE DIAGRAM

3.1 Figure 1/Annex D is a session state transition diagram
for the session suspension facililty (showing additions to
the session state transition diagram required for the faci-
lity).
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Upon detection of a failure to maintain proper operation as
described above, use of error recovery procedures defined for
each state diagram is mandatory, or where such error recovery
procedures are not specifically defined, session termination
(abnormal end) is mandatory. This is necessary in order to
avoid unproductive use of Teletex facilities, incurring un-
necessary charges where the service is not being used effect-
ively, and causing degradation of the service.

10. The purpose of the state diagrams is to assist in defining
proper use of the elements of procedure, not to define any
particular implementation.
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ANNEX E

GENERAL DESCRIPTION AND RULES OF OPERATION FOR STATE DIAGRAMS

1. Each state diagram is in only one state at any time.

2. Each state is represented as an ellipse, which contains a
number for reference and a descritpvie name.

3. Permissible transitions from one state to another are shown
as connecting lines with an arrow indicating the permitted dir-
ection of the state transition and labelled with the even or
events that cause that transition.

4. Where a transition may originate from any of several states,
it may be indicated by a broad arrow terminating on the des-
cription state and labelled with the permissible states of
origination and with the even or events that cause that entry
into the estination state.

5. An event is either the sending (S -) or reception (R -) of
a command or a response or an indicated local operation.

6. Each state diagram has a state named "idle" and numbered
zero. This is the initial or reset sate when that state diagram
is inactive.

7. Upon sending any command that causes entry into a state
named "demand response", the sending of any additional commands
is not permitted until a response is received. An inactivity
timer is started, and, if a response is not received prior to
expiration of that timeout, session termination either directly
if Command Session Abort (CSA) was sent or by sending CSA is
mandatory.

8. The effect of each event that causes a state transition
must be completed prior to consideration of a subsequent event.

9. During a session, each session partner has a responsibility

for monitoring for proper operation as follows:-

a) maintenance of the currently agreed source/s nk relationship;

b) proper use of command/response procedural sequences as
described in the state diagrams and the rules for their
operation;

c) monitoring for a period of inactivity (e.g. indicating a
failure or other inability to continue productive use of the
session).
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4 CONTROL DOCUMENT (OPTIONAL)

4.1 The control document can be used in communication with
intermediate stor-and-forward equipment.

4.2 The addressing information (and other control infor-
mation required) can be included as text within such a
document. The control document shall, except for the
document type indication, follow the same rules (in the
procedure) as a normal document. The use of the control
document is a national matter and is outside the scope
of this recommendation.

5 MONITOR DOCUMENT (OPTIONAL)

5.1 The monitor document will not be made available to
the user. It is intended to be available for purposes
that can be defined by each administration, e.g. for
maintenance purposes.

5.2 The monitor document will be handled by the operating
system of the terminal and not displayed to the operator.
The monitor document shall, except for the document type
indication, conform with the same rules (in the procedure)
as a normal document.



ANNEX F

TYPES OF DOCUMENT

GENiERAL

1.1 An indication of the type of document that is trans-
ferred shall be given at the start of each document, if not
the normal type of document is used.

1.2 A document type indication wi. indicate to the oper-
ating system of the receiving terminal that a special
action is required (the action is defined for each type
of document).
1.3 No additional procedure elements or changes in state
transition diagrams are required.

2 NORMAL DOCUMENT

2.1 This is the normal type of document to be used to
transfer text in the Teletex service. The document is
supposed to be immediately stored. Presentation of the
text is a local function and is not controlled by the
procedure. The unit document can in its turn be divided
into a number of pages. The subdivision of the text into
different pages must be maintained in the handling and
during the presentation. The same is valid for the present-
ation format within the page.

2.2 From the procedures point of view, every Teletex terminal
must be able to handle this type of document.
Note: Where appropriate the rules for the usage of optional

nctions have to be followed.

3 OPERATOR DOCUMENT (OPTIONAL)

3.1 The operator document represents a type of priority
message. It can be used in the conversational mode of
operation.

It is intended to be presented immediately to the operator
(although the decision to present it is left to the receiving
operator). It may therefore be immediately indicated to
the operator that a new operator document has been received.
The operator document shall conform with the same presentation
control functions and be treated in the procedure as a normal
document. The length of an operator document is arbitrary
but it shall preferably (due to the application) not exceed
one page. Note that a terminal that does not have a special
dialogue mode, can handle an operator document as a normal
document.
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5 RESPONSE DOCUMENT RECOVERY POINT RESTART (RDRPR)

5.1 The RDRPR shall be used by the sink to indicate to
the source from which recovery point the resynchronization
is available.

5.2 The RDRPR parameter is the recovery point reference
number.

5.3 The recovery point reference number shall be lower
than or equal to the number indicated by the source in
the RDRPR command.
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ANNEX G

OPTIONAL ERROR RECOVERY MECHANISM (4 6,

INTRODUCTION

1.1 Section 4 of this Recommendation describes the error
recovery mechanism used in the basic Teletex service. With
mixed-mode operation (e.g. Teletex and facsimile) or with
facsimile alone, there is a need for another recovery
mechanism, as described below, that allows resynchronization
of the source and the sink within a page (commitment unit)
or a document (delivery unit) without ending the document
and discarding the whole current page.

1.2 This recovery mechanism may also be applied, as an
option, in the Teletex service.

1.3 The commands and responses, together with their para-
meters, required for this optional recovery (or resynchro-
nization) mechanism are described below.

2 COMMAND DOCUMENT RECOVERY POINT (CDRP)

2.1 The CDRP shall be used to indicate a recovery point
from which the source or the sink may ask for a resyn-
chronization.

2.2 The CDRP parameter is the recovery point reference
number.

2.3 The CDRP command is sent by the source at arbitrary
points in the text.
2.4 The commands CDS, CDC, CDPB are to be considered as an
implicit recovery-point number 0.

3 RESPONSE DOCUMENT RECOVERY POINT NEGATIVE (RDRPN)

3.1 The RRPN shall be used by the sink to resynchronize
the source from a recovery point.

3.2 The RRPN parameter is the recovery point reference
number.

4 COMMAND DOCUMENT RECOVERY POINT RESTART (CDRPR)

4.1 The CDRPR shall be used by the source to resynchronize
the sink from the indicated recovery point.

4.2 The CDRPR parameter is the recovery point reference
number.
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